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1-1

1 Log reports

Introduction

This volume contains log report descriptions. Each log report description
contains the following sections:

* Explanation

* Format

e Example

* Field descriptions

* Action

* Associated OM registers

¢ Additional information

Explanation
This section identi es the af fected subsystem and indicates the reason the
system generates the log report.

Format

This section shows the format of the log report. If the log report has more than
one format, this section displays each format.

Example
This section contains an example of a log report. If the log report has more
than one format, this section can contain a minimum of two examples.

Field descriptions
This section describes each eld in the log report.

Action
This section describes the user action required when the system generates the
log report.

Associated OM registers
This section lists associated OM registers for the log report.
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1-2 Log reports

Additional information
This section provides additional information about the log report.
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ECTS100

Explanation

The system generates Enhanced Network Integrity Check Traf ¢ Simulator
(ECTS) 100 logs. The system generates ECTS100 every time an EICTS
connection has too many integrity faults between audit cycles. The connection
clears and the system generates the log. Note that the BSIDE endpoint of the
path is the endpoint that exceeds the number of integrity faults that the EICTS
connection allows. The path is the ASIDE to BSIDE connection.

Format
The log report format for ECTS100 is as follows:

ECTS100 mmmdd hh:mm:ss ssdd EXEC EICTS INTEG THRESHOLD
aside PM name/number bside PM name/number
ENETA n, CARD n, LINK n, CHn
ENETB n, CARD n, LINK n, CHn
EICTS connection cleared — too many integrity faults

Example
An example of log report ECTS100 follows:

1.ECTS100 JANO2 07:00:00 8859 EXEC EICTS INTEG THRESHOLD
DCM O DTC O
ENETA 1, CARD 9, LINK 3 , CH 8
ENETB 2, CARD 12, LINK 20, CH 55
EICTS connection cleared - too many integrity faults

Field descriptions
The following table explains each eld in the log report:

(Sheet 1 of 2)

Field Value Description

EXEC EICTS Constant Indicates that an EICTS connection

INTEG has more than the acceptable number

THRESHOLD of integrity faults between audit
cycles.

ASIDE PM Alphanumeric Indicates an ASIDE PM name and

name/number number.

BSIDE PM Alphanumeric Indicates a BSIDE PM name and

name/number number.
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ECTS100 (end)

(Sheet 2 of 2)

Field Value Description

ENETA Numeric Indicates the aside ENET shelf
number.

CARD Numeric Indicates the aside ENET card
number.

LINK Numeric Indicates the aside network link
number.

CH Numeric Indicates the aside channel number.

ENETB Numeric Indicates the bside PM shelf number.

CARD Numeric Indicates the bside ENET card
number.

LINK Numeric Indicates the bside network link
number.

CH Numeric Indicates the bside channel number.

EICTSconnection Constant Message text displays that indicates

cleared - too an EICTS connection is clear.

many integrity because of the number of integrity

faults faults.

Action

Enter the ENET level of the map and test the hardware. The number of
acceptable integrities between audit cycles is variable through the IOPTION
command. The default value is 15 integrity faults between cycles for each
connection.

Associated OM registers
There are no associated OM registers.
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ECTS101

Explanation

Format

Example

The system generates an Enhanced Network Integrity Check Traf ¢ Simulator
(ECTS101) log every half hour. The ECTS101 log report indicates the number
of audit cycles the system executes in that period. The log contains
information about the steps of the audit process. The operating company
personnel can turn this log on or off with the IOPTION AUDIT command. To
determine the number of connections refreshed since the last log, multiply the
number of EICTS connections multiplied by the number of audit cycles. Use
the number of audit cycles to determine your result, unless some of the
connections are clear. The number of connections refreshed in the last cycle
is the current number of EICTS connections established.

The log report format for ECTS101 is as follows:

ECTS101 mmmdd hh:mm:ss ssdd INFO EICTS AUDIT STATUS REP

NO OF AUDIT CYCLES SINCE LAST LOG REPORT : nnn
NO OF CONNECTIONS CLEARED FROM INTEG THRESHOLD: nnn
NO OF CONNECTIONS CLEARED FROM TRAFFIC : nnn
NO OF CONNECTIONS CLEARED FROM PATH MISMATCH : nnn
NO OF CONNECTIONS REFRESHED SINCE LAST LOG : nnn
NO OF CONNECTIONS REFRESHED IN LAST CYCLE : nnn

An example of log report ECTS101 follows:

1.ECTS101 JANO2 07:00:05 8769 INFO EICTS AUDIT STATUS REP

NO OF AUDIT CYCLES SINCE LAST LOG REPORT : 6
NO OF CONNECTIONS CLEARED FROM INTEG THRESHOLD : 1
NO OF CONNECTIONS CLEARED FROM TRAFFIC : 1
NO OF CONNECTIONS CLEARED FROM PATH MISMATCH : 0
NO OF CONNECTIONS REFRESHED SINCE LAST LOG : 598
NO OF CONNECTIONS REFRESHED IN LAST CYCLE : 98

DMS-100 Family NA 100 Log Report Reference Manual Volume 4 of 8 LET0015 and up



1-6 Log reports

ECTS101 (continued)

Field descriptions

The following table explains each eld in the log report:

Field Value Description

EICTS AUDIT Constant Indicates the number of cycles the

STATUS REP system executes.

NO OF AUDIT Integer Number of complete audit cycles after

CYCLES SINCE the last audit status log report.

LAST LOG

REPORT

NO OF Integer Number of connections that exceed

CONNECTIONS the integer threshold in the audit

CLEARED FROM cycle. Referto ECTS100.

INTEG

THRESHOLD

NO OF Integer Number of connections that cleared

CONNECTIONS during the refresh because they did

CLEARED FROM not pass the traffic checks on the link.

TRAFFIC

NO OF Integer Number of connections that have

CONNECTIONS faults during the refresh. For

CLEARED FROM example, a failure to trace the path or

PATH a failure to send integrity to the PM. In

MISMATCH all occurrences, the connection
clears.

NO OF Integer The total number of attempts that

CONNECTIONS refresh after the last log report

REFRESHED (current number of EICTS

SINCE LAST connections).

LOG

NO OF Integer The number of connections that

CONNECTIONS refresh in the last audit cycle (current

REFRESHED IN number of EICTS connections).

LAST CYCLE

Action

Log ECTS is an information log. If the number of connections that clear
because of traf ¢ starts to increase, turn off EICTS. This action does not allow
the EICTS to compete with call processing for network resources.
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ECTS101 (end)

Associated OM registers
There are no associated OM registers.
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ECTS103

Explanation

The system produces the Enhanced Network Integrity Check Traf ¢ Simulator
(ECTS103) log when the audit reaches the audit remake time. The audit
remake option default is OFF. When the audit remake activates, the audit frees
all connections. The audit attempts to make the same number of connections
on the con gured links. The audit informs the user of the number of
connections that clear and the number of connections that the audit remakes.

Format
The log report format for ECTS103 is as follows:

ECTS103 mmmdd hh:mm:ss ssdd INFO EICTS REMAKE STATUS REP
EICTS CONNECTIONS CLEARED: nnn
EICTS CONNECTIONS REMADE : nnn

Example
An example of log report ECTS103 follows:

ECTS103 JANO2 07:00:02 9261 INFO EICTS REMAKE STATUS REP
EICTS CONNECTIONS CLEARED: 100
EICTS CONNECTIONS REMADE : 100

Field descriptions
The following table explains each eld in the log report:

Field Value Description

INFO EICTS Integer Indicates that the ECTS subsystem
REMAKE produces the EICTS state report log.
STATUS REP This log informs the user of the

number of connections that clear and
the number of connections that the

audit makes.
EICTS Integer Indicates the number of EICTS
CONNECTIONS connections the audit frees.
CLEARED
EICTS Integer Indicates the number of connections
CONNECTIONS that the audit establishes again.
REMADE
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ECTS103 (end)

Action
Log ECTS is an information log. This log to indicates that EICTS attempts to
establish the number of EICTS connections again. The remake attempts to use
different hardware when the audit established the connections again.

Associated OM registers
There are no associated OM registers.
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ECTS105

Explanation
The system produces the Enhanced Network Integrity Check Traf ¢ Simulator
(ECTS) 105 log report. This log report describes the results of the network
fabric tests that occur the previous night.

Format

The log report format for ECTS105 is as follows:
ECTS105 mmmdd hh:mm:ss ssdd INFO Network Fabric Report

Test Period Results:

Schedule Status: sched status suspend
Scheduled Test Period: test period

Interval Duration: dur

Test Status: test status  action
Test Started: start time

Test Stopped: stop time

Coverage

Channels Tested: chnl test

Not Tested — Competition: chnl traffic
Not Tested — Not Supported: chnl notsup
Not Tested — Out of Service: chnl notinsv
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ECTS105 (continued)

Results

Total Number of Connections Tested: path tested
Number of Connections with Errors: path error

Errored Paths

Hits for Plane O: hits  Hits for Plane 1: hits
FROM: Plane pl Shelf sh Slotsl Link Ik Chnl ch
TO : Plane pl Shelf sh Slotsl Link Ik Chnl ch

(Up to 10 paths)

Example
An example of log report ECTS105 follows:
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ECTS105 (continued)

ECTS105 APR19 08:00:00 3221 INFO Network Fabric Report

Test Period Results
Schedule Status: Enabled
Scheduled Test Period: 2:00 - 6:00

Interval Duration: 10 mins
Test Status: Not Running
Test Started: 1988/04/19 02:04:34
Test Stopped: 1988/04/19 06:09:17

Coverage
Channels Tested: 6 %
Not Tested - Competition: 6 %
Not Tested - Out of Service: 22 %
Not Tested - Not Supported: 0 %
Results

Total Number of Connections Tested: 762
Number of Connections with Errors: 13

Errored Paths

Hits for Plane 0: O Hits for Plane 1: 1
FROM: Plane 0 Shelf 0 Slot 10 Link 07 Chnl 013
TO : Plane 0 Shelf 0 Slot 31 Link 00 Chnl 123

Hits for Plane 0: O Hits for Plane 1: 10
FROM: Plane 0 Shelf 1 Slot 12 Link 03 Chnl 007
TO : Plane 0 Shelf 0 Slot sl Link 00 Chnl 055

Hits for Plane 0: O Hits for Plane 1: 1
FROM: Plane 0 Shelf 0 Slot 31 Link 01 Chnl 345
TO : Plane 0 Shelf 0 Slot 31 Link 02 Chnl 310
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ECTS105 (continued)

Hits for Plane 0: O Hits for Plane 1: 1
FROM: Plane 1 Shelf 0 Slot 29 Link 06 Chnl 028
TO : Plane 1 Shelf 2 Slot 11 Link 15 Chnl 003

Hits for Plane 0: O Hits for Plane 1: 1
FROM: Plane 1 Shelf 1 Slot 10 Link 03 Chnl 011
TO : Plane 1 Shelf 3 Slot 10 Link 11 Chnl 023

Hits for Plane 0: 1 Hits for Plane 1: O
FROM: Plane 0 Shelf 3 Slot 32 Link 02 Chnl 003
TO : Plane 0 Shelf 3 Slot 32 Link 02 Chnl 003

Hits for Plane 0: O Hits for Plane 1: 1
FROM: Plane 1 Shelf 0 Slot 31 Link 02 Chnl 212
TO : Plane 1 Shelf 3 Slot 32 Link 10 Chnl 016

Hits for Plane 0: O Hits for Plane 1: 2
FROM: Plane 0 Shelf 2 Slot 26 Link 08 Chnl 025
TO : Plane 0 Shelf 0 Slot 28 Link 00 Chnl 013

Field descriptions
The following table explains each of the elds in the log report:

(Sheet 1 of 3)

Field Value Description
INFO Network Constant Indicates the results of the network
Fabric Report fabric tests that the previous night.

The system generates the log each
day at 8:00 a.m. (if the user has this
feature.)

Schedule Status Text Indicates if scheduled tests are
enabled or disabled. Can list a
maximum of 10 paths in plane 1.
Indicates if scheduled tests are not
permanently suspended.

TEST RESULTS

FIELDS
Scheduled Test Numeric, time Indicates the time period that
Period scheduled tests can occur.

Interval Duration
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ECTS105 (continued)

(Sheet 2 of 3)
Field Value Description
Test Status Text Indicates the current state of the test
process: Not Running, Scheduled
Test Running, Manual Test Running.
action: If the test runs, the test
indicates the test action performed.
Initialize: Establishing Connections,
Supervision - Plane 0, Supervision -
Plane 1, Monitoring - Plane 0,
Monitoring - Plane 1, Stop
Supervision,Free Connections,
Update Results
Test Started yyyy/mm/dd The last time the test started or
hh:mm:ss resumed.
Test Stopped yyyy/mm/dd The time that tests were suspended or
hh:mm:ss stopped (if the test_status is
suspended or stopped).
COVERAGE The fields grouped under coverage
FIELDS contain data about the percentage of
channels tested.
Channels Tested  numeric, Indicates the percent of all the
percentage channels in the office tested in the
time interval. The time interval is from
the start time to the stop time or the
present time if the test runs.
Not Tested - numeric, The percent of the channels on which
Competition percentage tests are to occur but do not because
of competition with call processing for
the resources.
RESULTS
FIELDS
Total Number of numeric Indicates the number of connection
Connections tests.
Tested
Not Tested-Outof  numeric, The percent of the channels on which
Service percentage tests are to occur but do not because

the required equipment is not in
service.
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ECTS105 (end)

(Sheet 3 of 3)
Field Value Description
Not Tested -Not numeric, The percent of the channels on which
Supported percentage tests are to occur but do not. The
peripherals that connect to the
network do not support the test.
Number of numeric Indicates the number of connections
Connections with tested with errors.
Errors
ERRORED Lists the tested network paths on

PATHS FIELDS

Hits for Plane 0
Hits for Plane 1

Alphanumeric

which errors are detected. Each listing
includes: - plane on which test is run -
ENET shelf number - ENET slot
number - ENET link number - ENET
channel number.

Lists a maximum of 10 paths.

Action

Log ECTS is an information log. Use the ENET path test to diagnose the error
paths. An integrity fault buffer stores error paths. Error paths appear on the

ENET INTEG level of the MAP display.

Associated OM registers

There are no associated OM registers.
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ENCP100

Explanation

The Enhanced Network Call Processing (ENCP) subsystem log report
ENCP100. The subsystem generates ENCP100 when an integrity fault occurs
and the connection does not go out-of-service. Both pathends of the
connection are known, and the system checks the ENET hardware to make
sure a connection is established.There are two formats for the ENCP100 log.
One format is for a log that originates from the enhanced integrity check traf ¢
simulator (EICTS). The second is for a non-EICTS path. The following eld
descriptions apply to both formats.

Note: The system generates this log by request only. It defaults to OFF and is
not placed in the system logs.

Format
The log report format for ENCP100 is as follows:
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ENCP100 (continued)

Example

Format 1. Non-EICTS paths
ENCP100 mmmdd hh:mm:ss ssdd ENET INTEGRITY FAULT

Call State: statxt Fault: rsntxt

EICTS Connection: bbb

Conn Verified: ffff Remade: rrrr

Fault Found: yyyy  Slot at Fault: nnnn

Mtce Enabled: bbb  Slot at fault: nnnn

Diagnostics submitted: bbb

FROM Plane: pl Shelf: sh Slot: slot Link: 1k Channel: chnl

TO Plane: pl Shelf: sh Slot: slot Link: 1k Channel: chnl

FROM PM: pm_name Active Unit: X Number of Units: x Terminal:
trmnl_id

TO PM: pm_name Active Unit: X Number of Units: x Terminal:
trmnl_id

Format 2. EICTS paths
ENCP100 mmmdd hh:mm:ss ssdd ENET INTEGRITY FAULT

Call State: statxt Fault: rsntxt

EICTS Connection: bbb

Diagnostics submitted: bbb

FROM Plane: pl Shelf: sh Slot: slot Link: 1k Channel: chnl

TO Plane: pl Shelf: sh Slot: slot Link: 1k Channel: chnl

FROM PM: pm_name Active Unit: X Number of Units: x Terminal:
trmnl_id

TO PM: pm_name Active Unit: X Number of Units: x Terminal:
trmnl_idFROM PM: DTC 11 Active Unit: 0 Number of Units: 1
Terminal:

HALIFAXTO PM: LGC 9 Active Unit: 1 Number of Units: 2
Terminal: OTTAWA

The following is an example of log report ENCP100.
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ENCP100 (continued)

Example 1. Non-EICTS paths

ENCP100
CALLSETUP Fault:
EICTS Connection: NO
Conn Verified: PASS

Remade:

MAYO03 10:12:31 6000 ENET INTEGRITY FAULTCall State:
INTEGRITY

No Attempt

Fault Found: NONE Slot at Fault: NONE
Mtce Enabled: NO Slot at fault: NONE
Diagnostics Submitted: YES
FROM Plane: 0 Shelf: 00 Slot: 16 Link: 04 Channel:014
TO Plane: 0 Shelf: 01 Slot: 25 Link: 12 Channel:014
FROM PM: DTC 11 Active Unit: 0 Number of Units: 1
Terminal: HALIFAX
TO PM: LGC 9 Active Unit: 1 Number of Units: 2
Terminal: OTTAWA

Example 2. EICTS paths

ENCP100 MAYO03 10:12:31 6000 ENET INTEGRITY FAULTCall State:

CALLSETUP Fault:
YESDiagnostics
16 Link: 04

Channel:014TO

Channel: 014

Plane:

Field descriptions

Submitted: YESFROM Plane:

0 Shelf:

INTEGRITYEICTS Connection:

0 Shelf: 00 Slot:

01 Slot: 25 Link: 12

The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

Refer to Table I. Constant Indicates an integrity failure causes the
system to generate log report.

statxt CALLSETUP Indicates state of the call during integrity

CALLNOTUP fault detection.
rsntxt PARITY Indicates type of fault the Peripheral Module
INTEGRITY (PM) reports.

EICTS Connection YES NO NO indicates that EITCS action does not
generate the report, and that the log
appears in Format 1. YES indicates that
EITCS action generates the log and
appears in Format 2.

Conn Verified: ffff (Format 1 PASS FAIL Indicates if system verified the connection.

only)
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ENCP100 (end)

(Sheet 2 of 2)

Field Value Description

Remade: rrrr (Format 1 only) PASS FAIL NO Indicates if an attempt to remake a
ATTEMPT connection is complete.

Fault Found: yyyy (Format 1 YES NONE Indicates if a fault is present.

only)

Slot at Fault: nnnn (Format 1 NONE sh/sl Identifies the shelf (sh) and slot (sl) of the

only) suspected ENET and card. If a fault does

Mtce Enabled: bbb (Format 1 YES NO
only)

not occur, the value is NONE.

Indicates if maintenance is disabled.

Diagnostics Submitted: bbb YES NO Indicates if diagnostics are submitted.

pl 0-1 Identifies ENET plane with faults.

sh 0-3 Identifies ENET shelf with faults.

sl 9-32 Identifies card with accuracy faults.

Ik 0-15 Identifies link with faults.

chnl 0-511 Identifies channel with faults.

trmnl_id 17 characters Defines the terminal that connects to the
given ENET endpoint.

X 1 digit Identifies the unit of the PM that is active (0
or 1), and the number of units on the PM (1
or 2).

pm_name Refer to Table I. Identifies the PM that connects to the given
ENET endpoint.

Action

Log ENCP is an information log. There is no action required. The OM

register ENSPCHER increases.
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ENCP101

Explanation

The Enhanced Network Call Processing (ENCP) subsystem log report
ENCP101. The subsystem generates ENCP101 when a peripheral module
(PM) reports an integrity mismatch. This mismatch is on a connection that
terminates when the Integrity Fault Handler performs an analysis of the report.
NOTE: The subsystem only generates this log on request.

Format
The format for log report ENCP101 is as follows:

ENCP101 mmmdd hh:mm:ss ssdd ENET SINGLE ENDED
INTEGRITY
FROM: PL: pl ENET: en CARD: cc LINK: linkid CHNL: chnl PM:
pmid

Example
The following is an example of log report ENCP101.

ENCP101 MAYO03 10:12:31 6000 ENET SINGLE ENDED INTEGRITY
FROM: PL: 1 ENET: 2 CARD:14 LINK:12 CHNL:22 PM:LCM 9

Field descriptions
The following table describes each eld in the log report:

Field Value Description

ENET SINGLE ENDED  Constant Indicates integrity fault handler cannot

INTEGRITY determine the second pathend of data path.

pl 0-1 Identifies ENET plane with the fault.

en 0-3 Identifies ENET shelf with the fault.

cc 9-32 Identifies crosspoint card with the integrity
fault.

linkid 0-15 Identifies link with the fault.

chnl 0-511 Identifies channel with the fault.

pmid Refer to Table I. Identifies PM that connects directly to given
endpoint.
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ENCP101 (end)

Action
LOG ENCP is an information log. There is no required action.

Associated OM registers
There are no additional OM registers.

Additional information
There is no additional information.
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ENCP102

Explanation
The Enhanced Network Call Processing (ENCP) subsystem log report
ENCP102. The subsystem generates ENCP102 when a peripheral module
(PM) reports an integrity fault. The system generates this report when the
subsystem does not take the connection out of service. Both path ends of the
connection are known, and the Enhanced Network (ENET) hardware is
checked for a connection. Diagnostics are run on the path.

Format
The log report format for ENCP102 is as follows:

ENCP102 mmmdd hh:mm:ss ssdd ENET Integrity Diagnostics

Call State: statxt Fault: intg—par
ICTS Connection: yes/no
From Plane: nn Shelf: nn Slot: nn Link: nn Channel: nnn
To Plane: nn Shelf: nn Slot: nn Link: nn Channel: nnn
From PM: pmid Active Unit: n Number of Units: n Terminal: id
To PM: pmid Active Unit: n Number of Units: n Terminal: id
Diagnostic Results: path test result

PM loop around text
Number of Suspect Cards: nn
Suspect Cards:

card list

Example
The following is an example of log report ENCP102.
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ENCP102 (continued)

1.ENCP102 MAYO03 12:00:00 6000 ENET Integrity Diagnostics
Call State: CALLSETUP Fault: INTEGRITY
ICTS Connection: NO
From Plane: 0 Shelf: 01 Slot: 16 Link: 04 Channel: 014
To Plane: 0 Shelf: 00 Slot: 25 Link: 12 Channel: 014
From PM: DTC 11 Active Unit: 0 Number of Units: 1
Terminal: HALIFAX
To PM: LGC 9 Active Unit: 1 Number of Units: 2 Terminal:
OTTAWA

Diagnostic Results:
PM loop around run by PM
Number of Suspect Cards:

Suspect Cards:

Site Flr RPos Bay id Shf
HOST 23 D31 ENCO 0 00
HOST 23 D31 ENCO 0 00

Field descriptions
The following table describes each

(Sheet 1 of 3)

Path Test Failed

2

Description Slot EgPec
ENET:0:03 10 NTO9X35CA Frnt
ENET:0:03 10 NT9X40BA Back

eld in the log report:

Field Value

Description

ENET Integrity Constant

Diagnostics

Call State CALLNOTUP

CALLSETUP

INTEGRITY
PARITY

Fault

ICTS Connection  YES, NO

Indicates that a PM reports an
integrity fault and both pathends are
known

Indicates that the system did not find
integrity while the PM was in
“look-for-integrity" mode

Indicates the system establishes
integrity and switches the PM from
“look-for-integrity" to
“checking-integrity" mode before
failure occurs

Indicates the type of fault the PM
reports

Indicates if connection is an Integrity
Check Traffic Simulator (ICTS)
connection
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ENCP102 (continued)

(Sheet 2 of 3)
Field Value Description
From/To Constant Indicates if the information applies to
the originating or terminating plane or
PM
Plane 0,1 Indicates the plane where the system
detects the fault
Shelf Oto7 Identifies the ENET shelf where the
end point resides
Slot Integers Identifies ENET slot where the
originating and terminating path ends
reside. ENET slots: 9-32. ENET 128K
slots: 12-19. ENET 16K slots: 22-29.
Link Oto 18 Indicates the defective link
Channel Oto 511 Indicates the defective channel
PM Alphanumeric, refer  Identifies the PM that directly
to Table I. connects to the given ENET endpoint
Active Unit 0,1 Indicates the active unit of the PM
Number of Units 1,2 Indicates the number of units on the

Terminal

path-test-result

PM loop around
text

Number of
Suspect Cards

Character string

Path Test Passed,
Path Test Failed,
Path Test Aborted

PM loop around run
by PM, PM loop
around rejected by
PM, PM loop
around not
supported by PM

Integers

PM

Identifies the terminal that connects to
the given ENET endpoint

Indicates the results of the path test.
Includes an abort reason if the system
stops the path test.

Indicates the status of the PM loop
around

Indicates the number of suspect cards
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ENCP102 (end)

(Sheet 3 of 3)

Field Value Description

Suspect Cards Alphanumeric Lists the suspect cards that indicate
the Site, FIr, Rpos, Bay_id, Shf,
Description, Slot and EqPec

card list Oto7 Identifies the suspect cards that
cause the test failure. The standard
list format presents this list.

Action

Replace the cards in the defective card list. Run the ENET path test again to
check for a correct replacement.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENCP103

Explanation

Format

The Enhanced Network Call Processing (ENCP) subsystem log report
ENCP103. The subsystem generates ENCP103 every hour when an integrity
fault audit runs. The report contains a summary the number of integrity faults
that the audit reports for:

e the DMS switch
* each enhanced network (ENET) plane
e each ENET network

The report also gives a list of all cards set to in service trouble (ISTB) because
of excess integrity faults.

The log report formats for ENCP103 are as follows:
Format 1
1.ENCP103 mmmdd hh:mm:ss ssdd ENET Integrity Audit

ENET Integrity Hourly Audit
Number of Integrity Faults from time to time: nnnnn

Plane 0: nnnnn Plane 1: nnnnn
Shelf 00: nnnn Shelf 00: nnnn
Shelf 01: nnnn Shelf 01: nnnn
Shelf 02: nnnn Shelf 02: nnnn
Shelf 03: nnnn Shelf 03: nnnn
ISTB Slots

Shelf: sh Slot: slot Shelf: sh Slot: slot
Shelf: sh Slot: slot Shelf: sh Slot: slot
Shelf: sh Slot: slot Shelf: sh Slot: slot
Shelf: sh Slot: slot Shelf: sh Slot: slot
Number of Integrity Lost Reports: nnnn
Slot threshold: 1 fault in ccc calls
Default: 1 fault in ccc calls

Link threshold: 1 fault in ccc calls
Default: 1 fault in ccc calls

Format 2
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ENCP103 (continued)

Example

1.ENCP103 MAY03 12:00:00 6000 ENET Integrity Audit

ENET Integrity Hourly Audit
Number of Integrity Faults from 11:00 TO 12:00 : 154

Plane 0: 102 Plane 1: 52
Shelf 00: 30 Shelf 00: 0
Shelf 01: 22 Shelf 01: 0
Shelf 02: 10 Shelf 02: 4
Shelf 03: 40 Shelf 03: 48
ISTB Slots

Shelf: 00 Slot: 16 Shelf: 03 Slot: 12
Shelf: 03 Slot: 15 Shelf: 03 Slot: 13
Shelf: 03 Slot: 12

Number of Integrity Lost Reports: 21
Slot threshold: 1 fault in 150 calls
Default: 1 fault in 100 calls
Link threshold: 1 fault in 200 calls
Default: 1 fault in 100 calls

The following are examples of log report ENCP103.
Example 1

1.ENCP103 mmmdd hh:mm:ss ssdd ENET Integrity Audit

ENET Integrity Daily Audit
Number of Integrity Faults for mm/dd: nnnnn

Plane 0: nnnnn Plane 1: nnnnn
Shelf 00: nnnn Shelf 00: nnnn
Shelf 01: nnnn Shelf 01: nnnn
Shelf 02: nnnn Shelf 02: nnnn
Shelf 03: nnnn Shelf 03: nnnn

ISTB Slots

Shelf: sh Slot: slot Shelf: sh Slot: slot
Shelf: sh Slot: slot Shelf: sh Slot: slot
Shelf: sh Slot: slot Shelf: sh Slot: slot
Shelf: sh Slot: slot Shelf: sh Slot: slot
Number of Integrity Lost Reports: nnnn
Slot threshold: 1 fault in ccc calls
Default: 1 fault in ccc calls

Link threshold: 1 fault in ccc calls
Default: 1 fault in ccc calls

Example 2
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ENCP103 (continued)

1.ENCP103 MAY03 12:00:00

6000

ENET Integrity Daily Audit

ENET Integrity Audit

Number of Integrity Faults for 05/16: 154
Plane 0: 102 Plane 1: 52
Shelf 00: 30 Shelf 00: 0
Shelf 01: 22 Shelf 01: 0
Shelf 02: 10 Shelf 02: 4
Shelf 03: 40 Shelf 03: 48
ISTB Slots

Shelf: 00 Slot: 16 Shelf: 03 Slot: 12
Shelf: 03 Slot: 15 Shelf: 03 Slot: 13
Shelf: 03 Slot: 12

Number of Integrity Lost Reports: 21
Slot threshold: 1 fault in 150 calls
Default: 1 fault in 100 calls
Link threshold: 1 fault in 200 calls
Default: 1 fault in 100 calls

Field descriptions

The following table describes each of the elds in the log report:

(Sheet 1 of 2)

Field Value Description

ENET Integrity Constant Indicates the system ran an integrity

Audit audit

typtxt HourlyDaily Identifies the type of report

Plane Integers Identifies ENET plane and number of
faults for each plane

Number of Integers Indicates the number of faults on the

Integrity Faults DMS switch, ENET planes, and ENET
shelves

from time Integers Indicates start of time span for hourly
audits

To time Integers Indicates end of time span for hourly
audits

for Integers Indicates the day of a daily audit

Shelf Integers Identifies the ENET shelf
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ENCP103 (end)

(Sheet 2 of 2)

Field

Value

Description

ISTB Slots

Slot

Number of
Integrity Lost
Reports

Cccc

Character string

Integers

Integers

Integers

Provides a list of cards set to in
service trouble (ISTB) because of
excess integrity faults

Identifies ENET slot
Indicates the number of integrity lost

reports

Indicates the number of calls that will
cause the XPT or link to go ISTB

Action

Remove the ISTB cards from service (OOS) and run diagnostics.

Associated OM registers
There are no associated OM registers.

Additional information

There is no additional information.
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ENCP104

Explanation

The Enhanced Network Call Processing (ENCP) subsystem log report
ENCP104. The subsystem generates ENCP104 when a request is made to
clear the Integrity counters. The log prints the value of the counters for the
DMS switch, each ENET plane and each ENET pair.

Format
The log report format for ENCP104 is as follows:

ENCP104 mmmdd hh:mm:ss ssdd ENET INTEGRITY COUNTS
CLEARED
Number of Integrity Faults Since Last Cleared: nnnn
PL O: nnnnn PL 1: nnnnn
ENET O: nnnn ENET 0: nnnn
ENET 1: nnnn ENET 1: nnnn
ENET 2: nnnn ENET 2: nnnn
ENET 3: nnnn ENET 3: nnnn

Example
The following is an example of log report ENCP104.

ENCP104 MAYO03 08:00:00 6000 ENET INTEGRITY COUNTS

CLEARED

Number of Integrity Faults Since Last Cleared: 303
PL O: 51 PL 1: 252

ENET O: 0 ENET O: 109

ENET 1: 12 ENET 1: 56

ENET 2: 19 ENET 2 45

ENET 3: 20 ENET 3 42

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

INTEGRITY COUNTS Constant Indicates that the log generates this report
CLEARED when the Integrity counters clear.

Number of Integrity nnnnn Indicates number of faults on the DMS switch
Faults Since Last since the counters last cleared.

Cleared
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ENCP104 (end)

(Sheet 2 of 2)
Field Value Description
PL 0-1 Identifies ENET plane and number of faults for
each plane.
ENET 0-3 Identifies ENET pair and number of faults per
pair.
Action

Log ENCP104 is an information log. There is no required action.

Associated OM registers

There are no associated OM registers.
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ENCP105
Explanation
The Enhanced Network Call Processing (ENCP) subsystem generates report
ENCP105 when values are changed for the following:
* Integrity thresholds
* PM thresholds
* ENET Integrity logs
Format
The log report format for ENCP10S is as follows:
.ENCP105 mmmdd hh:mm:ss ssdd ENET INTEGRITY INFO
rsntxt
Example

An example of log report ENCP105 follows:

ENCP105 MAY03 08:00:00 6000 ENET INTEGRITY INFO
ENET Integrity Audits DISABLED

Field descriptions
The following table describes each eld in the log report:

Field Value Description

INTEGRITY INFO Constant Indicates a change in the threshold values,
and that the logs or the audits are either turned
on or off.

rsnixt Identifies the condition that changed, with the

old and new values.

Action
There is no action required. This report is for information only.

Associated OM registers
There are no associated OM registers.
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ENCP131

Explanation

The Enhanced Network Call Processing (ENCP) subsystem generates report
ENCP131 when a new ENET connection overwrites an existing connection.
Report ENCP131 can indicate that connections are not freed correctly after

use.

Format

The log report format for ENCP131 is as follows:

ENCP131 mmmdd hh:mm:ss ssdd EXC Connection Overwritten

Example

Is from Shelf: sh Slot: sl Link: Ink Channel: chnl
PM:pm_name, Terminal: trmnl_id

To Shelf: sh Slot: sl Link: Ink Channel: chnl
PM:pm_name, Terminal: trmnl_id

Was from Shelf: sh Slot: sl Link: Ink Channel: chnl
PM:pm_name, Terminal: trmnl_id

An example of log report ENCP131 follows:

ENCP131 mmmdd hh:mm:ss ssdd EXC Connection Overwritten

Is from Shelf:sh Slot:sl Link:1nk Channel:chnl
PM:pm name, Terminal:trmnl id

To Shelf:sh Slot:sl Link:1nk Channel:chnl

PM:pm name, Terminal:trmnl id

Was from Shelf:sh Slot:sl Link:1nk Channel:chnl
PM:pm name, Terminal:trmnl id

Field descriptions

The following table describes each eld in the log report:
(Sheet 1 of 2)
Field Value Description
EXC Connection Constant Indicates that the ENET connection
Overwritten has been overwritten
Ink 2 digits0-15 Identifies the link number on the given
card
chnl 3 digits0-511 Identifies the ENET crosspoint
channel used for path ends
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ENCP131 (end)

(Sheet 2 of 2)
Field Value Description
trmnl_id up to 12 characters  Identifies the character string that
for terminal name, defines the terminal for the given
up to 4 digits define  ENET endpoint
the number of the
terminal
pm_name up to 4 characters Identifies the character string that
for peripheral defines the peripheral connected to
name, up to 2 digits  the given ENET endpoint
define the number
of the peripheral

Action
There is no action required. This report is for information only.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENCP132

Explanation
The Enhanced Network Call Processing (ENCP) subsystem generates report
ENCP132 when a new ENET connection tries to overwrite an existing
connection. Report ENCP132 can indicate that connections are not freed
correctly after use.

Format
The log report format for ENCP132 is as follows:
ENCP132 date time seqnbr EXC Attempt To Overwrite Connection
Is from  Shelf: sh Slot: slot Link: Lnk Channel: chnl
PM: pm_name, Terminal: trmnl_id
To Shelf: sh Slot: slot Link: Ink Channel: chnl
PM: pm_name, Terminal: trmnl_id
Tried from Shelf: sh Slot: slot Link: Ink Channel: chnl
PM: pm_name, Terminal: trmnl_id
Example

An example of log report ENCP132 follows:

ENCP132 FEB15 00:00:00 6000 EXC Attempt To Overwrite Connect

Is from Shelf: 02 Slot: 16 Link: 00 Channel: 039
PM: DTC 11, Terminal: HALIFAXXX 201
To Shelf: 02 Slot: 15 Link: 01 Channel: 038

PM: LCM 9, Terminal: OTTAWAXXX
Tried from Shelf: 02 Slot: 15 Link: 00 Channel: 037
PM: DTC 11: Terminal: HALIFAXXX 202

Field descriptions
There are no eld descriptions.

Action
There is no action required. This report is for information only.

Associated OM registers
There are no associated OM registers.
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ENCP133

Explanation

The Enhanced Network Call Processing (ENCP) subsystem generates report
ENCP133 when an ENET connection log audit runs. Report ENCP133 shows
the number of logs that are unprinted for each connection log with a non-zero
unprinted log count. When the subsystem generates ENCP133, all the
counters are cleared.

Format
The log report format for ENCP133 is as follows:

ENCP133 date time seqnbr EXC ENET Connection Log Audit
Number of unprinted connection logs from hh:mm to hh:mm : tu
ENCPXXX Full_log_name : uuuuu unprinted : status

Example
An example of log report ENCP133 follows:

ENCP133 FEB15 00:00:00 6000 EXC ENET Connection Log Audit
Number of unprinted connection logs from 15:30 to 16:30:tu
ENCP131 Connection Overwritten : 4 unprinted : disabled

ENCP 136 No In-Service Plane Between Pathends : 64
unprinted: enabled

Field descriptions
There are no eld descriptions.

Action
There is no action required. This report is for information only.

Associated OM registers
There are no associated OM registers.
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ENCP134

Explanation

Format

Example

The Enhanced Network Call Processing (ENCP) subsystem generates log
report ENCP134 when an attempt is made to reserve a previously created
ENET path that is not physically connected.

The format for log report ENCP134 is as follows.

ENCP134mmdd hhé&gml.mm&gml.ss ssdd Attempt to Reserve
Unconnected Path

IS FROM ENET: pr, CARD: crd, LINK: lnk, CHNL: chnl
TRMNL: trmnlnm , PM: pmid

TO ENET: pr, CARD: crd, LINK: 1lnk, CHNL: chnl
TRMNL: trmnlnm

WAS FROM ENET: pr, CARD: crd, LINK: 1lnk, CHNL: chnl
TRMNL: trmnlnm

An example of log report ENCP134 is as ollows.

ENCP134 FEB15 00:00:00 6000 Attempt to Reserve Unconnected Path

IS FROM ENET: 2, CARD: 16, LINK: 0, CHNL: 39
TRMNL: HALIFAXXX 201 , PM: DTC 11

TO ENET: 2, CARD: 17, LINK: 1, CHNL: 38
TRMNL: OTTAWAXXX 101 , PM: LCM 9

WAS FROM ENET: 2, CARD: 17, LINK: 0, CHNL: 37
TRMNL: HALIFAXXX 202 , PM: DTC 11

Field descriptions

Action

There are no eld descriptions.

Enable ENCP134 only during a JNET to ENET conversion. Turn ENCP134
off once the conversion is complete.

Associated OM registers

There are no associated OM registers.

Revision history

In accordance with CSR UD10002, the ENCP134 log is added to this
document.
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ENCP135
Explanation
The Enhanced Network Call Processing (ENCP) subsystem generates the
ENCP135 report when an attempt is made to reverse an ENET path and the
path cannot be reversed.
Format
The format for log report ENCP135 is as follows.
ENCP135mmdd hhé&gml.mm&gml.ss ssdd Illegal Attempt to Reverse A
Path
IS FROM ENET: pr, CARD: crd, LINK: lnk, CHNL: chnl
TRMNL: trmnlnm , PM: pmid
TO ENET: pr, CARD: crd, LINK: lnk, CHNL: chnl
TRMNL: trmnlnm
WAS FROM ENET: pr, CARD: crd, LINK: lnk, CHNL: chnl
TRMNL: trmnlnm
Example

An example of log report ENCP135 is as follows.

ENCP135 FEB15 00:00:00 6000 Illegal Attempt to Reverse A Path

IS FROM ENET: 2, CARD: 16, LINK: 0, CHNL: 39
TRMNL: HALIFAXXX 201 , PM: DTC 11

TO ENET: 2, CARD: 17, LINK: 1, CHNL: 38
TRMNL: OTTAWAXXX 101 , PM: LCM 9

WAS FROM ENET: 2, CARD: 17, LINK: 0, CHNL: 37
TRMNL: HALIFAXXX 202 , PM: DTC 11

Field descriptions

Action

There are no eld descriptions.

Enable ENCP135 only during a JNET to ENET conversion. Turn ENCP135
off once the conversion is complete.

Associated OM registers

There are no associated OM registers.

Revision history

In accordance with CSR UD10002, the ENCP135 log is added to this
document.
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ENCP136
Explanation
The Enhanced Network Call Processing (ENCP) subsystem generates the
ENCP136 report when an attempt is made to create an ENET connection and
the hardware needed for that connection is out of service in both planes.
Out of service hardware components are in one of the following states:
* manual busy (ManB)
* system busy (SysB)
* central-side busy (CBsy)
e ofine (Of )
Format
The format for log report ENCP136 is as follows.
ENCP136 date time segnbr EXC No In-Service Plane Between
Pathends
From Shelf:sh Slot: slot, Link: 1lnk, Channel: chnl
PM: pm_ name Terminal: trmnl id
To Shelf:sh Slot: slot, Link: 1lnk, Channel: chnl
PM: pm name Terminal: trmnl id
Example

An example of log report ENCP136 follows.

ENCP136 APR26 15:39:32 0500 EXC No In-Service Plane Between

Pathends

From Shelf:00 Slot:10 Link:00 Channel:277
PM:LTC O Terminal :No terminal

To Shelf:00 Slot:32 Link:02 Channel:017
PM:MTM 1 Terminal : DMODEM 3

Field descriptions
There are no eld descriptions.

Action

Follow standard procedures for ENET alarm clearing. Analyze logs to
determine the source of the blockage and take appropriate action.

Associated OM registers
Associated register is ENCALDND in OM group ENETSYS.
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Revision history
In accordance with CSR Q00426875, the following sections are modi ed:

e explanation

* format

* example

* action

* associated OM registers

In accordance with CSR UD10002, the ENCP136 log is added to this
document.

297-8021-840CP Standard 15.02 July 2002
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ENCP143

Explanation
The Enhanced Network Call Processing (ENCP) subsystem generates report
ENCP143. The subsystem generates ENCP143 when the system nds a
discrepancy between the NUC map and the connection map. A discrepancy
between the NUC map and the connection map indicates a problem with NUC
software. The problem can exist with the connection control or user software.

Format
The log report format for ENCP143 is as follows:

ENCP143 date time seqnbr EXC NUC Table Discrepancy
From Shelf: sh Slot: slot Link: Ink Channel: chnl
PM: pm_name, Terminal: trmnl_id

To Shelf: sh Slot: slot Link: Ink Channel: chnl
PM: pm_name, Terminal: trmnl_id

Example
An example of log report ENCP143 follows:

ENCP143 FEB15 00:00:00 6000 EXC NUC Table Discrepancy

From Shelf: 02 Slot: 15 Link: 00 Channel: 037
PM: DTC 11, Terminal: HALIFAXXX 201
To Shelf: 02 Slot: 15 Link: 01 Channel: 038

PM: LCM 9, Terminal: OTTAWAXXX 101

Field descriptions
There are no eld descriptions.

Action
There is no action required. This report is for information only.

Associated OM registers
There are no associated OM registers.
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ENCP150

Explanation

The Enhanced Network Call Processing (ENCP) subsystem generates report
ENCP150 when a connection is freed. The given from end and the from end
that connection has stored are not equal. This log can be turned on or off when
a connection is freed.

Format
The log report for ENCP150 is as follows:

ENCP150 date time sdqnbr EXC Free Path With Wrong From End
Is from  Shelf: sh Slot: slot Link: Ink Channel: chnl

PM: pm_name, Terminal: trmnl_id

To Shelf: sh Slot: slot Link: Ink Channel: chnl
PM: pm_name, Terminal: trmnl_id

Error from Shelf: sh Slot: slot Link: Ink Channel: chnl
PM: pm_name, Terminal: trmnl_id

Example
An example of log report ENCP150 follows:

ENCP150 FEB15 00:00:00 6000 EXC Free Path With Wrong From End

Is from Shelf: 02 Slot: 15 Link: 00 Channel: 037
PM: DTC 11, Terminal: HALIFAXXX 201
To Shelf: 02 Slot: 15 Link: 01 Channel: 038

PM: LCM 9, Terminal: OTTAWAXXX 101
Error from Shelf: 02 Slot: 16 Link: 00Channel: 039
PM: DTC 11: Terminal: HALIFAXXX 202

Field descriptions
There are no eld descriptions..

Action
There is no action required This report is for information only.

Associated OM registers
There are no associated OM registers.
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ENDB101

Explanation
The Enhanced Network (ENET) SONET Digital Multiplex Switch (SDMS)
Database Audit subsystem (ENDB) generates report ENDB101 The
mismatch occurs between the master copy and the node and the copy that is
being audited. The ENDB101 report indicates details like the node name and
the data being audited.

Format
The log report format for ENDB101 is as follows:
1.ENDB101 mmmdd hh:mm:ss ssdd FAIL ENDB UPDT LOG
DATA: data_table
Example

An example of log report ENDB101 follows:

1.ENDB101 FEBO5 21:13:08 0320 FAIL ENDB UPDT LOG
DATA: ISN _NODE DATA TABLE

Field descriptions
The following table describes each eld in the log report:

Field Value Description
FAIL ENDB Constant Indicates a failure to update the
UPDT LOG central copy of the ENET SDMS

database, in the master DMS core or
the OAM node.

DATA Symbolic text Indicates the name of the data table
that did not get updated.

Action

If the system generates too many logs for the same node, perform a return to
service (RTS) on the affected node. There is no other action required. The
database audit will correct the error.

Associated OM registers
There are no associated OM registers.
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ENDB101 (end)

Additional information
There is no additional information.
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ENET102

Explanation

The Enhanced Network (ENET) subsystem generates report ENET102 when
an ENET node goes from:

* central-side busy (CBSY) to a manual busy (ManB) state

* system busy (SysB) to a ManB state
e ofine (OFFL) to a ManB state

Format

The log report format for ENET102 is as follows:

Format 1

ENET102 mmmdd hh:mm:ss ssdd MANB ENET Plane: pl Shelf: sh

ENET STATE CHANGE SET FROM OK; text_reason
Translated CSLink: MSCard: mscd Port: mspt

Format 2

ENET102 mmmdd hh:mm:ss ssdd MANB ENET Plane: pl Shelf: sh

ENET STATE CHANGE SET FROM OK; text_reason
Translated CSLink: MSCard: mscd MSLink: mslk Port: mspt

Example

An example of log report ENET102 follows:

Example 1

ENET102 SEP24
ENET STATE
Translated

Example 2

ENET102 SEP24
ENET STATE
Translated

00:00:00 6000 MANB ENET Plane: 0 Shelf:

CHANGE SET FROM CBSY; By manual action
CSLink: MSCard: 15 Port: 2

00:00:00 6000 MANB ENET Plane: 1 Shelf:

CHANGE SET FROM OK; By manual action
CSLink: MSCard: 15 MSLink: 0 Port: 2

03

03
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ENET102 (end)

Field descriptions
The following table describes each of the elds in the log report:

Field Value Description

ManB ENET Constant Specifies the current state of the ENET
node as ManB.

Plane: pl 0-1 Identifies the ENET plane.

Shelf: sh 0-3 Identifies the ENET shelf.

ENET STATE CHANGE SET Constant Indicates the ENET node change from a

FROM OK CBSY, SysB, or OFFL to a ManB state.

mscd 6-32 Identifies the message switch (MS) card.

mspt 0-128 Identifies the message switch (MS) port

mslk 0-3 Indicates the link number.

text_reason manual action Indicates the ENET node was removed from

service by manual action.

state CBSY, SysB, Indicates the previous state of the ENET
OFFL node

Action

* There is no action required. The operational measurement (OM) registers
incremented are as follows:

» ENMBU. ManB use.
» ENMPARP. Pegged if a partitioning potential is present.
*  ENMISOP. Pegged if at least one PM is isolated because of ManB state.
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ENET103

Explanation
The Enhanced Network (ENET) subsystem generates report ENET103 when
an ENET node changes state from:
* anin service to a system busy (SysB) state.

* anin service state to a manual busy (ManB) state.

Format
The log report format 1 for ENET103 is as follows:

1.LENET103 mmmdd hh:mm:ss ssdd SYSB ENET Plane: pl Shelf: sh
ENET state change Set from OK; reason_text
Translated CSLink: MSCard: nn Link: nn Port: nn

The log report format 2 for ENET103 is as follows:

1.**ENET103 mmmdd hh:mm:ss ssdd MANB ENET Plane: pl Shelf:sh
ENET state change Set from OK; reason_text
Translated CSLink: MSCard: nn Link: nn Port: nn

Example
An example of log report format 1 ENET103 follows:

1.**ENET103 SEP24 00:00:00 6000 SYSB ENET Plane: 1 Shelf: 03
ENET state change. Set from OK; ENET H/W mismatches field
ENCLASS in table ENINV
Translated CSLink: MSCard: 15 MSLink: 01 Port: 02

An example of log report format 2 ENET103 follows:

1.**ENET103 SEP24 11:23:54 2112 MANB ENET Plane: 1 Shelf: 03
ENET state change. Set from OK; Local test not started
Translated CSLink: MS Card: 15 Link: 01 Port: 02
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ENET103 (continued)

Field descriptions
The following table describes each eld in the log report:

Field Value Description

ManB ENET Constant Indicates the node changed state
from OK to ManB

SysB ENET Constant Indicates the node state change from
OK to SysB

Plane Oor1 Identifies the ENET plane number

Shelf 0to3 Identifies the ENET shelf number

ENET state Constant Indicates the previous state of the

change. Set from node to be OK

OK

reason_text Text Indicates the reason for the

generation of the report. Refer to the
Additional information section at the
end of this report for a list of reasons.

MSCard 6-23 Identifies the associated message
switch (MS) card

MS Link 0-3 Identifies the associated MS link
number

Port 0-128 Identifies the associated MS port
number

Action
Follow standard of ce procedures for maintenance of a SysB ENET .

Determine if the subsystem generated ENET111 because the ENET hardware
does not match the entry in eld ENCLASS in table ENINV . If the ENET
hardware does not match the entry eld ENCLASS in table ENINYV, correct the
problem.

To correct the problem, determine the type of ENET provisioned (16k, 64k or
128k). Enter the ENET class in eld ENCLASS. Delete the pro visionable
data in table ENCDINV and the subtending node information. Delete all
tuples in table ENINV. Use the correct value in eld ENCLASS to enter the
tuples again in table ENINV. Enter the provisionable data in table ENCDINV
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ENET103 (continued)

again. For additional information, refer to the descriptions of tables ENINV
and ENCDINV.

The recommended actions are as follows:

Initial of ce - If Nortel entered the load, request that Nortel supply a new
load that contains the correct data. If Nortel did not enter the load, follow
the above instructions.

Retro t - To correct eld ENCLASS, go back in the retro t process. Back
up the retro t process to eld ENCLASS in table ENINV . For more
information on retro t, refer to feature description AL1618 in Feature
Description Manual Reference Manual

ONP - The subsystem does not always generate ENET111 during the
one-night process (ONP). The subsystem will generate ENET111 during
the ONP if a user:

— logs into the inactive side of the switch
— does not enter elds ENCLASS in table ENINV correctly

When a user causes the subsystem to generate ENET111, the subsystem
generates ENET111 during the activity switch section of the ONP. To
correct the problem, abort the activity switch and repeat the ONP. For
more information, refer to One Night Process and Hybrid Software
Delivery Procedures297-1001-303.

Associated OM registers
The following operational measurement (OM) registers increase:

ENSBU SysB use
ENSPARP partitioning potential is present

ENSISOP a minimum of one peripheral module (PM) is isolated because
the of the SysB component.

Additional information
The ENET subsystem generates ENET103 for the following reasons:

ENET H/W mismatches eld ENCLASS in table ENINV
ENET NODE REX Test

Cannot communicate with local

Computing Module (CM) reload restart

CM cold restart

CM warm Swact
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ENET103 (continued)

CM warm restart

State mismatch

Local test not started

Local test not nished

Local cold restart occurred

Local cold restart nished

Local reload restart occurred

Local reload restart nished

Local Initial Program Load (IPL) occurred
Local IPL nished

To trap above threshold

Access to memory that does not exist above threshold

Single bit program Store (PS) protected Store (PROT) errors above
threshold

Single bit PS TEMP errors above threshold

Single bit data store (DS) PROT errors above threshold

Single bit DS permanent store (PERM) errors above threshold
Single bit DS random access memory (RAM) errors above threshold
Single bit DS SAVE errors above threshold

Single bit DS TEMP errors above threshold

Double bit PS PROT errors above threshold

Double bit PS TEMP errors above threshold

Double bit DS PROT errors above threshold

Double bit DS PERM errors above threshold

Double bit DS RAM errors above threshold

Double bit DS SAVE errors above threshold

Double bit DS TEMP errors above threshold

Mem PROT access errors above threshold

Mem parity errors above threshold

9X13 Memory Access Unit (MAU) device faults above threshold

9X13 memory control device faults above threshold
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ENET103 (end)

¢ 9X13 Maintenance (MTC) device faults above threshold
*  9X36 BAC device faults above threshold

*  9X36 CMCX device faults above threshold
* 9X36 CPU device faults above threshold

e 9X36 LH device faults above threshold

*  9X26 device faults above threshold

* 9X13 FIR test failed

* 9X13 interrupt handler test failed

* 9X13 interrupt mask test failed

*  9X13 MAU test failed

* CSIDE BUSY dropped

* (CSLink verify failed to reach local

* CSLink verify again, failed to reach local

* Data manager lost data sync with local

* SysB caused by system RTS

* SysB caused by INS TST failed
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ENET104
Explanation
The Enhanced Network (ENET) subsystem generates report ENET104 when
an ENET node changes state from central-side busy (CBSY) to system busy
(SysB).
Format
The log report formats for ENET104 are as follows:
Format 1
**ENET104 mmmdd hh:mm:ss ssdd SYSB ENET Plane: pl Shelf:sh
ENET state change. Set from CBSY; rsntxt
Translated CSLink: MS Card: mscd Port: mspt
Format 2
**ENET104 mmmdd hh:mm:ss ssdd SYSB ENET Plane: pl Shelf:sh
ENET STATE CHANGE SET FROM CBSY; text_reason
Translated CSLink: MSCard: mscd MSLink: mslk Port: mspt
Example

Examples of log report ENET104 follow:
Format 1

1.**ENET104 SEP24 13:23:54 2112 SYSB ENET Plane: 1 Shelf: 03
ENET state change. Set from CBSY; CSIDE BUSY dropped
Translated CSLink: MS Card: 15 Port: 002

Format 2

1.**ENET104 SEP24 00:00:00 6000 SYSB ENET Plane: 1 Shelf:
03
ENET STATE CHANGE SET FROM CBSY; CSIDE BUSY dropped
Translated CSLink: MSCard: 15 MSLink: 0 Port: 2
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ENET104 (continued)

Field descriptions
The following table describes each eld in the log report:

Field Value Description

SysB ENET Constant Indicates the ENET node changed
state to SysB

Plane Integer Identifies the ENET plane number

Shelf Integer Identifies the ENET shelf

ENET state Constant Indicates the ENET node changed

change state

Set from CBSY Constant Indicates the previous state of the

rsntxt

mscd

mspt

mslk

Character string

6-23

0-128

0-3

node to be CBSY

Indicates the reason for the
generation of this log. Refer to
Additional information at the end of
this report for a list of reasons.

Identifies the message switch (MS)
card

Identifies the MS port

Identifies the MS link

Action

Follow the standard procedures for maintenance of a SysB ENET.

Associated OM registers

The OM register ENSBU (SysB use) increases.

Additional information
The ENET subsytem generates ENET104 for the following reasons:

Cannot communicate with local

Computing module (CM) reload restart

CM cold restart

CM warm SWACT

CM warm restart
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ENET104 (continued)

* State mismatch

* Local test not started

* Local test not nished

* Local cold restart occurred

* Local cold restart nished

* Local reload restart occurred

* Local reload restart nished

* Local initial program load (IPL) occurred
* Local IPL nished

* Trap above threshold

* Access to memory that does not exist above threshold

* Single bit program store (PS) protected store (PROT) errors above
threshold

* Single bit PS temporary store (TEMP) errors above threshold
* Single bit data store (DS) PROT errors above threshold

* Single bit DS permanent (PERM) errors above threshold

* Single bit DS random access memory (RAM) errors above threshold
* Single bit DS SAVE errors above threshold

* Single bit DS TEMP errors above threshold

e Double bit PS PROT errors above threshold

*  Double bit PS TEMP errors above threshold

* Double bit DS PROT errors above threshold

* Double bit DS PERM errors above threshold

* Double bit DS RAM errors above threshold

* Double bit DS SAVE errors above threshold

e Double bit DS TEMP errors above threshold

*  Mem PROT access errors above threshold

* Mem parity errors above threshold

*  9X13 MAU device faults above threshold

*  9X13 memory control device faults above threshold

¢ 9X13 mtc device faults above threshold
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ENET104 (end)

*  9X36 BAC device faults above threshold

*  9X36 CMCX device faults above threshold
*  9X36 central processing unit (CPU) device faults above threshold
* 9X36 LH device faults above threshold

e 9X26 device faults above threshold

*  OXI13 FIR test failed

* 9X13 interrupt handler test failed

*  9X13 interrupt mask test failed

*  9X13 MAU test failed

e (C-side BUSY dropped

e (CSLink verify failed to reach local

* (CSLink verify again, failed to reach local

* Data manager lost data sync with local

* SysB caused by system RTS

* SysB caused by INS TST failed

* Failed restart RTS with boot

* ENET NODE REX Test

* Failed ENET NODE REX test

*  9X36 spurious receive interrupts above threshold
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ENET105

Explanation

The Enhanced Network (ENET) subsystem generates report ENET105 when
the ENET node changes from:

* an OK state to a central-side busy (CBSY) state
e amanual busy (ManB) state to a CBSY state
* asystem busy (SysB) state to a CBSY state

Format
The log report formats for ENET105 are as follows:

Format 1

**ENET105 mmmdd hh:mm:ss ssdd CBSY ENET Plane: pl Shelf: sh
ENET state change. Set from statxt; rsntxt
Translated CSLink: MS Card: mscd Port: mspt

Format 2

***ENET105 mmmdd hh:mm:ss ssdd CBSY ENET Plane: pl Shelf: sh
ENET STATE CHANGE SET FROM; text_reason
Translated CSLink: MSCard: mscd MSLink: mslk Port: mspt

Example
Examples of log report ENET105 follow:

Format 1

1.**ENET105 SEP24 00:00:00 6000 CBSY ENET Plane: 1 Shelf: 03
ENET STATE CHANGE. SET FROM OK; C-side busy by system RTS
Translated CSLink: MS Card: 15 Port: 002

Format 2

1.**ENET105 SEP24 00:00:00 6000 CBSY ENET Plane: 1 Shelf:
03
ENET STATE CHANGE SET FROM OK; C-gside busy by system RTS
Translated CSLink: MSCard: 15 MSLink: 0 Port: 2
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ENET105 (end)

Field descriptions
The following table describes each eld in the log report:

Field Value Description

CBSY ENET Constant Indicates the state of the ENET node
changed to CBSY

Plane Integers Identifies the ENET plane

Shelf Integers Identifies the ENET shelf

ENET state Constant Indicates a change in the ENET state

change.

Set from OK,ManB, SysB Indicates the previous state of the
ENET node

text_reason Text Indicates the reason for the

generation of this log. Refer to
Additional information at the end of
this log report.

Translated CSlink  Constant Indicates the changed CSlink

MSCard 6-23 Identifies the message switch (MS)
card

MSLink 0-3 Identifies the MS link

Port 0-128 Identifies the MS port

Action
If the ENET recovery fails, follow the ENET return to service procedures.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET106

Explanation

Format

Example

The Enhanced Network (ENET) subsystem generates report ENET106 when
an ENET node changes from:

* amanual busy (ManB) state to an of ine (OFFL) state
e an unequipped (UNEQ) state to an OFFL state

The log report formats for ENET106 are as follows:

Format 1

ENET106 mmmdd hh:mm:ss ssdd OFFL
ENET STATE CHANGE SET FROM statxt ENET: pl—pr;
MSCARD: mscd MSPORT: mspt; rsntxt

Format 2

ENET106 mmmdd hh:mm:ss ssdd OFFL ENET Plane: pl Shelf: sh
ENET STATE CHANGE SET FROM; text_reason
Translated CSLink: MSCard: mscd MSLink: mslk Port: mspt

Examples of log report ENET106 follow:

Example 1

ENET106 SEP24 03:22:13 2112 OFFL ENET
STATE CHANGE SET FROM MANB ENET: 1-4;
MSCARD: 5,MSPORT: 2; By manual action

Example 2

ENET106 SEP24 00:00:00 6000 OFFL ENET Plane: 1 Shelf: 03
ENET STATE CHANGE SET FROM MANB; By manual action
Translated CSLink: MSCard: 15 MSLink: 0 Port: 2
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ENET106 (end)

Field descriptions
The following table describes each eld in the log report:

Field Value Description

OFFL ENET STATE CHANGE  Constant Indicates the ENET node changed state to

SET FROM offline.

statxt ManB, UNEQ Indicates the previous state of the ENET
node.

pl 0-1 Identifies the ENET plane.

pr 0-63 Identifies the ENET pair.

mscd 6-23 Identifies the message switch (MS) card.

mspt 0-128 Identifies the MS port.

mslk 0-3 Indicates the MS link number.

rsntxt By manual action Indicates manual action removed the ENET
node from service.

Action
There is no action required.
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ENET107
Explanation
The Enhanced Network (ENET) subsystem generates report EBET107 when
an ENET node goes from an of ine (OFFL) state to an unequipped (UNEQ)
state.
Format
The log report formats for ENET107 are as follows:
Format 1
ENET107 mmmdd hh:mm:ss ssdd UNEQ
ENET STATE CHANGE SET FROM OFFL ENET: pl—pr;
MSCARD: mscd MSPORT: mspt; rsntxt
Format 2
ENET107 mmmdd hh:mm:ss ssdd UNEQ ENET Plane: pl Shelf: sh
ENET STATE CHANGE SET FROM,; text_reason
Translated CSLink: MSCard: mscd MSLink: mslk Port: mspt
Example

Examples of log report ENET107 follow:

Example 1

ENET107 SEP24 08:22:43 2112 UNEQ
ENET STATE CHANGE SET FROM OFFL ENET: 1-4;
MSCARD: 5,MSPORT: 2; Deleted from table ENINV by manual
action

Example 2

ENET107 SEP24 00:00:00 6000 UNEQ ENET Plane: 1 Shelf: 03
ENET STATE CHANGE SET FROM OFFL;Deleted from table ENINV
by manual action
Translated CSLink: MSCard: 15 MSLink: 0 Port: 2
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ENET107 (end)

Field descriptions

The following table describes each eld in the log report:

Field Value Description
UNEQ ENET STATE CHANGE Constant Indicates the previous state of the
SET FROM OFFL ENET node was offline.
pl 0-1 Identifies the ENET plane.
pr 0-63 Identifies the ENET pair.
mscd 0-31 Identifies the message switch (MS)
card.
mspt 0-128ENET107 SEP24  Identifies the MS port.
08:22:43 2112
UNEQENET STATE
CHANGE SET FROM
OFFL ENET: 1-4;
MSCARD: 5,MSPORT:
2; Deleted from Table
ENINV by manual action
mslk 0-3 Indicates the MS link number.
rsntxt Deleted from Table Indicates that manual action deleted
ENINV by manual action the ENET node from customer data
Table ENINV.
Action

There is no action required.
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ENET108

Explanation

Format

Example

The Enhanced Network (ENET) subsystem generates ENET108 when an
ENET node sets or clears an in-service trouble (ISTb).

The log report formats for ENET108 are as follows:

Format 1

ENET108 mmmdd hh:mm:ss ssdd INFO ENET Node ISTB Plane: n
Shelf: nn
Translated CSLink: MSCard: nn Port: nn; Action text

Format 2

ENET108 mmmdd hh:mm:ss ssdd INFO ENET Plane: n Shelf:nn
STB Reason: reason text
Translated CSLink: MSCard: nn MSLink: nn Port:nn

Examples of log report ENET108 follow:
Format 1

1.ENET108 SEP24 08:43:33 2112 INFO ENET Node ISTB Plane: 1
Shelf: 03
Translated CSLink: MSCard: 15, Port: 002; 9X13 AHR test
failure set

Format 2

1.ENET108 SEP24 00:00:00 6000 INFO ENET Plane: 1 Shelf: 03
ISTB Reason: Single bit protected data store error
Translated CSLink: MSCard: 15 MSLink: 0 Port: 2
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ENET108 (continued)

Field descriptions
The following table describes each eld in the log report:

Field Value Description

INFO ENET Node Constant Indicates the ENET node has set or

ISTB cleared ISTb

Plane 0-1 Identifies the ENET plane

Shelf Integers Identifies the ENET shelf

MSCard 6-23 Identifies the message switch (MS)
card

Port 0-128 Identifies the MS port

MSlink 0-3 Indicates the MS link number

Reason Text Indicates the reason for the
generation of the report. Refer to
Additional information at the end of
this report.

Action set,cleared Indicates if the ISTb reason was set or
cleared

Action
Follow standard of ce procedures for handling an ISTb .

Associated OM registers

Operational measurement (OM) ENERR increases when the ENET system
card error occurs.

Additional information
The ENET subsystem generates ENET108 for the following reasons:

* Access to memory that does not exist
» Single bit temporary program store

* Single bit protected data store

» Single bit permanent data store

* Single bit RAM data store

* Single bit save data store
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ENET108 (end)

* Single bit temporary data store

* Double bit protected program store

* Double bit temporary program store

* Double bit protected data store

* Double bit permanent data store

* Double bit RAM data store

* Double bit save data store

* Double bit temporary data store

* Memory protection access error

e Memory parity error

* 9X13 memory access unit device fault

*  9X13 memory controller device fault

* 9X13 maintenance timing control chip device fault
*  9X36 bus access control device fault

*  9X36 connection memory chip device fault

* 9X36 central processing unit (CPU) device fault

* 9X36 Link handler device fault

*  9X26 device fault. System card ID PROM test failure
*  9X13 mem prot acc test failure

*  9XI13 read only memory (ROM) checksum test failure
* 9X13 data cache test failure

e 9X13 address hold register (AHR) test failure

*  9X13 low memory test failure

*  9X13 memory control test failure

*  9X36 sanity test failure

*  0X36 clock test failure

*  9X36 sync test failure

*  9X26 read status test failure

*  9X26 card in status test failure

*  9X26 self test failure

* jambit test failure
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ENET111

Explanation

The Enhanced Network (ENET) subsystem generates the ENET111 log report
when ENET node tests fail. An audit or failure of a manually initiated ENET
node test generates this log report.

Format
The log report formats for ENET111 are as follows:

Format 1

ENETI111 mmmdd hh:mm:ss ssdd FAIL ENET Node Test
Plane: pl Shelf: pr; test_name By: originator
test_results

Format 2

ENET111 mmmdd hh:mm:ss ssdd FAIL ENET Node Test
Plane: pl Shelf: sh Overall result: overall_result
Type: enet_test_name By: originator
test_results

Example
Examples of log report ENET111 follow:

Format 1

1.*ENET111 SEP24 00:00:00 6000 FAIL ENET Node Test
Plane: 0 Shelf: 03; 1INSV TEST By: Manual test
Data Cache Test
FIR Test FIR Could not be reset
Fault did not generate interrupt
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ENET111 (continued)

Format 2

1.*ENET111 SEP24 00:00:
Plane: 0 Shelf: 03
Type: In-Service By:
H/W vs Datafill Test
There are no suspect

2.*ENET111 SEP24 00:00:
Plane: 0 Shelf: 03
Type: In-Service By:

Interrupt handler

H/W vs Datafi
Site Flr RPos
HOST 01 AO00

Field descriptions

11 Test
Bay id
ENCOO

00 6000 FAIL ENET Node Test
Overall result: Severe failure
Manual Test

Incorrect ENCLASS in table ENINV
cards.

00 6000 FAIL ENET Node Test
Overall result: Severe failure
Manual Test

Incorrect ENCLASS in table ENINV
Shf Description Slot EQPEC
00 ENET:0:00 07 9X13FA FRNT

The following table describes each eld in the log report:

(Sheet 1 of 3)

Field Value Description
FAIL ENET Constant Indicates the test on the ENET node
NodeTest failed
Plane Oor1 Identifies the ENET plane number
Shelf Oto3 Identifies the ENET shelf number
result Nonsevere Indicates the result of the node test
failureNon-severe
Node test
failureSevere
failureSevere Node
test failure
test_name In-Service test Indicates the in-service node test ran

OOSN Test Indicates the out-of-service safe node
test ran
OOSD Test Indicates the out-of-service

Fiber Link Test

Reload Restart

destructive node test ran
Indicates the C-side fiber test ran

Indicates the node reload restart test
ran
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ENET111 (continued)

(Sheet 2 of 3)
Field Value Description
Reset Test Indicates the node reset test ran
Loop Test Indicates the node loop test ran
Cold Restart Indicates the node cold restart test ran
Port MSG test Indicates the port message test ran
By Inservice Audit Indicates an in-service audit

test_results

C-Side Link Mtc

Manual Test

Boot Load

Destructive Boot

Load

Node REX Test

subtst and addinfo

originated the tests

Indicates central side (C-side) link
maintenance originated tests.

Indicates manual TST command
originated tests.

Indicates boot load loaded the node.

Indicates the loaded node contains
the destructive option.

Indicates the system performed a
node routine exercise test (REX).

Indicates the event that caused the
report to print.
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ENET111 (continued)

(Sheet 3 of 3)

Field Value Description

subtst Text Provides the name of the test that
failed. This field consists of one entry
for each failed test. Each entry has a
minimum of one line. The first line of
each entry contains the failed test
name and any
adTLLOGENET111.AAO4ditional
information.

For more information, refer to the
Subtest table at the end of this log
report description.

addinfo Text Provides additional information for
some test failures. This table lists
additional information that can appear
for a specified test. If no additional
information is available, the table
contains none in this field.

For more information, refer to the
Subtest table at the end of this log
report description.

Action

Replace the cards listed and test the replacement cards, if the system generates
a card list.

If the system generates the ENET111 because the H/W vs Data 11 test f ails,
correct data 1l problems from table ENINV . To correct the problem,
determine the type of ENET and enter the correct ENET class in eld
ENCLASS. The type of ENET can be 16k, 64k, or 128k. Delete the data in
table ENCDINYV and the subtending node information. Delete all tuples in
table ENINV and enter the tuples again. Use the correct value in eld
ENCLASS. Enter the provisioned data in table ENCDINV again. For
additional information, refer to the descriptions of tables ENINV and
ENCDINV.
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ENET111 (continued)

The following are the recommended actions:

* First of ce - If Northern T elecom personnel entered the load, request the
Northern Telecom personnel to supply a new load with the correct data.
Under other conditions, follow the instructions from above.

e Retrot-T o correct eld ENCLASS, entries in eld ENCLASS of table
ENINYV must support the retro t process. For more information on retro t,
refer to feature description AL1618 in Feature Description Manual
Reference Manual

*  ONP Process - Incorrect entries in table ENINV normally do not cause the
system to generate a report during the one night process (ONP). The
system only generates a report if a user logs into the inactive side of the
switch and the entry for eld ENCLASS in table ENINV is not correct.
The system generates the report during the activity switch allocation of the
ONP. To correct the problem, the system must abort the activity switch and
repeat the ONP. Refer to One Night Process and Hybrid Software Delivery
Procedures 297-1001-303 for more information.

Associated OM registers
There are no associated OM registers.

Additional information
The following table provides additional information on Subtest names.

(Sheet 1 of 3)

Subtest name Additional information

H/W vs Datafill test Incorrect ENCLASS in table ENINV

Read ID PROM test There is no additional information.

Mem Protn Access There is no additional information.

ROM Checksum There is no additional information.

MAU Test There is no additional information.

Data Cache There is no additional information.

FIR Test The system cannot reset FIR. Fault did not generate
interrupt. FIR did not latch fault. MAU did not latch
fault. MAU not reset. FIR not reset after MAU
cleared.
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ENET111 (continued)

(Sheet 2 of 3)

Subtest name

Additional information

AHR Test

Interrupt Mask Test

Interrupt Handler

Low Memory

Memory Controller
9X36 Sanity

9X36 Clk Track Test
9X36 Clk Sync Test

RTIF Status

RTIF Card In Status
RTIF Self Test
RTIF Jambit Test

Node State Mismatch

Bus timeout or protection problem. AHR not
cleared. MCHs (G62) AHR not latched. MTCs
(HO4) AHR not latched.

Peripheral interrupt mask not cleared. Peripheral
interrupt mask not set. Misc interrupt mask not
cleared. Misc interrupt mask not set. MCR interrupt
mask not cleared. MCR interrupt mask not set.
Mismatch interrupt mask not cleared. Mismatch
interrupt mask not set.

Clock interrupt defective. FIR interrupt defective.
NMI interrupt defective. Sanity interrupt defective.

DS = hhhhh, PS = hhhhh <DS Low>

<PS Low> Provides the number of kilowords of free
data store and free protected store. Indicates if data
store or protected store is low.

There is no additional information.
There is no additional information.
Link O failedLink 1 failed

There is no additional information.

A 9X26 communication faultcentral processing unit
(CPU) clock fault detectedSubsystem clock fault
detectedreset terminal interface (RTIF) not ENET
TypeRTIF match bus not negativeRTIF RAM
failureRTIF hardware failureRTIF PROM checksum
failedRTIF 24 s reset failure

There is no additional information.
There is no additional information.
There is no additional information.

There is no additional information.
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(Sheet 3 of 3)

Subtest name

Additional information

C-Side Link failure

Restart Not Started
Restart Not Finished

F/W CPU Test Failed

F/W Mem Test Failed
Status Msg Failed

Local Test Timeout

Local Communication
Read ID PROM

Mem Protectn Access
There is no CPU test reply

No MEM test reply

C-side Link # not maintenance opened Link action
abortedCannot post FLTFailed FLTCannot send
resetFailed reset - (alarm code received) OK -
(alarm code received) Cannot post port MSG
testFailed port MSG test

There is no additional information.
There is no additional information.

Maze testROM checksumUSART loopback testFIR
testMAU testData cache testBus access testAccess
protection testStatic RAM test

There is no additional information.
There is no additional information.
There is no additional information.
There is no additional information.
There is no additional information.
There is no additional information.
There is no additional information.

There is no additional information.
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ENET112

Explanation

Format

Example

The Enhanced Network (ENET) subsystem generates the ENET112 log report
when an ENET return to service (RTS) attempt fails.

Format 1 for log report ENET112 is as follows:

ENET112 mmmdd hh:mm:ss ssdd INFO
System Recovery Failure. Action: rts_type ENET: pl-pr
failure reason

Format 2 for log report ENET112 is as follows:

ENET112 mmmdd hh:mm:ss ssdd FAIL ENET System Recovery
Plane: pl Shelf: sh Action: rts_type
Actions taken: text_reason
Failure: rts_results

An example of log report ENET112 follows:

1.*ENET112 SEP24 00:00:00 6000 INFO
System Recovery Failure. Action: Manual RTS ENET: 0-3

Examples of format 2 log reports ENET112 follow:

1.*ENET112 SEP24 00:00:00 6000 FAIL ENET System Recovery
Plane: 1 Shelf: 03 Action: Manual RTS
Action taken: OOSN test
Failure: OOSN test fail. H/W vs Datafill Test
Incorrect ENCLASS in table ENINV
There are no suspect cards

2.*ENET112 SEP24 00:00:00 6000 FAIL ENET System Recovery
Plane: 0 Shelf: 03 Action: Manual RTS
Failure: OOSN test fail. Interrupt handler

H/W vs Datafill Test Incorrect ENCLASS in table ENINV
Site Flr RPos Bay id Shf Description Slot EQPEC
HOST 01 AO00 ENCOO 00 ENET:0:00 07 9X13FA FRNT
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ENET112 (continued)

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description
INFO System Recovery Indicates an ENET system or manual
Failure RTS failure
Action Manual RTS or Indicates the type of action performed
System RTS
ENET: pl-PR (0-1) to (0-3) Identifies the ENET plane and pair
affected
FAIL ENET Constant Indicates an ENET system or manual
System recovery RTS failure
Plane Oto1 Identifies the ENET plane number
Shelf Oto3 Identifies the ENET shelf number
Actions taken Loop Test Indicates the node loop test ran
Reset Test Indicates the node reset test ran
OOSN Test Indicates the out-of-service safe node
test ran
OOSD Test Indicates the the out-of-service

destructive node test ran

Fiber link Test Indicates the C-side fiber test ran
Double FLT Test Indicates the double C-side fiber test
ran
Cold Restart Indicates the node cold restart test ran
Reload Restart Indicates the node reload restart test
ran
Failure subtst and addinfo Provides a description of what caused

the report to be printed. Certain
reasons cause the add_info field to
appear.
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ENET112 (continued)

(Sheet 2 of 2)

Field Value

Description

subtest text

add_info text

Provides the name of the exact test
that failed. This field contains one
entry for each failed test. Each entry
contains one or more lines. The first
line of each entry contains the failed
test name and any additional
information.

For more information, refer to the
Sub-test table at the end of this log
report description.

Provides additional information for
sure test failures. This table lists
additional information that can appear
with a specified subtest. If additional
information is not available, the table
contains “none" in this field.

For more information, refer to the
Sub-test table at the end of this log
report description.

Action

If the system generates ENET111 log report because the H/W vs Data 1l test
fails, correct the data 1l problem in table ENINV . To correct the data 1l
problem, determine the type of ENET provisioned (16k, 64k or 128k) and
data 1l the correct ENET class in eld ENCLASS. T o do this, delete the
provisionable data in table ENCDINYV and the subtending node information.
Delete and enter all tuples in table ENINV with the correct value in eld
ENCLASS used. Enter provisionable data in table ENCDINV. For additional
information, refer to the descriptions of tables ENINV and ENCDINV.

The following are the recommended actions:

» First of ce - If the load 1s data lled at Nortel, then request that Nortel
supply a new data lled load that contains the correct data. If the load is not
data lled at Nortel, follo w the previous instructions.

* Retrot - the retro t process must be back ed up to the point of data lling
eld ENCLASS in table ENINV . This step allows eld ENCLASS to be
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corrected. For more information on retro t, refer to feature description
AL1618 in Feature Description Manual Reference Manual

*  ONP Process - The report that incorrect data 11 in table ENINV generates
does not occur during the one night process (ONP). Operating company
personnel must log in to the inactive side of the switch and data 1l eld
ENCLASS in table ENINYV incorrectly for the system to generate the
report. The system generates the log report during the activity switch
allocation of the ONP. To correct the problem, the activity switch is
aborted and the ONP repeated. For more information refer to One Night
Process and Hybrid Software Delivery Procedurgg7-1001-303.

Associated OM registers

OM Register ENFLT can be increased. depending on the severity of the test
failure.

Additional information
The following table provides additional information on Sub-test names.

Additional
Sub-test name information
Interrupt Handler
H/W vs Datafill Wrong ENCLASS
test in table ENINV
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ENET114

Explanation

The Enhanced Network (ENET) subsystem generates log report ENET114
when an ENET parallel system recovery action occurs. The subsystem
generates a major alarm with the report if any ENET fails. An alarm does not
occur with the log if recoveries occur correctly.

Format
Log report ENET114 has two acceptable formats.

The rst log report format for ENET114 is as follo ws:

ENET114 mmmdd hh:mm:ss ssdd INFO ENET Parallel Recovery
Summary

Overall result: rsultxt

addinfo

Plane: pl Shelf: pr; failtxt

The second log report format for ENET114 is as follows:

ENET114 mmmdd hh:mm:ss ssdd INFO ENET Parallel Recovery
Summary

Overall result: rsultxt

<additional overall information>

<Plane: pl Shelf: pr; failtxt>

Example
An example of log report ENET114 follows:

1.ENET114 SEP24 00:00:00 6000 INFO ENET Parallel Recovery
Summary
Overall result: Successful recovery
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ENET114 (continued)

Field descriptions
The following table describes each eld in the log report.

Field Value Description

INFO ENET Constant Indicates an ENET parallel recovery
Parallel Recovery system action occurred

Summary

rsultxt Text Provides the results of the event that

occurred. Some results cause the
addinfo line to appear. Refer to table
Results at the end of this log report.

addinfo Text Provides additional information for
some results. Refer to table Results
at the end of this log report.

Plane Integers Identifies the plane. This field is
optional.

Pair Integers Identifies the pair of shelves. This field
is optional.

failtxt Referto the Results  Provides the reason that derives from

table at the end of the rsultxt field. This field is optional.
this log report.

Action
Follow the standard of ce procedures for ENET node reco very failures.

Associated OM registers
There are no associated OM registers.

Additional information

The following table provides detailed information for results of ENET node
recovery attempts.

(Sheet 1 of 4)

Results Information Explanation

Successful
loading and
recovery
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ENET114 (continued)

(Sheet 2 of 4)

Called NIL proc

Aborted by
MTCBASE
system

Requested action
aborted

Post mtc open
failed

NACK from mtc
open request

Timeout waiting Timeout was: h
for mtc open hours and m
minutes

Mtc open links
failed

Instigate the
OOSD test failed

NACK from the

OOSD test

Timeout waiting Timeout was: nn
for OOSD test seconds

All OSD tests

failed (all NACKSs)

Getting the FID

failed

The FID is not

different

Initiate boot failed  Boot return code: Refer to table Boot return codes for
codetxt values in boot rc field.

NACK from load Boot load results: The field x kwords indicates the

request progress mark: x number of kilo words reached before
kwords the failure occurred.
Total failure: Refer to the Failures list at the end of
failuretxt this log report.
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ENET114 (continued)

(Sheet 3 of 4)

Result: boot result
at boot rc

Timeout waiting Timeout was: nn

for load seconds
Timeout on Timeout was: nn
restarts seconds
Restartmessages

out of sequence

No restart
message
received

Instigate loop test
failed

NACK from loop
test request

Timeout was: nn
seconds

Timeout waiting
for loop test

Alllooptests failed
(all NACKs)

Instigate RTS
failed

NACK from RTS
request

Timeout was: nn
seconds

Timeout waiting
for RTS

AllRTSs failed (all
NACKSs)

Post double close
failed

NACK from
double close

Boot result provides the same
information as field Total failure field.
Refer to the Failures list at the end of
this log report. Refer to table Boot
return codes for values in boot rc field.
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ENET114 (continued)

(Sheet 4 of 4)

Timeout waiting Timeout was: nn

for close hours and nn
minutes

NIL reason

The following table provides additional information on boot return codes.

(Sheet 1 of 4)

Boot return codes Additional information
no control blocks

no subtable

all resources in use
process contention
number of addresses
address did not match
not booting address
bad send rc

not booting that ref num
bad ref num

Loading aborted - internal
bootloader error

Loading aborted - bad Brecord
length =n

Loading aborted - bad Brecord
address =n

Loading aborted - bad Brecord
checksum =n

Note: n represents an integer
that varies according to error.
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ENET114 (continued)

(Sheet 2 of 4)

Loading aborted - bad Brecord
id=n

Loading aborted - Brecord id out
of sequence = n

Loading aborted - First record
not header record, id = n

Loading aborted - bad PS/DS
range in header Brecord

Loading aborted - not enough
memory for this load

Loading aborted - wrong boot One of the following devices appears:
file type - expected ENET, BUSH
found-dev-

CM

MS
NT40
LIU
LIM

Loading aborted - header
Brecord lacks CM/MS
identification

Loading aborted - device error-  Refer to the list of Device errors at the end of
errortxt this log report.

Loading aborted - header
Brecord lacks CM/MS
identification

Loading aborted - device error -  Refer to the list of Device errors at the end of
errortxt this log report.

Loading aborted - boot device
faulty or unequipped

Note: n represents an integer
that varies according to error.
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ENET114 (continued)

(Sheet 3 of 4)

Loading aborted - port failed
init/test in slot

Loading aborted - port failure -
cannot receive msgs from slot

Loading aborted - port failure -
unable to send message via slot

Loading aborted - link error -
bad message received, Ds512
received, Ds512 length = n

Loading aborted - link error -
bad message received, Ds30
length = n

Loading aborted - Ds30 error
byte = n

Loading aborted - link error -
bad reply data length = n

Loading aborted - link error -
bad reply from boot device = n

Loading aborted - link error -
bad reply message from MS n

Loading aborted - link error -
bad reply message from IOC

Loading aborted - both links
failed to MS n

Loading aborted - could not load
either MS

Loading aborted - no reply from
boot device

Loading aborted - no reply from
MS n

Note: n represents an integer
that varies according to error.
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ENET114 (continued)

(Sheet 4 of 4)

Loading aborted - no reply from
I0C

Loading aborted - could not
reset I0C through MS n

Loading aborted - could not
reset IOC via slot

Loading aborted - memory
readback error at n

Loading aborted - disk boot file
not found for ENET

Loading aborted - could not set
disk boot file pointer

Note: n represents an integer
that varies according to error.

A list of examples of total failures follows:
* failed

* failed with result words

e send failed (boot data)

* send failed (boot yourself)
* no reply from hardware

* boot data timeout

e  BMS rc-get buff

*  BMS rc-data add

*  BMS rc-data reserve

* FTS send rc (BD)

* FTS send rc (BY)

e FTS envelope rc

e getbuffrc

*  BMS rc-get header
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ENET114 (end)

*  BMS rc-read data
* invalid image
* lesystemrc
* could not open le
* not planned signal
e trapped
* user aborted
* carly end of le met
* notaboot le
* le de vice unavailable
The following is a list of examples of device errors:
* buffer fault in controller
e drive not online
* busy rewinding
* passed end of tape
* drive will not accept command
* unexpected/missing tape mark
* undecodeable tape mark
* 25 feet of blank tape
* buffer fault in controller
* passed end of le
* disk seek failed
* disk read failed
* wrong block sequence number
* Dblock address conversion failed

e drive not ready
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ENET120

Explanation

The Enhanced Network (ENET) subsystem generates log report ENET120
when an ENET Routine Exercise (REXx) test on a shelf fails. An error with the
sanity or availability of the ENET boot le caused the f ailure of the REX test.

Format
The log report format for ENET120 is as follows:
ENET120 mmmdd hh:mm:ss ssdd FAIL ENET Boot File Test
Plane: pl; Shelf: sh; reasontxt
Example

An example of log report ENET120 follows:

1.ENET120 SEP24 00:00:00 6000 FAIL ENET Boot File Test
Plane: 0; Shelf: 00; ENET load file does not match BCS.

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

FAIL ENET Boot Constant Indicates the ENET boot file test
File Test failed.

Plane Integers Identifies the plane on which the

ENET REX test performed.

Shelf Integers Identifies the shelf on which the ENET
REX test performed.

rsntxt Text Provides the reason for the failure of
the ENET REX test:

Datafill error.

ENET load file does not match BCS.
Cannot allocate buffer.

Not a boot file.

Cannot open file.
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ENET120 (end)

(Sheet 2 of 2)

Field Value Description

B$ record corrupted.
Processor type that is not matched.
Bad file system return code.

File device not available.

Action
Follow the standard of ce procedures for the ENET boot le f ailure.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.

297-8021-840 Standard 14.02 May 2001



Log reports 1-83

ENET200
Explanation
The Enhanced Network (ENET) subsystem generates log report ENET200
when the ENET card changes state from manual busy or system busy to
correct.
Format
The log report format for ENET200 is as follows:
Format 1
ENET200 mmmdd hh:mm:ss ssdd RTS
ENET CARD STATE CHANGE SET FROM: statxt ENET: pl-pr
CARD: nn SIDE: txt; ACTION TAKEN: actxt
Format 2
ENET200 mmmdd hh:mm:ss ssdd RTS ENET Plane: pl Shelf: sh Slot:
slot
ENET card state change. Set from state: action taken
side
Example
An example of log report ENET200 follows:
Example 1
ENET200 APR04  22:52:18 8226 RTS
ENET CARD STATE CHANGE SET FROM: MBSY ENET: 0-0

CARD: 11 SIDE: FRNT; By Manual Action

Example 2

ENET200 APR04 22:52:18 8226 RTS ENET Plane:0 Shelf:03
Slot:10
ENET card state change. Set from MANB: RTS by manual
action

Front and Back
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ENET200 (end)

Field descriptions

The following table describes each eld in the log report:

Field Value

Description

RTS Constant

ENET CARD STATE CHANGE ManB
SET FROM: statxt

SysB
ENET: pl-pr n-n
CARD 11-26
SIDE FRNT

BACK
ACTION TAKEN actxt

Indicates the ENET card is
returned-to-service (RTS).

Indicates the previous state of the ENET
card as manual busy.

Indicates the previous state of the ENET
card as system busy.

Identifies the ENET plane and ENET pair.
Identifies the ENET card.

Identifies the front of the card.

Identifies the back of the card.

Indicates the action taken.

Action

This log report is for information only. There is no action required.
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ENET203

Explanation

The Enhanced Network (ENET) subsystem generates report ENET203 when
the ENET card changes state from OK to system busy (SysB).

Format
The log report format for ENET203 is as follows:
**ENET203 mmmdd hh:mm:ss ssdd SYSB ENET Plane: pl Shelf: sh Slot:
slot
ENET card state change. Set from OK; actxt
sidetxt
Example

An example of log report ENET203 follows:

1.**ENET203 APR04 22:52:18 8226 SYSB ENET Plane: 0 Shelf:

03 Slot:
10
ENET card state change. Set from OK; System Busy due to
INS
TST failed.

Front and Back

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

SYSB ENET Constant Indicates the ENET card changes
state from OK to SysB.

Plane Integer Identifies the ENET plane.

Shelf Integer Identifies the ENET shelf.

Slot Integer Identifies the ENET slot.

ENET state Constant Indicates the ENET card changes

change states.

Set from OK Constant Ind:;:ates the previous state of the
card.
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ENET203 (end)

(Sheet 2 of 2)

Field Value Description

actxt Text Indicates the action taken.

sidetxt Front Indicates that the front of the card is

Back

Front and Back

affected.

Indicates that the back of the card is
affected.

Indicates that the front and back of the
card are affected. Indicates if the
crosspoint, paddle board, or both
were affected.

Action

To handle SysB ENET cards, follow standard of ce procedures.

Associated OM registers

The following operational measurement (OM) registers increase:
 ENCDSBU and/or ENPBSBU (SysB use).
*  ENSCDPAR and/or ENSPBPAR (increases if a partitioning potential

exists).

e ENSCDISO and/or ENSPBISO (increases this manual busy (ManB)

component isolates one PM).

Additional information
There is no additional information.
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ENET204

Explanation

The Enhanced Network (ENET) subsystem generates report ENET204. The
subsystem generates ENET204 when the ENET card changes state from
control-side busy (CBSY) to system busy (SysB).

Format
The log report format for ENET204 is as follows:
**ENET204 mmmdd hh:mm:ss ssdd SYSB ENET Plane: pl Shelf: sh
Slot: sl
ENET card state change. Set from CBSY;; acttxt
sidetxt
Example

An example of log report ENET204 follows:

1.**ENET204 APR04 22:52:18 8226 SYSB ENET Plane: 0 Shelf:
03
Slot: 10
ENET card state change. Set from CBSY; System Busy due
to
System RTS
Front and Back

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

SYSB ENET Constant Indicates the ENET card changes
state from CSBY to SysB.

Plane Integers Indicates the ENET plane.

Shelf Integers Identifies the ENET shelf.

Slot Integers Identifies the ENET slot.

ENET card state Constant Indicates the ENET card changes

change state.

Set from CBSY Constant Indi(;:ates the previous state of the
card.
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(Sheet 2 of 2)
Field Value Description
actxt System busy dueto Indicates action taken.
system RTS
sidetxt Front Indicates that the front of the card is
affected.

Back Indicates that the back of the card is
affected.

Front and Back Indicates that both the front and back
of the card are affected. Indicates if
the crosspoint, paddle board, or both
are affected.

Action
Follow standard of ce procedures for SysB ENET cards.

Associated OM registers

Operational measurement (OM) registers ENCDSBU and ENPBSBU, or both,
increase.

Additional information
There is no additional information.
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ENET205

Explanation

Format

Example

The Enhanced Network (ENET) subsystem generates report ENET205 when
the ENET card changes state from:

* OK to control-side busy (CBSY)
* manual busy (MANB) to CBSY
* system busy (SysB) to CBSY

The log report format for ENET20S 1s as follows:

**ENET205 mmmdd hh:mm:ss ssdd CBSY ENET Plane: pl Shelf: sh
Slot: slot
ENET card state change. Set from statxt; acttxt
sidetxt

An example of log report ENET205 follows:

1.*ENET205 APR04 22:52:18 8226 CBSY ENET Plane: 0 Shelf:
03 Slot:
10
ENET card state change. Set from OK; C-side busy by node
mtc
Front and Back

Field descriptions

The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

CBSY ENET Constant Indicates the ENET card changes
state to CBSY.

Plane Integers Identifies the ENET plane.

Shelf Integers Identifies the ENET card shelf.

Slot Integers Identifies the ENET slot.

ENET card state Constant Indicates the ENET card changes

change. state.
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(Sheet 2 of 2)

Field Value Description

statxt OK Indicates the previous state of the
ENET card was OK.

SysB Indicates the previous state of the
ENET card was SysB.

ManB Indicates the previous state of the
ENET card was MANB.

actxt C-side busy by Indicates the action taken.
node mtc.
sidetxt Front Indicates that the front of the card is
affected.

Back Indicates that only the back of the card
was affected.

Front and back Indicates that the front and back of the
card are affected. Indicates if the
crosspoint, paddleboard, or both are
affected.

Action
Follow standard of ce procedures to handle CBSY ENET cards.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET208

Explanation

The Enhanced Network (ENET) subsystem generates report ENET208 when
the ENET card is set or cleared in in-service trouble (ISTB).

Format
The log report format for ENET208 is as follows:
ENET208 mmmdd hh:mm:ss ssdd INFO ENET Card ISTB Plane: pl
Shelf: sh Slot:slot
State: xxxx, sidetxt, action
Example

Example 1 of log report ENET208 follows:

1.ENET208 SEP24 00:00:00 600 INFO ENET Card ISTB Plane: O
Shelf: 03 Slot: 10
State: OK; Front; CP ID PROM test failure Set

Example 2 of log report ENET208 follows:

1.ENET208 SEP24 00:00:00 600 INFO ENET Card ISTB Plane: O
Shelf: 03 Slot: 10
State: OK; Front; CP ID PROM test failure Cleared

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

INFO ENET Card  Constant Indicates the ENET card is set or

ISTB cleared in in-service trouble

Plane Integers Identifies the ENET plane

Shelf Integers Identifies the ENET shelf

Slot Integers Identifies the ENET card slot

State OK, ManB, or SysB Indicates the state that the ENET card
was in before ISTB. The states are:
OK, manual busy (ManB), or system
busy (SysB)
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ENET208 (continued)

(Sheet 2 of 2)

Field Value

Description

sidetxt Front
Back

Front and Back

Action Text

Indicates that the front of the ENET
card is affected

Indicates that the back of the ENET
card is affected

Indicates that the front and back of the
card are affected. Indicates if the
crosspoint, paddle board, or both are
affected.

Indicates the action that caused the
state change. Refer to the Actions
table at the end of this log report.

Action

Use the logs to determine the reason for the problem. Test the node when
in-service and replace the cards that the cardlist produces. The ENCDERR
and/or ENPBERR operational measurement (OM) registers increase.

The following actions cause an ENET card state change:

Slot test failure

CP ID PROM test failure
CMC parity test failure

CMC write read test failure
Internal DP test failure

Data memory test failure

BIF clock monitor test failure
PB ID PROM test failure
DTRC interrupt test failure

Q ic clock test f ailure
Internal loop around test failure
DTRC BIST test failure

Q ic loop around test f ailure

XPT excessive integrity faults.
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ENET208 (end)

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET211

Explanation
The Enhanced Network (ENET) subsystem generates ENET211 when tests
run on the ENET card are not successful. The tests can be in-service or
out-of-service and the card may be the crosspoint, paddleboard, or both (slot).
If the card is in service when the test fails, it is taken out of service and put in
a system busy state. The generation of the log depends on the software that
performs the test.

Format

The log report format for ENET211 is as follows:

**ENET211 mmmdd hh:mm:ss ssdd FAIL ENET Card Test
Plane: pl Shelf: sh Slot: slot; typtxt
Originator: orig
card_text_results
hbus_test_results
vbus_test_results
cardlist

Only elds <card_test_results> and <cardlist> are applicable to Spectrum
Peripheral Module (SPM).

The format for the <card_test_results> eld follo ws:

<slot_elements_tested>

<xpt_not_inserted>

<pb_not_inserted>

Failed Tests: Additional Information:
<failed_tests> <additional_info>
Card test aborted. <abort_reason>

The format for the <cardlist> eld follo ws:

Site FIr RPos Bay_id Shf Description Slot EqPEC
<st> <fl> <row> <bay> <sh> <desc> <sl>
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ENET211 (continued)

Example
Example 1 for log report ENET211 follows:

1.**ENET211 SEP24 00:00:00 6000 FAIL ENET Card Test
Plane: 0 Shelf: 03 Slot: 10; In-Service
Originator: Manual Action
Card Test run with NT9X40BA Paddle Board
Failed Tests: Additional Information:
ID PROM Test Contents: NT9X35AA
PEC Did Not Match Database
CMC Parity Test
DTRC Self Test DTRC Status: F34C
HBUS Test: Not Run
VBUS Test: Not Run
Site Flr RPos Bay id Shf Description Slot EgPec
HOST 23 D31 NWSC098 00 ENET:0:03 10 NTO9X35CA Front
HOST 23 D31 NWSC098 00 ENET:0:03 10 NT9X40BA Back

Example 2 for log report ENET211 follows:

1.**ENET211 SEP24 00:00:00 6000 FAIL ENET Card Test
Plane: 0 Shelf: 03 Slot: 10; In-Service
Originator: Manual Action
Card Test run with NT9X40BA Paddle Board
Failed Tests: Additional Information:
DTRC Self Test DTRC Status: F34C
VBUS INSV TEST Plane: 0 Cards: 9-10 Failed
Cards Used: 0:00:10
Reason: Preliminary Tests Failed
Plane: 0 Shelf: 00 Slot: 10 Failed preliminary tests.
ID Prom Pass
Card Slot Pass
Uppr Lowr Main Mate
Operation Control Pass Pass Fail Pass
Mode Control Pass Pass Pass Pass
Clock Monitor Pass Pass Pass Pass
HBus Insv Test Failed ENET 0:00 Cards Used: 10,12,14,16
Preliminary Test Failed
Tests Run Slot: 10 12 14 16
HBus BIF 0
Clock Recovery: X
Site Flr RPos Bay id Shf Description Slot EgPec
HOST 23 D31 NWSC098 00 ENET:0:0 10 NTO9X35BA Front
HOST 23 D31 NWSC098 00 ENET:0:0 10 NT9X40BA Back

Example 3 is an example of crosspoint card 9X35F (ENET16K) for log report
ENET211:
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ENET211 (continued)

1.**ENET211 SEP24 00:00:00 6000 FAIL ENET Card Test
Plane: 0 Shelf: 00 Slot: 12 Test Type:In-Service
Originator: Manual Action
Card Test run with NT9X40BA Paddle Board
Failed Tests: Additional Information:
DTRC Self Test DTRC Status: F34C
VBUS INSV TEST Plane: 0 Cards: 12-13 Failed
Cards Used: 0:00:12
Reason: Preliminary Tests Failed
Plane: 0 Shelf: 00 Slot: 12 Failed preliminary tests.
ID Prom Pass
Card Slot Pass
Uppr Main Mate
Operation Control Pass Fail Pass
Mode Control Pass Pass Pass
Clock Monitor Pass Pass Pass
HBus Insv Test Failed ENET 0:00 Cards Used:12,14,16
Preliminary Test Failed
Tests Run Slot: 12 14 16
HBus BIF 0
Clock Recovery: X
Site Flr RPos Bay id Shf Description Slot EgPec
HOST 23 D31 NWSC098 00 ENET:0:0 12 NT9X35FA Front
HOST 23 D31 NWSC098 00 ENET:0:0 12 NT9X40BA Back

Example 4 for the Spectrum Peripheral Module (SPM) log report ENET211
follows:

1.**ENET211 SEP24 10:00:41 6000 FAIL ENET Card Test
Plane: 0 Shelf: 01 Slot: 16 Test Type:In-Service
Originator: System Action
Both front and back cards tested. Back Card type:

NT9X40DA
Failed Tests: Additional Information:
Internal Loop Around QLC Hits Detected

Hit Count: 12
Site Flr RPos Bay id Shf Description Slot EgPec
HOST 23 D31 NWSC098 00 ENET:0:01 16 NT9X35CA Front
HOST 23 D31 NWSC098 00 ENET:0:01 16 NT9X40DA Back
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ENET211 (continued)

Field descriptions

The following table describes each eld in the log report:

(Sheet 1 of 4)

card_test_results

pb_type

overall result

FAILED TESTS

Field Value Description

FAIL ENET Card Constant Indicates ENET card tests fail

Test

Plane 0-1 Indicates ENET plane number

Shelf Integers Indicates ENET shelf

Slot Integers Indicates ENET slot number

typtxt In-Service : Indicates in-service card test was run
In-service Card
Test
Out-Of-Service : Indicates out-of-service card test was
Out-of-Service run
Card Test

Originator Manual Action Indicates if manual action, system

System Action
Manual REX Action
system action

Variable length

NT9X40B Paddle
Board NT9X40D
Paddle Board
NT9X41B Paddle
BoardNo Paddle
Board

Passed Failed
In-Service Trouble
Aborted Not Run

Text

REX action, or routine exercise (REX)
action originated the test.

Provides accurate test descriptions of
a failed test. This field includes
paddle board (pb-type) information,
crosspoint information, overall test
results (overall results), name of failed
tests, and additional information.

Indicates type of paddleboard in the
slot that was tested.

NT9X40DA is added for SPM.

Indicates overall result of the card test

Identifies failed test. Refer to Tests
and Additional Information table in the
“Action" section.
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ENET211 (continued)

(Sheet 2 of 4)

Field Value Description

ADDITIONAL Text Indicates additional information about
INFORMATION the failed tests. Refer to Tests and

abort_reason

NFC software error

NC software error

INSV NT9X35
results timeout

INSV NT9X40
results timeout

INSV NT9X40DA
results timeout

INSV NT9X41
results timeout

INSV NT9X45
results timeout

OOS NT9X35
results timeout

OOS NT9X40
results timeout

OOS NT9X40DA
results timeout

OOS NT9X41
results timeout

OOS NT9X45
results timeout

INSV NT9X35
started timeout

INSV NT9X40
started timeout

Additional Information table in the
“Action" section.

If the test aborts, this field gives the
reason for the abort.

297-8021-840 Standard 14.02 May 2001




Log reports  1-99

ENET211 (continued)

(Sheet 3 of 4)

Field Value Description

INSV NT9X40DA
started timeout

INSV NT9X41
started timeout

INSV NT9X45
started timeout

OOS NT9X35
started timeout

OOS NT9X40
started timeout

OOS NT9X40DA
started timeout

OOS NT9X41
started timeout

OOS NT9X45
started timeout

Cannot initialize
scratchpad

Abort from
maintenance
system

ENET busy

xpt_not_inserted Constant This field is output when crosspoint
card is not present.

pb_not_inserted Constant This field is output when the
paddleboard or its idprom is not
present.

hbus_test_results Passed Failed Indicates result of HBUS test
In-Service Aborted
Not Run
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ENET211 (continued)

(Sheet 4 of 4)
Field Value Description
vbus_test_results Passed Failed Indicates result of VBUS test
In-Service Trouble
Aborted Not Run
cardlist alphanumeric Identifies cards suspected of test
failure

Field descriptions for the Spectrum Peripheral Module

Only elds <card_test_results> and <cardlist> are applicable to the Spectrum
Peripheral Module (SPM).

<card_test_results>
The following table describes the <card_test_results> eld for the SPM:

(Sheet 1 of 5)

Field Value Description
<slot_elements_tested>  Front card only tested. The slot elements
Both front and slot 8 ggg:li?r%?rd’
paddleboard tested. Back Card . poin
type: <pb._type> included in the
' - test.
Both front and back cards
tested. Back Card Type:
<pb_type>
Front Card only tested.
Front Card only tested.
Back Card only tested. Back
Card type: <pb_type>
<pb_type> No Paddle Board The type of
NTIX40BA paddleboard in the
slot.
NT9X41BA
NT9X45BA
NT9X40DA
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ENET211 (continued)

(Sheet 2 of 5)

Field Value Description
<xpt_not_inserted> Front Card (XPT) may not be This field is output
inserted. when the

crosspoint card is
not present.

<pb_not_inserted> Back Card oritsidprommay not  This field is output
be inserted. when the
paddleboard is not
present.

<failed_tests> Refer to the following values. The tests that

<additional_info> failed and
additional
information about
those failed tests.

QLC RDAT Interface Test Cannot Access
QLC Register

Data Transmitonto
RDAT Stuck

Global Interrupt
Reg Contents: nn

QLC Clock and Frame Test Cannot Access
QLC Register

QLC Clock Not
Present

QLC Frame Not
Present

QLC Clock and
Frame Not Present

QLC Clock Reg
Contents: nn
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ENET211 (continued)

(Sheet 3 of 5)

Field Value

Description

PB ICM Parity Test

PB Processor Message Test

PB Processor Sanity Test

Internal Loop Around Test

Cannot Access
ICM Control Reg

ICM Parity Error
Occurred

Control Reg
Contents: nn

Address of Parity
Error: nn

Data Read
Register: nn

Cannot Access
Register

Message Send to
Processor Failed

Message Receive
from Processor
Failed

Injected
Checksum Error
Not Detected

Cannot Access
Register

Processor Sanity
Failure

Cannot Access
QLC Register

Cannot Access
Connection
Memory

Cannot Access
HBUS BIF

QLC Hits Present

CL61 Clock May
be Absent

Hit Count: nn
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ENET211 (continued)

(Sheet 4 of 5)

Field Value Description

PB ICM Parity Checker Test Cannot Access
ICM

ICM Parity
Checker Failed

PB Processor Self Test Cannot Access
Register

Processor Self
Test Did Not
Complete

Processor Self
Test Failed

QLC Loop Around Test Cannot Access
QLC Register

Cannot Access
Connection
Memory

Cannot Access
HBUS BIF

QLC Hits Present

CK61 Clock May
be Absent

Hit Count: nn
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ENET211 (continued)

(Sheet 5 of 5)
Field Value Description
<abort_reason> NFC Software Error If the test is

NC Software Error
INSV NT9X35 Results Timeout
INSV NT9X40 Results Timeout

INSV NT9X40DA Results
Timeout

INSV NT9X41 Results Timeout
INSV NT9X45 Results Timeout
OOS NT9X35 Results Timeout
OOS NT9X40 Results Timeout

OOS NT9X40DA Results
Timeout

OOS NT9X41 Results Timeout
OOS NT9X45 Results Timeout
INSV NT9X35 Started Timeout
INSV NT9X40 Started Timeout

INSV NT9X40DA Started
Timeout

INSV NT9X41 Started Timeout
INSV NT9X45 Started Timeout

OOS NT9X35 Started Timeout
OOS NT9X40 Started Timeout

OOS NT9X40DA Started
Timeout

OOS NT9X41 Started Timeout
OOS NT9X45 Started Timeout
Cannot Initialize Scratchpad

Abort from Maintenance
System

ENET Busy

aborted, this field
gives the reason
for the abort.
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ENET211 (continued)

<card_list>

The format for the <cardlist> eld is standard for all ENET logs. However, the
value NT9X40DA is added to eld <pec> for SPM.

Action

Test the failed card manually. If the failure occurs again, replace the card. The
following table provides information about the card tests:

Test information (Sheet 1 of 6)

Test name Additional information

Card Slot Test Cannot access card slot register
Card slot does not match database
Card slot contents: nn

CP ID PROM Test Cannot read ID PROM

Bad ID PROM product engineering
code (PEC)

ID PROM contents: nnnnnnnn nn

CMC Parity Test Central message controller (CMC) n:
cannot access CMC control reg

CMC n: CMC parity error occurred
Control reg contents: nn
Address of parity error: nn
Data read register: nn

CMC Write/Read Test CMC n: cannot access CMC register
Data read register: nn

Data Path Test Upper VBUS failed
Lower VBUS failed
Cannot access upper VBUS BIF
Cannot access lower VBUS BIF
Cannot access main VBUS BIF

Upper VBUS hit count: nn
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ENET211 (continued)

Test information (Sheet 2 of 6)

Test name

Additional information

Data Memory Test

BIF Clock Test

Lower VBUS hit count: nn

Cannot access main VBUS BIF
Cannot access mate VBUS BIF
Cannot access HBUS BIF 0
Cannot access HBUS BIF 1
Cannot access connection memory
Bad data path detected

Failure map: nnnnnnnnnnnnnnnn

VBUS main BIF: cannot access BIF
clock register

VBUS main BIF: cannot access BIF
clock register

VBUS mate BIF: cannot access BIF
clock register

VBUS upper BIF: cannot access BIF
clock register

VBUS lower BIF: cannot access BIF
clock register

VBUS lower BIF: cannot access BIF
clock register

HBUS BIF 0: cannot access BIF clock
register

HBUS BIF 1: cannot access BIF clock
register

VBUS main BIF: clock not present
VBUS mate BIF: clock not present
VBUS upper BIF: clock not present

VBUS lower BIF: clock not present
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ENET211 (continued)

Test information (Sheet 3 of 6)

Test name

Additional information

PB ID PROM Test

DTRC Interrupt Test

QFLIC Activity Test

Internal Loop Around Test

HBUS BIF 0: clock not present

HBUS BIF 1: clock not present

VBUS main BIF: register contents: nn
VBUS mate BIF: register contents: nn
VBUS upper BIF: register contents: nn
VBUS lower BIF: register contents: nn
HBUS BIF 0: register contents: nn
HBUS BIF 1: register contents: nn
Cannot read ID PROM

Bad ID PROM PEC code

Bad ID PROM version code

ID PROM contents: nnnnnnnn nn

DTRC n: cannot access DTRC
interrupt register

DTRC n: cannot access DTRC mask
register

DTRC n: DTRC interrupt test failed
Flag reg contents: nnnn

Cannot access QFLIC clock register
QFLIC clock not present

QFLIC clock reg contents: nn

DTRC n: cannot access DTRC register

DTRC n: cannot access connection
memory

DTRC n: DTRC hits present

Cannot access QLC register
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ENET211 (continued)

Test information (Sheet 4 of 6)

Test name

Additional information

CMC Parity Checker Test

CMC Self Test

DTRC Self Test

QFLIC Self Test

QFLIC Loop Around Test

R41 Loop Around Test

Cannot access HBUS BIF

QLC hits present

CL61 clock may be absent

Hit count: nn

CMC n: cannot access CMC

CMC n: CMC parity checker failed
Cannot access CMC

CMC self test setup failed

CMC self test failed

DTRC n: cannot access DTRC

DTRC n: DTRC BIST did not complete
DTRC n: DTRC memory failure

BIST status contents: nnnn

Cannot access DTRC

Cannot access QFLIC

QFLIC BIST setup failure

QFLIC BIST failure

QFLIC ETM1 contents: nnnn

DTRC n: cannot access DTRC register
DTRC n: QFLIC hits detected

Hit count: nn

DTRC n: cannot access DTRC register
DTRC n: R41 hits detected

Hit count: nn

297-8021-840 Standard 14.02 May 2001




Log reports  1-109

ENET211 (continued)

Test information (Sheet 5 of 6)

Test name Additional information

QLC RDAT Interface Test Cannot access QLC register
Data transmit onto RDAT stuck
Global interrupt reg contents: nn
QLC Clock and Frame Test Cannot access QLC register
QLC clock not present
QLC frame not present
QLC clock and frame not present
QLC clock reg contents: nn
PB ICM Parity Test Cannot access ICM control reg
ICM parity error occurred
Control reg contents: nn
Address of parity error: nn
Data read register: nn
PB Processor Message Test Cannot access register
Message send to processor failed
Message receive from processor failed
Injected checksum error not detected
PB Processor Sanity Test Cannot access register
Processor sanity failure
PB ICM Parity Checker Test Cannot access ICM
ICM parity checker failed
PB Processor Self Test Cannot access register
Processor self test did not complete

Processor self test failed
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ENET211 (end)

Test information (Sheet 6 of 6)

Test name

Additional information

QLC Loop Around Test

Cannot access QLC register
Cannot access connection memory
Cannot access HBUS BIF

QLC hits present

CK®61 clock may be absent

Hit count: nn

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET220

Explanation

The Enhanced Network (ENET) subsystem generates report ENET220 when
a Matrix Test of the ENET switching matrix passes. The log indicates the type
of test run (manual, system, or routine exercise [REX] test action). The log
indicates the network plane that the test runs on. The ENET220 also indicates
the con guration of the switching matrix when the test ran. The con guration
of the switching matrix is in terms of the card status (off-line or otherwise).
The con guration is for each crosspoint card equipped in table ENCDINV at
the test time.

Format
The log report format for ENET220 is as follows:
ENET220 mmmdd hh:mm:ss ssdd PASS ENET MATRIX TEST
PLANE: pl TEST TYPE: request test <with istb>
VBUS
o 1 2 3 4 5 6 7
HBUS
0 <X X X X X X X x>
1 <X X X X X X X x>
2 <X X X X X X X x>
3 <X X X X X X X x>
4 <X X X X X X X x>
5 <X X X X X X X x>
6 <Xx X X X X X X x>
7 <X X X X X X X x>
Example

An example of log report ENET220 follows:

1.ENET220 SEPT10 08:45:30 4913 PASS ENET MATRIX TEST
PLANE: 1 TEST TYPE: Manual INSV
VBUS
0 1 2 3 4 5 6 7

0] . . . S

qJ oUW N RO
=
e}
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ENET220 (continued)

Field descriptions

The following table describes each eld in the log report:

(Sheet 1 of 2)

Field

Value

Description

PASS ENET
MATRIX TEST

PLANE

request

test

Constant

MANUAL

SYSTEM

REX

INSV

00Ss

RTSALL

<with istb>

Yo

Indicates that the matrix test of the
switching matrix passes.

Identifies the plane of the enhanced
network on which the test is run.

Indicates that a user invokes the
request from the (MAP) maintenance
and administration position.

Indicates that the request is invoked
by the system.

Indicates that the REX test invoked
the request.

Indicates that an in-service test is run
on all in-service cards, manual busy
(MANB) and system-busy cards
(SysB).

Indicates that an out-of-service test is
run on all MANB and SysB cards.

Indicates that a combination of

in-service and out-of-service tests is
run in an attempt to return-to-service
(RTS) all out-of-service crosspoints.

An additional optional value. Indicates
if in-service trouble (ISTB) also
existed.

Indicates the in-service crosspoint on
which the test passes.

Indicates an unequipped crosspoint
not used in a test.

Indicates an equipped, off-line
crosspoint not used in a test.
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ENET220 (end)

(Sheet 2 of 2)

Field Value Description

M Indicates a manual busy crosspoint
on which the test passes.

) Indicates a system-busy crosspoint
on which the test passes.

C' Indicates a C-side busy crosspoint not
used in a test.

Action

This log is for information only. Compare the previous or following matrix
test fail logs to isolate faults in the switching matrix.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET221

Explanation
The Enhanced Network (ENET) subsystem generates report ENET221 when
a matrix test of the ENET switching matrix fails.
Report ENET221 provides the following information:
* the type of matrix test that failed
* the plane on which the test ran
* the test results
» the set of cards suspected of having faults
A matrix test consists of tests run on all of the cards in the switching matrix.
The system runs three sets of tests:
* The card test runs on each crosspoint and paddleboard.
* The VBus test runs on each VBus (a set of up to eight crosspoints).
* The HBus test runs on each HBus (a set of up to eight crosspoints).
A description of the results of each test are in four areas. The rst area
indicates the results. The other three areas indicate the results of the crosspoint
(XPT), VBus, and HBus tests.
The result of the matrix test is an ordered card list that identi es up to nine
cards. The card at the top of the card list is probably defective. The card list
contains additional information about each card. The ENET card inventory
Table ENCDINYV de nes the additional information.

Format

The log report format for ENET221 is as follows:

Format 1
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ENET221 (continued)

**ENET221 mmmdd hh:mm:ss ssdd FAIL ENET Matrix Test
PLANE: pl Test type: request test

Summary XPT Test Results

o 1 2 3 4 5 6 1 o 1 2 3 4
5 6
0 cc ¢ ¢ ¢ ¢ ¢ ¢ X X X X X X
X X
l c¢c ¢ ¢ ¢ ¢ ¢ ¢ X X X X X X
X X
2 ¢¢ ¢ ¢ ¢ ¢ ¢ ¢ X X X X X X
X X
3 cc ¢ ¢ ¢ ¢ ¢ ¢ X X X X X X
X X
4 ¢cc ¢ ¢ ¢ ¢ ¢ ¢ X X X X X X
X X
5 c¢c ¢ ¢ ¢ ¢ ¢ ¢ X X X X X X
X X
6 cc ¢ ¢ ¢ ¢ ¢ ¢ X X X X X X
X X
7 c¢c ¢ ¢ ¢ ¢ ¢ ¢ X X X X X X
X X

VBus Test Results HBus Test Results

o 1 2 3 4 5 6 17 o 1 2 3 4
5 6 7
O v v v v Vv VvV VvV V¥ h h h h h
h h h
1 v v v v Vv VvV VvV V¥ h h h h h
h h h
2 v VvV VvV VvV VvV VvV VvV Vv h h h h h
h h h
3 v Vv Vv VvV VvV VvV VvV vV h h h h h
h h h
4 v v Vv VvV VvV V V V¥V h h h h h
h h h
5 v Vv Vv VvV VvV VvV VvV V¥ h h h h h
h h h
6 v Vv VvV VvV VvV Vv VvV V¥ h h h h h
h h h
7 v Vv Vv Vv VvV V V V¥V h h h h h
h h h
cardlist

DMS-100 Family NA 100 Log Report Reference Manual Volume 4 of 8 LET0015 and up



1-116 Log reports

ENET221 (continued)

Format 2 is a report format for ENET16K:

**+ENET221 mmmdd hh:mm:ss ssdd FAIL ENET Matrix Test
PLANE: pl Test type: request test

Summary XPT Test Results
0 1 2 3 0 2 3 0 ¢ ¢
c c X X X
1 cc ¢ ¢ X X X
VBus Test Results HBus Test Results
0 1 2 3 o 1 2 3 0
vV Vv vV Vv hh h h
1 v vV VvV VvV hh h h

Example
Examples of log report ENET221 follow:

Example 1

**ENET221 SEPT10 12:23:45 6023 FAIL ENET Matrix Test
Plane: 0 Test Type: Manual INSV

Summary XPT Test Results

0O 1 2 3 4 5 6 7 0O 1 2 3 4 5 6 7
0 x - .
1 x x F x x x x X F
2 x X
3 X X
4 X - .
5 x x F x x x x X F
6 . X . X
7 S .ooxX . .. 0 . x . . . . . . .

VBus Test Results HBus Test Results

0O 1 2 3 4 5 6 7 0o 1 2 3 4 5 6 7
0 X - . .
1 F X x x F x x x x x
2 x x
3 x x
4 X - . . . . . . . .
5 F X x x F x x x x X
6 x x
7 X . X

SITE FLR RPOS BAY-ID SHF DESCRIPTION SLOT EQPEC
HOST 23 D31 NWSC098 00 ENET:0:00 14 NTSX35BA Frnt
HOST 23 D31 NWSC098 03 ENET:0:00 14 NTSX35BA Frnt

Example 2
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ENET221 (continued)

**ENET221 SEPT10 12:23:45 6023 FAIL ENET Matrix Test

Plane: 0 Test Type: Manual INSV

Summary XPT Test Results

o 1 2 3 o 1 2 3
0 . . F
1 . . . . . . .

VBus Test Results HBus Test Results

o 1 2 3 o 1 2 3
0 . F
1

SITE FLR RPOS BAY-ID SHF DESCRIPTION SLOT EQPEC
HOST 23 D31 NWSC098 00 ENET:0:00 14 NTOX35BA

Field descriptions

The following table describes each eld in the log report:

Frnt

(Sheet 1 of 3)

Field Value Description

FAIL ENET Matrix Test Constant Indicates the matrix test of the ENET
switching matrix fails.

Plane Integers Identifies the plane of the enhanced network
on which the test runs.

Test Type Manual Indicates a user invokes this type of test
from the MAP (maintenance and
administration position).

System Indicates the system invokes this type of
test.

REX Indicates this type of test the routine
exercise (REX) test invokes.

Request test INSV Indicates that an in-service test runs on all
in-service manual-busy and system-busy
cards.

00S Indicates that an out-of-service test runs on
all manual-busy and system-busy cards.
RTSALL Indicates that both in-service and

out-of-service tests are run in an attempt to
RTS all out-of-service crosspoints.
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ENET221 (continued)

(Sheet 2 of 3)

Field Value

Description

Summary Constant

XPT Test Results Constant

VBus Test Results Constant

HBus Test Results Constant

Indicates the configuration and a summary
of the test results in field "c'.

Indicates the results of the crosspoint test in
field "x".

Indicates the results of the VBus test in field

v

Indicates the results of the HBus test in field
h'.

Indicates an in-service crosspoint on which
the test passes.

Indicates an equipped, off-line crosspoint
not used in a test.

Indicates a manual-busy crosspoint on
which the test passes.

Indicates a system-busy crosspoint on
which the test passes.

Indicates a C-side busy crosspoint not used
in a test.

Indicates an unequipped crosspoint not
used in a test.

Indicates an equipped crosspoint that failed
the test.

Indicates a crosspoint has faults.
Indicates that the tests were not run.
Indicates that the tests pass.
Indicates that a fault was found.
Indicates that the tests are not run.
Indicates that the tests pass.

Indicates the other VBus cards involved in a
failed test.
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ENET221 (end)

(Sheet 3 of 3)
Field Value Description
F Indicates the VBus cards that are probably
defective.
' Indicates that the tests are not run.
. Indicates that the tests pass.
X' Indicates the other HBus cards involved in a
failed test.
F Indicates the HBus cards that are probably
defective.
cardlist Standard cardlist Indicates the location and product
format engineering code of suspect equipment.
Action

Replace defective cards and run the matrix test again. If the test fails and
continues to indicate the same cards as defective, contact the next level of

maintenance.

Associated OM registers

There are no associated OM registers.

Additional information

There is no additional information.

DMS-100 Family NA 100 Log Report Reference Manual Volume 4 of 8 LET0015 and up



1-120 Log reports

ENET222
Explanation
* The Enhanced Network (ENET) subsystem generates report ENET222
when the following occurs:
e anode is returned to service (RTS)
* thesystem nds at one or more defective cards during the RTS of the cards.
Report ENET222 indicates the following:
* the ENET plane involved in the ripple open
* the ENET pair involved in the ripple open
* the test results
* alist of cards that may be faulty
Format

The log report format for ENET222 is as follows:
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ENET222 (continued)

**ENET222 mmmdd hh:mm:ss ssdd FAIL ENET Ripple Open

Plane: pl Shelf:pr

091011121314151617 18192021

222324252627 2829 3031 32

CP Rslt State SSSSSSSSSSSSSS
SSSSSSSSSSS

Access ITIIIIIrrrrrr
ITIIIIrrrrr

State Check rrrrrrrrrrrrr
ITITIIrrrrrr

State fixed

Preliminary rrrrrrrrrrrrr
ITIIIIrrrrr

Con Mem Cpybbbbbbbbbbbbb
bbbbbbbbbbb

PB Rslt State sSsSsSssSssssss
SSSSSSSSSSS

Access ITITIIIIrrersrer
ITITIIrrrrr

State Check rrrrrrrrrrrrr
ITIIIIrrrrrr

State Fixed rrrrrrrrrrrrr

Pad ValCpy bbbbbbbbbbbbb
bbbbbbbbbbb

SITE FLR RPOS BAY-ID SHF DESCRIPTION SLOT EQPEC

Example
An example of log report ENET222 follows:
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ENET222 (continued)

1.**ENET222 mmmdd hh:mm:ss ssdd FAIL ENET Ripple Open

Plane: 1

Shelf: 00

09 10 11 12 13 14 15 16 17 18 19 20 21

22 23 24 25 26 27 28 29 30 31 32
CP Rslt State

Access

State Check
State Fixed
Preliminary

Con Mem Cpy

PB Rslt State

Access

State Check
State Fixed
Pad Val Cpy

SITE FLR RPOS BAY-ID SHF DESCRIPTION SLOT EQPEC

HOST 23 D31

Field descriptions

NWSC098 00

ENET:1:00 14 NTOX35BA FRNT

The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

FAIL ENET Constant Indicates a ripple open is being run.

Ripple Open

Plane Integers Indicates the ENET plane tested.

Shelf Integers Indicates the ENET pair tested.

s Indicates the configuration and a
summary of the test results.

s=".' Indicates the card was tested and put

in-service.
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ENET222 (continued)

Action

(Sheet 2 of 2)

Field Value

Description

b="."

cardlist element Standard cardlist
format

Indicates the card failed ripple open
and is placed as system-busy.

Indicates the card is manual busy and
is not tested.

Indicates that the paddle board was
not tested because the crosspoint
failed.

Indicates the card is off-line and was
not tested.

Indicates the card is unequipped and
was not tested.

Indicates the sub-tests that ripple runs
are open in an attempt to RTS the
cards.

A blank indicates the card is not
tested.

Indicates the card was tested and is
not defective.

Indicates the card was tested and is
defective.

Indicates if a connection memory
copy was performed on the card.

A blank indicates that a connection
memory copy was not performed.

Indicates that a connection memory
copy was performed.

Indicates the location and product
engineering code of suspect
equipment.

Replace the defective cards and RTS them. If the RTS fails and indicates the
same cards as defective, contact the next level of maintenance.
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ENET222 (end)

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET223

Explanation

Format

Example

The Enhanced Network (ENET) subsystem generates ENET223 when a
mismatch exists between the local and central database during a ripple open.
The local database is then updated.

The log report format for ENET223 is as follows:

ENET223 mmmdd hh:mm:ss seqnbr INFO ENET Ripple Open
Plane: <pl> Shelf: <pr>
A central/local database mismatch has been detected.
The local database has been updated.

An example of log report ENET223 follows:

1.ENET223 SEPT10 08:45:30 9265 INFO ENET Ripple Open
PLANE: 1 Shelf: 00
A central/local database mismatch has been detected.
The local database has been updated.

Field descriptions

The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

mmmmdd 6 alphanumeric Indicates the month and year the
ENET generates the log report.

hh:mm:ss 6 numeric Indicates the time in hours, minutes
and seconds the ENET generates the
log report.

seqnbr 4 numeric Indicates the sequence number of the
log report.
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ENET223 (end)

(Sheet 2 of 2)

Field Value Description

pl Identifies the plane of the enhanced
network on which the system finds the
mismatch.

pr 2 numeric Identifies the shelf of the enhanced
network on which the system detects
the mismatch.

Action
This log is for information only. A mismatch between the local and central
database is common. The system updates the local database to correct the
mismatch.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET230

Explanation

Format

Example

The Enhanced Network (ENET) subsystem generates ENET230. This occurs
when the crosspoint or ripple open test nds a crosspoint or interface card. The
crosspoint or interface cards are not in the correct hardware state.

The log report format for ENET230 is as follows:

ENET230 mmmdd hh:mm:ss ssdd INFO ENET Card State Checker
Results

Plane: pl Shelf: sh Found by: test
08091011121214151617 181920 2122232425
2627 28 29 30 31 32

CPrrrrrrrrrrrrrrrrrr

Irrrrrr

An example of log report ENET230 follows:

1.ENET230 SEP01 13:34:21 9265 INFO ENET Card State Checker

Results

Plane: 1 Shelf: 00 Found by: Ripple Open

08 09 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24 25
26 27 28 29 30 31 32

CP

S

PB F

S

Field descriptions

The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

INFO ENET Card Constant Indicates what is done to the card, and

State Checker the success or failure of the action.

Results

Plane 0,1 Indicates the ENET plane on which
the test was run.
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ENET230 (end)

(Sheet 2 of 2)

Field Value

Description

Shelf 0-3

Found by Crosspoint, Ripple
Open

r "' (blank)

E

Indicates the ENET shelf on which the
test was run.

Indicates the type of test that calls the
card state checker.

Blank indicates the card was not
tested. The values of 'r' appear
opposite 'CP' (crosspoint) and "PB'
(paddleboard). This indicates the
type of card to which the values apply.

Period indicates the card was tested
and no faults were found.

Indicates the card was tested, found
defective and fixed.

Indicates the card was tested, found
defective and not fixed.

Indicates the card was tested, found
defective and was not put in-service.

Indicates the card was tested and
found unequipped.

Indicates the card was tested and an
error occurred during correction.

Action

Test the defective cards again. To replace a defective card, use normal card

replacement procedures.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET300
Explanation
The Enhanced Network (ENET) subsystem generates ENET300. The
subsystem generates ENET300 when a peripheral side link (pslink) changes
from a manual busy or a system busy state to OK. The word ber appears in
the log if the link reported on is a ber link.
Format
The log report formats for ENET300 are as follows:
Format 1
1.ENET300 mmmdd hh:mm:ss ssdd RTS
PSLINK STATE CHANGE SET FROM statxt; ENET: pl-pr;
XPT: cd, LINK: link; PM: pmid, PORT: port, CAP: captxt;
rsntxt
Format 2
1.ENET300 mmmdd hh:mm:ss ssdd RTS ENET Plane: pl Shelf: sh
Slot: slot Link: link
PSLink (Fiber) state change. Set from from_state: text_reason
PM: pmid PORT: port Capability: captxt
Example

Examples of log report ENET300 follow:
Example 1

1.ENET300 SEP24 00:00:00 6000 RTS
PSLINK STATE CHANGE SET FROM MANB; ENET: 1-3;
XPT: 16, LINK: 3; PM: DCM 3, PORT: 3, CAP: S;
Returned to service by manual action

Example 2

1.ENET300 SEP24 00:00:00 6000 RTS ENET Plane: 1 Shelf: 03
Slot: 16 Link: 03
PSLink Fiber state change. Set from SYSB: System RTS
PM: LTC 3 Port: 3 Capability: Fiber
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ENET300 (end)

Field descriptions

The following table describes each eld in the log report:

Field Value Description
RTS PSLINK STATE Constant Indicates a pslink state change.
CHANGE
SET FROM statxt ManB or SysB Indicates the previous state of the pslink.
ENET: pl-pr (0-1) - (0-3) Identifies the ENET plane and pair numbers.
XPT: cd 11-26 Identifies the crosspoints slot number.
LINK: link 0-15 Identifies the link on the crosspoint.
pmid Refer to Table I. Identifies the peripheral module that is
connected to the link.
PORT: port 0-3 Indicates the peripheral port connected to the
network link that changed state.
CAP: captxt MS Identifies the link as a messaging and speech
link.
S Identifies the link as a speech link.
Fiber Identifies the link as a fiber link.
rsntxt Returned-to-service by Describes what caused the ENET subsytem to
manual action. generate this report.
Returned-to- service by
system action.
Action

There is no action required.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET303

Explanation

The Enhanced Network (ENET) subsystem generates ENET303 when a
peripheral side link (pslink) changes state from an OK to a system busy
(SysB). The word “ ber" appears if the link is a ber link. F ormats 2 and 3
and examples 2 and 3 are for ber only .

The ENET logs have changed to include DS30 equivalent information for logs
that are for ber links. A manual action manipulates a DS30 equi valent on a
ber link. The log that the ENET generates as a direct result of the action can
include the DS30 equivalent affected.

A manual action on a ber can be on the whole ber or a set of DS30
equivalents within the ber . When a manual action is on a subset of the DS30
equivalents, the log includes a list of the affected equivalents. A list does not
appear if the manual action affects all DS30 equivalents in the ber .

Format
The log report formats for ENET303 are as follows:
Format 1
**ENET303 mmmdd hh:mm:ss ssdd SYSB ENET Plane: pl Shelf: sh
Slot: slot Link: link
ENET PSLink state change. Set from OK; text_reason
PM: pmid Port: port Capability: captxt
Format 2
**ENET303 mmmdd hh:mm:ss ssdd SYSB ENET Plane: pl Shelf: sh
Slot: slot Link: link
ENET PSLink Fiber state change. Set from OK; text_reason
PM: pmid Port: port Capability: captxt
Format 3
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ENET303 (continued)

**ENET303 mmmdd hh:mm:ss ssdd SYSB ENET Plane: pl Shelf: sh
Slot: slot Link: link DS30: ds30
ENET PSLink Fiber state change. Set from OK; text_reason
PM: pmid Port: port Capability: captxt

Example
Examples of log report ENET303 follow:
Example 1
**ENET303 SEP24 00:00:00 6000 SYSB ENET Plane: 1 Shelf: 03
Slot: 16 Link:03
ENET PSLink state change. Set from OK; Link test failed
PM: LTC 2 Port: 07 Capability: M,S
Example 2
**ENET303 SEP24 00:00:00 6000 SYSB ENET Plane: 1 Shelf: 03
Slot: 16 Link:03
ENET PSLink Fiber state change. Set from OK; Link test
failed
PM: LTC 3 Port: 00 Capability: Fiber
Example 3

**ENET303 SEP24 00:00:00 6000 SYSB ENET Plane: 1 Shelf: 03
Slot: 16 Link:03 DS30: 02
ENET PSLink Fiber state change. Set from OK; Link test
failed
PM: LTC 3 Port: 05 Capability: Fiber
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ENET303 (continued)

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

SYSB ENET Constant Indicates a pslink state change.

Plane 0,1 Identifies the ENET plane.

Shelf 0-3 Identifies the ENET shelf.

Slot 9-32 Identifies the ENET slot.

Link 0-15 Identifies the link.

PSLink Fiber Appears only if pslink is a fiber link.

Set from OK Constant Indicates the previous state of the
pslink.

rsntxt Text Provides the reason that the ENET

generated the log report. Additional
reasons can be generate to provide
detailed information.

PM detected link error

Link test failed

Nailed up connection corrupted
Invalid WAI reported

Link status not matched

Card available recovery

Reswitching failed to RTS link
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ENET303 (continued)

Value

Description

(Sheet 2 of 2)
Field

PM

Port
Capability

Alphanumeric

0-3

Fiber

MS failed to open

PM failed to open

ENET failed to make connection
Open link failed

MS failed to open

PM failed to open

ENET failed to make connection
Open link aborted

MS failed to open

PM failed to open

ENET failed to make connection

Identifies the peripheral module (PM)
that connects to the link. These
characters define the name of the
peripheral and digits that define the
number of the peripheral.

Indicates the peripheral port
connected to the network link that
changed state.

Identifies the capacity of the link
(messaging and speech, speech, or
fiber link) as a messaging and speech
link.

Identifies the link as a speech link.

Indicates the link as a fiber link.

Action

Follow standard of ce procedures to deal with SysB peripheral side links.
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ENET303 (end)

Associated OM registers

The following operational measurement (OM) registers increase when the
ENET subystem generates this log:

ENLKSBU- SysB usage register
* ENSLKPAR-increases if a partitioning potential exists

* ENSLKISO- increases if the SysB component isolates a minimum of one
PM.

Additional information
There is no additional information.
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ENET304

Explanation

The Enhanced Network (ENET) subsystem generates ENET304. This event
occurs when a peripheral side link (pslink) state changes from a control-side
busy (CBSY) or peripheral-side busy (PBSY) to system-busy (SysB). The
word ““Fiber" appears if the log subject is on a ber link.

Format
The log report format for ENET304 is as follows:

**ENET304 mmmdd hh:mm:ss ssdd SYSB ENET Plane: pl Shelf: sh
Slot:
slot Link: link
PSLink fibertxt state change. Set from from_state; rsntxt
PM: pmid Port: port Capability: captxt

Example
An example of log report ENET304 follows:

1.**ENET304 SEP24 00:00:00 6000 SYSB ENET Plane: 1 Shelf: 03
Slot:
16 Link: 03
PSLink (Fiber) state change. Set from CBSY; MS failed to
open link
PM: LTG 3 Port: 3 Capability: Fiber

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

SYSB ENET Constant Indicates a pslink changed state.
Plane Integers Identifies the ENET plane.

Shelf Integers Identifies the ENET shelf.

Slot Integers Identifies the crosspoint slot number.
Link 0-5 Identifies the link on the crosspoint.
fibertxt “Fiber" Indicates link is a fiber link.
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ENET304 (continued)

(Sheet 2 of 2)

Field Value Description

Set from SysB, OK, MANB, Indicates the previous state of the link.
PBSY

rsntxt Text Provides a description of what caused
the ENET subsystem to generate the
report.

e ENET failed to make connection
e Link status not matched
e Card available recovery

¢ Nailed-up connection available
recovery

e ENET failed to make connection
¢ MS failed to open link

e Link test failed

e MS close CML recovery

e MS open CML recovery

¢ Open link failed

¢ Open link aborted

¢ Reswitching failed to RTS link

e PM failed to open

PM Character string Identifies the peripheral module
connected to the link.

Port 0-3 Indicates the peripheral port that
connects to the network link that
changes state.

Capability M Identifies the link as a messaging and
speech link.

S Identifies the link as a speech link.

Fiber Identifies the link as a fiber link.

Action

Follow standard of ce procedures to deal with a system-b usy peripheral side
link.
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ENET304 (end)

Associated OM registers
Operational measurement (OM) register ENLKSBU (SysB usage) increase.

Additional information
There is no additional information.
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ENET305

Explanation

Format

Example

The Enhanced Network (ENET) subsystem generates ENET305 when a
peripheral side link (PSLINK) changes from :

* OK state to control-side busy (CBSY) state

* manual busy (ManB) state to CBSY state

* system busy (SysB) state to CBSY state

* peripheral side busy (PBSY) state to CBSY state

The log report format for ENET305 is as follows:

*ENET305 mmmdd hh:mm:ss ssdd CBSY ENET Plane: pl Shelf: sh Slot
slot Link: link
PSLink (Fiber) state change. Set from statxt; rsntxt
PM: pmid Port: port Capability: captxt

An example of log report ENET305 follows:

1.*ENET305 SEP24 00:00:00 6000 CBSY ENET Plane: 1 Shelf: 03
Slot:
16 Link: 03
PSLink (Fiber) state change. Set from OK; Nailed-up
connection unavailable
PM: LTG 3 Port: 3 Capability: Fiber

Field descriptions

The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

CBSY ENET Constant Indicates a pslink changed state.
Plane Integers Identifies the ENET plane.

Shelf Integers Identifies the ENET shelf.

Slot Integers Identifies the ENET slot.

Link 0-15 Identifies the ENET link.
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ENET305 (end)

(Sheet 2 of 2)

Field Value Description
SET FROM SYSB, OK, MANB, Indicates the previous state of the
PBSY pslink.
rsntxt Text Provides a description of what caused
the ENET subsystem to generate this
report.

e Control side message links not
available

¢ Nailed up connection not
available

e Card not available

e Open link failed

e Open link aborted

¢ PM failed to open link
¢ MS failed to open link
e ENET failed to connect

PM Character string Identifies the peripheral module
connected to the link.

Port 0-3 Indicates the peripheral port connects
to the network link that changes state.

Capability M Identifies the link as a messaging and
speech link.
S Identifies the link as a speech link.
Fiber Identifies the link as a fiber link.

Action
Follow the standard of ce procedures to handle a CBSY PSLINK.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET308

Explanation

Format

The Enhanced Network (ENET) subsystem generates ENET308 when an
in-service trouble (ISTb) on a peripheral side link (PSLINK) is set or cleared.
Formats and examples 2 and 3 are for ber only .

The ENET logs are modi ed to include DS30 equivalent information for logs
that pertain to ber links. A manual action manipulates a DS30 equivalent on
a ber link. The log that the ENET subsystem generates as a result of this
action includes the affected DS30 equivalent.

A manual action on a ber can be on the whole ber or a set of DS30
equivalents in the ber . When a manual action is on a subset of the DS30
equivalents in the ber , the log includes a list of the affected equivalents. A
list does not appear if the manual action affects all DS30 equivalents in the
ber .

Note: An ISTB Reason is required for integrated link maintenance (ILM)
maintained links for the Spectrum Peripheral Module (SPM).

The log report formats for ENET308 are as follows:

Report format 1

*ENET308 mmmdd hh:mm:ss seqnbr INFO ENET PSLink ISTB action
Plane:

pl Shelf: sh Slot: slot Link: link

ISTB Reason: text_reason

PM: pmid Port: port, Capability: captxt

Report format 2

*ENET308 mmmdd hh:mm:ss seqnbr INFO ENET PSLink ISTB action
Plane:

pl Shelf: sh Slot: slot Link: link

ISTB Reason: text_reason

PM: pmid Port: port, Capability: captxt

Report format 3
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ENET308 (continued)

*ENET308 mmmdd hh:mm:ss seqnbr INFO ENET PSLink ISTB action
Plane:

pl Shelf: sh Slot: slot Link: link DS30: ds30

ISTB Reason: text_reason

PM: pmid Port: port, Capability: captxt

Example
Examples of log report ENET308 follow:

Example 1

1.*ENET308 SEP24 00:00:00 2087 INFO ENET PSLink ISTB Set
Plane: 1 Shelf: 03 Slot: 10 Link: 03
ISTB Reason: Message test failed on path through MS 1
PM: LGC 2 Port: 07 Capability: M,S

Example 2

1.*ENET308 SEP24 00:00:00 2087 INFO ENET PSLink ISTB Set
Plane: 1 Shelf: 03 Slot: 10 Link: 03
ISTB Reason: Message test failed on path through MS 1
PM: LGC 1 Port: 00 Capability: Fiber

Example 3

1.*ENET308 SEP24 00:00:00 2087 INFO ENET PSLink ISTB Set
Plane: 1 Shelf: 03 Slot: 10 Link: 03 DS30: 02
ISTB Reason: Message test failed on path through MS 1

PM: LGC 1 Port: 05 Capability: Fiber

Example 4 for the Spectrum Peripheral Module (SPM)

*ENET308 SEP24 00:00:00 2087 INFO ENET PSLink ISTB Set
Plane: 1 Shelf: 03 Slot:10 LINK: 03
ISTB Reason: Fiber is ISTB
PM: SPM 1 Port: 02 Capability: M,S
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ENET308 (continued)

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

INFO ENET Constant Indicates a pslink is set in-service
PSLink ISTB trouble (ISTb).

action Set/Cleared Indicates if the ISTb reason for card is

set or cleared.

Plane 0-1 Identifies the ENET plane.

Shelf 0-3 Identifies the ENET shelf.

Slot 9-32 Identifies the ENET slot.

Link 0-18 Identifies the link on the crosspoint.

DS30 0-15 Identifies the DS30 equivalent on the
link. Appears only when the link is
fiber.
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ENET308 (continued)

(Sheet 2 of 2)

Field

Value

Description

PM

Port

Capability

ISTB reason

Text

Symbolic text

0-31

MS, S, Fiber

Provides a description of what caused
the ENET subsystem to generate this
report.

e ENET PSLink nil reason.

e DS30 equivalent link on fiber is
SysB.

e DS30 equivalent link on fiber is
ISTB.

* Fault detected on speech channel
of message link.

* Backup message path through
MS 0 had a fault.

* Backup message path through
MS 1 had a fault.

* Message test failed on path
through MS 0.

* Message test failed on path
through MS 1.

e DS30 equivalent link on fiber is
CBSY.

¢ Fiberis ISTB.

Identifies the character string that
defines the peripheral module (PM)
connected to the link. The PM
consists of characters that define the
peripheral name and digits that define
the peripheral number.

Indicates the peripheral port
connected to the network link that
changes state.

Indicates the capability of the link:
messaging and speech, speech, or
fiber link.

Action

Follow standard of ce procedures to deal with SysB PSLINK.
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ENET308 (end)

For the Spectrum Peripheral Module (SPM), log ENET308 indicates whether
the in-service trouble reason for the link has been set or cleared. The log is for
information only. Query speci c reasons for the ISTB by using Q UERYEN
on the MAP workstation CARD level.

Associated OM registers
Operational measurement register ENLKERR (ENET pslink error) increases.

Additional information
There is no additional information.
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ENET309
Explanation
The Enhanced Network (ENET) subsystem generates report ENET309. The
subsystem generates ENET309 when a peripheral side link (pslink) changes
state. The pslink changes from a previous state to a peripheral-side busy state
(PBSY). These previous states include OK, manual busy (MANB), system
busy (SysB) and control-side busy (CBSY).)
Format
The log report format for ENET3009 is as follows:
*ENET mmmdd hh:mm:ss ssdd PBSY ENET Plane: pl Shelf: sh Slot
slot Link: link
PSLink (Fiber) state change. Set from statxt; rsntxt
PM: pmid Port: port Capability: captxt
Example

An example of log report ENET309 follows:

1.*ENET309 SEP24 00:0:00 6000 PBSY ENET Plane: 1 Shelf: 03
Slot:
16 Link 033
PSLink Fiber state change. Set from OK; PM out of
service
PM: LTG 3 Port: 3 Capability: MS

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

PBSY ENET Constant Indicates a pslink changed state.

Plane Integers Identifies the ENET plane.

Shelf Integers Identifies the ENET shelf.

Slot Integers Identifies the slot number of the
crosspoint.

Link 0-15 Identifies the link on the crosspoint.
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ENET309 (end)

(Sheet 2 of 2)

Field Value Description

Set from statxt OK, MANB, SysB, Indicates the previous state of the
CBSY pslink.

rsntxt PM out-of-service Provides a description of what caused
PM out-of-service, the system to generate this report.
card not available

PM Character string Identifies the peripheral module that
connects to the link.

Port Integers Indicates the peripheral port that
connects to the network link that
changed state.

Capability M Identifies the link capability as a
messaging and speech link.

S Identifies the link capability as a
speech link.

Optical Fiber Identifies the link capability as an
optical fiber link.

Action

Follow the standard of ce procedures that describe how handle peripheral-side
busy links.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET311

Explanation
The Enhanced Network (ENET) subsystem generates log report ENET311.

The subsystem generates ENET311 when a peripheral side link (pslink) test
runs and fails. A log format is required for integrated link maintenance (ILM)
maintained links for Spectrum Peripheral Module (SPM).

The subsystem generates format 1 when the pslink on a speech link fails.
The subsystem generates format 2 is when the pslink on a message link fails.
The subsystem generates format 3 when the pslink on a ber link f ails.
Formats 3 and 4, and examples 3 and 4, are for ber only .

Format 5 and example 5 are for the Spectrum Peripheral Module (SPM).

The ENET logs now include DS30 equivalent information for logs for ber
links.

When a manual action manipulates a DS30 equivalent on a ber link, the
subsystem generates a log. This log includes the DS30 equivalent affected.

A test of a ber can be on the whole ber or a set of DS30 equi valents in the
ber .

When a manual test is on DS30 equivalents within the ber , the subsystem

generates ENET311. This log includes a list of the equivalents affected. A list
does not appear if the manual action affects all DS30 equivalents in the ber .

Format
The log report formats for ENET311 are as follows:

Format 1
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ENET311 (continued)

**ENET311 mmmdd hh:mm:ss ssdd FAIL ENET Link Test
Plane: pl Shelf: sh Slot: slot Link: link
Test Type: typtxt
PM: pmid, Port: port, Capability: captxt
Test is initiated by ORIGINATOR
Speech Test: speech_test_result
<speech subtests results>
Suspected faulty card list:
Site  FIr RPos Bay_id Shf Description Slot EQPEC

Format 2

**ENET311 mmmdd hh:mm:ss ssdd FAIL ENET Link Test
Plane: pl Shelf: sh Slot: slot Link: link
Test Type: typtxt
PM: pmid, Port: port, Capability: captxt
Test is initiated by ORIGINATOR
message_test_result
Speech Test: speech_test_result
<speech subtests results>
Suspected faulty card list:
Site  FIr RPos Bay_id Shf Description Slot EQPEC

Format 3

**ENET311 mmmdd hh:mm:ss ssdd FAIL ENET Link Test
Plane: pl Shelf: sh Slot: slot Link: link
Test Type: typtxt
PM: pmid, Port: port, Capability: captxt
Test is initiated by ORIGINATOR
fiber_test_fail_information
Suspected faulty card list:
Site  FIr RPos Bay_id Shf Description Slot EqQPEC

Format 4
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ENET311 (continued)

**ENET311 mmmdd hh:mm:ss ssdd FAIL ENET Link Test
Plane: pl Shelf: sh Slot: slot Link: link DS30: ds30
Test Type: typtxt
PM: pmid, Port: port, Capability: captxt
Test is initiated by ORIGINATOR
fiber_fail information

Format 5 (Spectrum Peripheral Module)

**ENET311 mmmdd hh:mm:ss ssdd FAIL ENET Link Test
Plane:pl Shelf: sh Slot: slot Link: link Test Type: type_txt
PM: pmid
Test initiated by ORIGINATOR
Fail reason: fault
Problem severity: severity
Problem Type: problem_type
Suspect card list: card_list

Examples
Examples of log report ENET311 follow:

Example 1

1.** ENET311 SEP24 11:26:15 4714 FAIL ENET Link Test
Test Plane: 1 Shelf: 00 Slot 10 Link: 04
Test Type: DS30 Link Test
PM: DTC 0, Port: 11 Capability: S
Test is initiated by Inservice Audit
Speech Test: Failed

ENET Looparound : Aborted, not run by PM
ENET311 PM Looparound : Failed, exceeded
threshold

DURATION: 1 secs, THRESHOLD: 1, HITS: 15

Suspected faulty card list:

Site Fir RPos Bay id Shf Description Slot EgPEC
HOST 01 FO5 ENCO0OO 13 ENET:1:00 30 9X41BA
BACK

HOST 01 FO5 ENCO0OO 13 ENET:1:00 30 9X35BA
FRNT

HOST 01 FO5 ENCO0OO 13 ENET:1:00 30 9X36BA
FRNT

And PM link interface hardware.
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ENET311 (continued)

Example 2

1.** ENET311 SEP24 11:26:15 4714 FAIL ENET Link Test
Plane: 1 Shelf: 00 Slot 10 Link: 04
Test Type: DS30 Link Test
PM: DTC 0, Port: 11 Capability: MS
Test is initiated by Inservice Audit
MS: 1, Card: 6, Port: 10, Primary: Message Test Failed
ENET internal path test: exceeded threshold,

DURATION: lsecs, THRESHOLD: 1, HITS: 15

Speech Test: Failed

ENET Looparound : Aborted, not run by PM

PM Looparound : Channel not available
Suspected faulty card list:

Site Fir RPos Bay id Shf Description Slot EgPEC
HOST 01 FO5 ENCO00O 13 ENET:1:00 30 9X41BA
BACK

HOST 01 FO5 ENCO00O 13 ENET:1:00 30 9X35BA
FRNT

HOST 01 FO5 ENCO00O 13 ENET:1:00 30 9X36BA
FRNT

And appropriate MS port cards.

Example 3

1.** ENET311 SEP24 11:26:15 4714 FAIL ENET Link Test
Test Plane: 1 Shelf: 0 Slot 10 Link: 04
Test Type: DS30 Link Test
PM: DTC 0, Port: 11 Capability: MS
Test is initiated by Inservice Audit
Fail reason: Local DS512 errors
Looparound hit count: 12 THRESHOLD: 1

co O

Suspect card list:

Site Fir RPos Bay id Shf Description Slot EgPEC

HOST 01 FO5 ENCO00O 13 ENET:1:00 30 9X41BA

BACK

HOST 01 FO5 ENCO00O 13 ENET:1:00 30 9X35BA

FRNT

HOST 01 FO5 ENCO00O 13 ENET:1:00 30 9X36BA
Example 4

DMS-100 Family NA 100 Log Report Reference Manual Volume 4 of 8 LET0015 and up



1-152 Log reports

ENET311 (continued)

1.**ENET311 SEP24 11:26:15 4714 FAIL ENET Link Test

Plane: 1 Shelf: 0 Slot: 10 Link: 02 DS30: 02 Test Type:
DS30 Test on Fiber
PM: DTC 0, Port: 05, Capability: Fiber

Test is initiated by Manual Test

Fail reason: local ds512 errors
Looparound hit count: 12 THRESHOLD: 1
Suspect card list

Site Flr RPos Bay id Shf Description Slot EgQPEC
HOST 01 FO5 ENCOOO 13 ENET:1:00 30 ©9SX45BA
BACK

HOST 01 FO5 ENCOOO 13 ENET:1:00 30 9SX35BA
FRNT

HOST 01 FO5 ENCOOO 13 ENET:1:00 30 ©9SX36BA
FRNT

Example 5 (Spectrum Peripheral Module)

1.**ENET311 SEP24 11:26:15 4714 FAIL ENET Link Test
Test Plane: 1 Shelf: 00 Slot 10 Link: 04 Test Type:
PM: SPM O
Test initiated by ENET
Fail reason: Far end frame error
Suspect card list: no cardlist available

Field descriptions

The following table describes each eld in the log report:

fiber

(Sheet 1 of 6)

Field Value Description

FAIL ENET Link Test Constant Indicates that the system ran a pslink
test and the test failed.

Plane 0-1 Identifies the ENET plane.

pl n Identifies the ENET plane.

Shelf 0-3 Identifies the ENET shelf.

sh nn Identifies the ENET shelf.

Slot 9-32 Identifies the ENET slot.

Link 0-18 Identifies the link on the crosspoint.
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ENET311 (continued)

(Sheet 2 of 6)

Field Value Description

DS30 0-15 Identifies the DS30 equivalent on the
link. This field value only appears
when the link is fiber.

Test Type DS30 Link Test, DS30 Test Identifies the type of pslink test.
on Fiber Test

typtxt DS30 Link Test, DS30 Test Identifies the type of pslink test.
on Fiber Test

PM Alphanumeric Indicates the character string that
defines the peripheral module (PM)
that connects to the link.

This string consists of characters that
define the name of the peripheral,
and digits that define the number of
the peripheral.

Refer to table I.

pmid Alphanumeric Indicates the character string that
defines the peripheral module (PM)
that connects to the link.

This string consists of characters that
define the name of the peripheral,
and digits that define the number of
the peripheral.

Refer to table |I.

Port 0-31 Indicates the peripheral port that
connects to the network link that the
system tested.

port 0-31 Indicates the peripheral port that
connects to the network link that
changed state.

Capability constant Indicates the capability of the link:
messaging and speech, speech,
extended message and speech, or
fiber link.

captxt M Identifies the link as a messaging link.

Identifies the link as a speech link.
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ENET311 (continued)

(Sheet 3 of 6)
Field Value Description
Fiber Identifies the link as a fiber link.
E Identifies the link as an extended
message link.
Originator Manual RTS, System RTS, Provides a description of the agent

In-service audit, Manual in
service, Test, Manual,
Out-Of-Service Test, MS
In-Service Request, MS
Out-Of-Service Request

Failed; Passed; Not run, PM
isolated; Aborted; Timed out

Speech Test

Failed; Passed; Not run, PM
isolated; Aborted; Timed out

speech_test_result

<speech subtests
results>

ENET looparound, PM
looparound

fiber_fail_information Fail reason: fiber_fail_reason,
THRESHOLD: threshold
DURATION: duration, failure
that is not shown, Card
resources not available,
Hardware access failed,
Aborted by higher priority
request, Local DS512 errors,
Remote DS512 errors, Fxpm
alarm looparound failed,
Fxpm data looparound failed,
Fiber receiver mode is not
correct, Bad frame pulse on
fiber, Alarm code that is not
expected, Test parameters
that are not correct, Fxpm
failed to detect DS512 error

that invoked the link test.

Indicates result of the speech test.

Indicates result of the speech test.

Appears only if the PM was not
isolated and the system did not run
the speech test.

Displays the subfields
<enet_looparound_result>, or
<pm_looparound_result>, with
<test_fail_abort_reason>,
<duration>, <threshold>, and <hits>.

Lists reasons for test failure of fiber
link. Displays for fiber tests only
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(Sheet 4 of 6)

Field

Value

Description

fiber_fail_card_list

message_test_result

message_test_overall_r
esults

ENET Looparound

enet_looparound_result

Designates cards

ms (0, 1)

ms_card (two digits)

ms_port (two digits)

prim_sec (primary or
secondary)

PM failed to maintenance
open, ENET failed to make
connection, MS failed to
maintenance open,
Maintenance open failed,
Maintenance open aborted,
Maintenance timed out,
Message test not run,
Message test passed,
Message test aborted,
Message test timed out

Not run; Passed; Failed;
Aborted, PM did not run test;
Timed out

Not run; Passed; Failed;
Aborted, PM did not run test;
Timed out

Indicates the list of cards that can
cause the test failure.

This list is in the standard card list
format, and appears as the list
appears on the MAP terminal.

Identifies the message switch (MS)
that connects to the network link.

Identifies the MS card that connects
to the link that the system tested.

Identifies the MS port that connects to
the network link that the system
tested.

Indicates if the message switch port
that connects to the network link that
the system tested is primary or
secondary.

This value only applies to message
links.

Indicates the results of the message
tests.

Indicates the ENET looparound test
result.

Indicates the ENET looparound test
result.
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ENET311 (continued)

(Sheet 5 of 6)

Field

Value

Description

pm_looparound_result

test_fail_abort_reason

DURATION

THRESHOLD

HITS

Suspected faulty card
list

<card list>

PM looparound cannot turn
off, Channel not available, PM
does not support, Not run,
Passed, Failed, Aborted,
Timed out

Exceeded threshold, Card
access error, Conn verify
failed, Local messaging error,
Conn verify timeout, Conn not
set up, Resources in use,
ENET out-of-service card not
equipped on path OSS card
on path, Offline card on path
connection exists, Bad data
value, Bad pathend, Bad input
PARM, Internal error, Bad
PARM group aborted by other
mtce channel in use

Time_value_(0-255)_Time_u
nit (ms, 10ms, secs, mins,
hours, aeons, 100ms)

Two digits

0-32767

Standard card list format, PM
link interface hardware,
Correct MS port cards

Standard card list format, PM
link interface hardware,
Correct MS port cards

Indicates the PM looparound test
result.

Lists reasons for failure of the PM and
ENET looparound tests.

Indicates the duration of the test.

Indicates the maximum number of
allowed hits.

Displays the number of hits that
occurred. A hit is one detection of
data that is not compatible along the
path.

Indicates the list of cards that the
system suspects caused the test
failure.

This list is in the format of standard
card list, and appears as the list
appears on the MAP terminal.

Indicates the list of cards that can
cause the test to fail.

This list is in the standard card list
format, and appears as the list
appears on the MAP terminal.
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(Sheet 6 of 6)

Field

Value

Description

path_test_result

fault

severity

problem-type

Not run, Passed, Failed,
Aborted, Timed out

link reset received from far
end

CRC error detected
local loopback exists
receive loss of frame detected
transmit led driver fault
10b12b error

12blb loopback exists
10blb loopback exists
remote loopback exists
local frame error

far end frame error

far end receive error

far end remote loopback
exists

hardware access error

fiber link receive hit counter is
broken

fiber link receive hits is over
threshold

critical problem
non-critical problem

no problem

endpoint problem

end-to-end problem

Indicates the results of the path test.

Contains fault description

Contains the severity of the fault

Contains the problem type

Action

Follow the standard of ce procedures that describe how to deal with peripheral
side link tests that fail.
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ENET311 (end)

For this type of report, multiple logs are generated for each piece of
information. That is, one log is generated for the fault reason, another log is
generated for the card list.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET312

Explanation
The Enhanced Network (ENET) subsystem generates report ENET312. The
subsystem generates ENET312 when the PM message path through the ENET
plane switches links. The path switches from one C-side ber link to another
C-side ber link.

Format
The log report formats for ENET312 are as follows:

Format 1

1.ENET312 mmmdd hh:mm:ss ssdd INFO
MESSAGE PATH RESWITCHING  PM: pmid;
ENET: pl-pr; XPT: cd, LINK: link;
Old route: MS n CARD ¢ PORT p New Route: MS n CARD ¢ PORT p

Format 2

1.ENET312 mmmdd hh:mm:ss ssdd INFO ENET Pside Link Reswitching
Message Path
Plane: pl Shelf: sh Slot: slot Link: link PM: pmid Port: port
Old route: MS n Card ms_card Port ms_port New route: MS n
Card ms_card Port ms_port
text_reason

Example
An example of log report ENET312 follows:

Example 1

1.ENET312 MAY31 08:22:31 2112 INFO
MESSAGE PATH RESWITCHING PM: DCM 3;
ENET: 0-1; XPT: 16, LINK: 3;
0ld route: MS 0 CARD 02 PORT 1; New Route: MS 1 CARD 03
PORT 3

Example 2
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ENET312 (continued)

1.ENET312 APRO1 00:00:001 6001 INFO ENET Pside Link
Reswitching Message Path

Plane: 0 Shelf:

01 Slot: 16 Link: 03 PM: DCM3 Port: O

0ld route: MS 0 Card 08 Port 1 New route: MS 1

Card 08 Port 1

MS Port went out of service

Field descriptions

The following table describes each eld in the log report:

Field Value Description

INFO MESSAGE PATH Constant Indicates a message path has switched.

RESWITCHING

pmid Refer to Table I. Identifies the peripheral module affected.

ENET: pl-pr (0-1) - (0-3) Identifies the ENET plane and pair numbers.

XPT: cd 11-26 Identifies the slot number of the crosspoints.

LINK: link 0-15 Identifies the link on the crosspoint.

Old route Constant Indicates that the following MS, card, and port
values pertain to the old message path.

New Route Constant Indicates that the following MS, card, and port
values pertain to the new message path.

MS n 0,1 Identifies the message switch.

CARD ¢ 6-23 Identifies the card number of the message
switch that the system uses for the message
path.

PORT: p 0-3 Indicates the peripheral port that the system
uses for the message path.

Action

There is no action required.

Associated OM registers

There are no associated OM registers.

297-8021-840 Standard 14.02 May 2001




Log reports  1-161

ENET312 (end)

Additional information
There is no additional information.
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ENET313

Explanation

The Enhanced Network (ENET) subsystem generates log report ENET313.
The subsystem generates ENET113 when a speci ed path with too man y
recent faults prevents message path reswitching. The path uses a primary link.
Messaging continues to use the route through the other message switch (MS).

This log now includes DS30 equivalent information for ber links. When a
manual action manipulates a DS30 equivalent on a ber link, the subsystem
generates a log. This log includes the DS30 equivalent affected.

Format
The log report format for ENET313 is as follows:

Format 1

*ENET313 mmmdd hh:mm:ss ssdd INFO ENET PSLink Message Path
Not Reswitched
Plane: pl Shelf: sh Slot: slot Link: link PM: pmid
Port: port
Route over MS n CARD c PORT p has had too many recent faults
Messaging remains on MS n Card ¢ Port p.

Format 2

*ENET313 mmmdd hh:mm:ss ssdd INFO ENET PSLink Message Path
Not Reswitched
Plane: pl Shelf: sh Slot: slot Link: link (DS30: ds30) PM: pmid
Port: port
Route over MS n CARD ms_card PORT ms_port has had too many
recent faults
Messaging remains on MS n Card ms_card Port ms_port.

Example
An example of log report ENET313 follows:

Example 1
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ENET313 (continued)

1.*ENET313 MAY31 08:22:31 2112 INFO ENET PSLink Message Path

Not Reswitched

Plane: 0 Shelf: 01 Slot: 16 Link: 03 PM: DCM 3
Port: 2

Route over MS 0 CARD 08 PORT 1 has had too many recent
faults

Messaging remains on MS 1 Card 08 Port 1.

Example 2

1.*ENET313 APRO1 00:00:00 6002 INFO ENET PSLink Message Path

Not Reswitched
Plane: 0 Shelf: 01 Slot: 16 Link: 03 DS30: 00 PM: DCM 3
Port: O
Route over MS 0 Card 08 Port 1 has had too many recent
faults.
Messaging remains on MS 1 Card 08 Port 1.

Field descriptions

(Sheet 1 of 2)

The following table describes each eld in the log report:

Field Value Description

INFO ENET PSLink Constant Indicates a message path reswitch failed.

Message Path Not

Reswitched

Plane Integers Identifies the ENET plane.

Shelf Integers Identifies the ENET shelf.

Slot Integers Identifies the slot on the specified shelf.

Link 0-15 Identifies the link on the crosspoint. This value
includes DS30 equivalent information on a fiber
link.

PM Alphanumeric Identifies the peripheral module (PM) affected.

Port Integers Indicates the peripheral port that connects to

the network link that changed state.
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ENET313 (end)

(Sheet 2 of 2)
Field Value Description
Route over MS n CARD ¢ Integers Indicates the MS, card, and port that has had
PORT p has had too many too many faults.
recent faults
Messaging remains on MS  Integers Indicates the MS, card, and port on which
n Card c Port p messaging remains.
Action

This log indicates that the speci ed MS card and port are defective. Normally,
different log identi es the f ault and the defective component is placed out of
service. If the fault is not continuous, the ENET313 log appears repeatedly.
At this point, the technician should follow standard of ce procedures for how
to handle MS, card, and port failures.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET314

Explanation

The Enhanced Network (ENET) subsystem generates log report ENET314
each hour. This log report provides a summary of audit corrections of ENET
pslink link during this period. The subsystem only generates ENET314 when
the system makes audit corrections.

Format
The log report format for ENET314 is as follows:

FP503 mmmdd hh:mm:ss ssdd INFO ENET PSIDE link audit summary
Since last summary:
Number of attempts to RTS SysB links: rts_num
Number of link status mismatches corrected: mis_num
Number of MS port status mismatches corrected: cml_num
Number of messaging nailed-up connection mismatches
corrected: nuc_num

Example
An example of log report ENET314 follows:

ENET314 MAR23 20:40:12 4689 INFO ENET PSIDE link audit
summary
Number of attempts to RTS SysB links: 5
Number of link status mismatches corrected: 1
Number of MS port status mismatches corrected: 1
Number of messaging nailed-up connection mismatches
corrected: 2

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

rts_num variable length Indicates the number of attempts to return
system-busy (SysB) links to service
between the last summary and now.

mis_num variable length Indicates the number of times that the audit
corrected a mismatch between the last
summary and now. This mismatch is a
mismatch of the pside link state.
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ENET314 (end)

(Sheet 2 of 2)
Field Value Description
cml_num variable length Indicates the number of times the audit
corrected some mismatches between the
last summary and now. These mismatches
are the active and inactive mismatches of
the CML PBIT.
nuc_num variable length Indicates the number of nailed-up
connection (NUC) mismatches that the audit
corrected between the last summary and
now.
Action

There is no action required.

Associated OM registers

There are no associated OM registers.
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ENET315

Explanation

The Enhanced Network (ENET) subsystem generates log report ENET315.
The subsystem generates ENET315 when a user uses the ALTTEST command
to change a P-side maintenance default parameter. This command is on the

card level of the MAP.
Format
The log report format for ENET315 is as follows:
ENET?315 mmmdd hh:mm:ss ssdd INFO ENET PSide MTCE Parameter
Changed
ENET PSIDE mtce_default_parameter alt_text
Example

An example of log report ENET315 follows:

1.ENET315 MAR23 20:41:46 5992 INFO ENET PSide MTCE Parameter
Changed
ENET PSide fiber loop around test default DURATION
changed From 5 seconds To 10 seconds

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

INFO ENET PSide MTCE  Constant Indicates that ENET PSide maintenance state

Parameter Changed changed.

mtce_default_parameter 1-15 Link PM loop around test default DURATION.
1-15 Link PM loop around test default THRESHOLD.
0-15 Fiber test default local DS512 error

THRESHOLD.

0-15 Fiber loop around test default THRESHOLD.
1-60 Fiber loop around test default DURATION.
1-51 Link low priority audit period.
1-255 Link high priority audit period.
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(Sheet 2 of 2)

Field Value Description
ON or OFF Link audit

alt_text changed From Identifies the number of times that the audit
init_value To corrected the mismatch of the Pside link state
new_value between the last summary and now.

cml_num variable length The number of times that the audit corrected

the active and inactive cmlpbit mismatch
between the last summary and now.

nuc_num variable length The number of mismatches of messaging
nailed-up connections that the audit corrected
between the last summary and now.

Action
There is no action required. This log indicates the actions of the ENET Pside
link audit between the last printed summary and now.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET400

Explanation

The Enhanced Network (ENET) subsystem generates log report ENET400.
The subsystem generates this report when the system nds a fault on one of the
ENET control side (C-side) links. The log text contains the exact fault reason.

Format
The log report format for ENET400 is as follows:
*ENET400 mmmdd hh:mm:ss ssdd FLT ENET Control-Side Link Fault
CSLink fault detected. Plane: pl Shelf: sh CSLink: link
Translated CSLink: MS: ms Card: mscd Port: mspt
fault_reason
Example

An example of log report ENET400 follows:

1.*ENET400 FEBO1l 00:00:00 6001 FLT ENET Control-Side Link
Fault
CSLink fault detected. Plane: 0 Shelf: 00 CSLink: 0
Translated CSLink: MS: 0 Card: 10 Port: O
LH Link code error.

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

FLT ENET Control-Side Constant Indicates the system detected a fault on a
Link Fault, CSLink fault C-side link.

detected

Plane 0,1 Identifies the ENET plane.

Shelf 0-3 Identifies the ENET shelf.

CSlink 0,1 Identifies the link with faults.

MS Integers Identifies the message switch (MS).

Card Integers Identifies the card.
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ENET400 (continued)

(Sheet 2 of 2)

Field Value Description

Port Integers Identifies the port.

Fault_reason Text Provides a description of the detected fault.
Refer to Reasons table at the end of this log
report.

Action

Follow standard of ce procedures that describes how to deal with failed tests
of C-side link.

Associated OM registers
There are no associated OM registers.

Additional information

The following is a list of reasons that cause the subsystem to generate this log
report:

* LH WAM time-out

* LH WAN time-out

* LH WACK time-out

* LH WAS time-out

* LH CRC not correct

* LH Double NACK

* LH Link code error

*  BAC Port timer error

* BAC Port msg over o w

* BAC Port msg error

*  BAC FIFO purge

*  BAC FIFO to LH time-out
*  BAC Bus to FIFO time-out
*  BAC FIFO full

*  BAC RCX parity error

* Messaging on a closed link

* Message and Bus Error
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* Loss of Sync

» Fiber slip error

* 10BI12B code word error

*  Open request failed caused by ber f ault

* Open request failed caused by of port fault
* Messaging hardware failed to con gure

* End-to-End message test failed.
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ENET401

Explanation

The Enhanced Network (ENET) subsystem generates log report ENET401.
The subsystem generates ENET401 when the system nds a f ault with the
control side (C-side) links. The system runs a link test when the port is tested
or returned to service (RTS). This port is the message switch (MS) port that
attaches to an ENET.

Format
The log report format for ENET401 is as follows:

*ENET401 mmmdd hh:mm:ss ssdd FAIL ENET Control Side Link Test
Plane: pl Shelf: sh CSLink: link
Reason: rsntxt
cardlist

Example
An example of log report ENET401 follows:

1.*ENET401 FEBO1l 00:00:00 6001 FAIL ENET Control Side Link
Test
Plane: 0 Shelf: 00 CSLink: O
Reason: Messaging hardware failed to configure.
Site Flr RPos Bay id Shf Description Slot EgPec
HOST 23 D31 NWSC098 00 ENET:0:00 08 NT9X40
BA Back

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

FAIL ENET Control Side Constant Indicates the system ran a C-side link test on an
Link Test MS port that connected to an ENET.

Plane 0,1 Identifies the ENET plane.

Shelf 0-3 Identifies the ENET shelf.
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(Sheet 2 of 2)
Field Value Description
CSLink 0, 1 Identifies the defective link
Reason Text Provides a description of the detected fault.
Refer to Reasons table at the end of this log
report.
Action

Follow standard of ce procedures that describes how to deal with failed tests
of C-side link.

Associated OM registers
There are no associated OM registers.

Additional information

The following is a list of reasons that cause the subsystem to generate this log
report:

* LH WAM time-out

* LH WAN time-out

* LH WACK time-out

* LH WAS time-out

* LH CRC not correct CRC
* LH Double NACK

* LH Link code error

*  BAC Port timer error

* BAC Port msg over o w

* BAC Port msg error

*  BAC FIFO purge

*  BAC FIFO to LH time-out
*  BAC Bus to FIFO time-out
*  BAC FIFO full

*  BAC RCX parity error

* Messaging on a closed link

* Message and Bus Error
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* Loss of Sync

» Fiber slip error

* 10BI12B code word error

*  Open request failed caused by ber f ault
*  Open request failed caused by port fault
* Messaging hardware failed to con gure

* End-to-End message test failed.
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ENET402

Explanation

Format

Example

The Enhanced Network (ENET) subsystem generates this report if any C-side
link faults have occurred on an in-service ENET port during the last audit
cycle. This log is generated in order to display the nature of the faults. Only
non-zero error types (faults) are displayed.

The format for log report ENET402 follows:

*ENET402 mmmdd hh:mm:ss ssdd INFO ENET Control-Side Link Fault
Audit Report

Plane: pl Shelf: sh CSLink: link

Translated CSLink: MS: ms Card: mscd Port: mspt

fault_reason :errcnt

An example of log report ENET402 follows:

*ENET402 FEBO1l 00:00:00 6001 INFO ENET Control-Side Link
Fault Audit Report
Report Plane: 0 Shelf: 02 CSLink: 0

Translated CSLink: MS: 0 Card: 10 Port: O

LH Invalid CHKSUM. :0001

Field descriptions

(Sheet 1 of 2)

The following table explains each of the elds in the log report:

Field Value Description

INFO ENET Control-Side Constant Indicates at least one fault was incurred during
Link Fault Audit Report the last C-side link audit cycle.

Plane 0,1 Identifies the ENET plane.

Shelf 0-3 Identifies the ENET shelf.

CSLink 0,1 Identifies the faulty link.

MS Integers Identifies the message switch (MS).

Card Integers Identifies the card.
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(Sheet 2 of 2)
Field Value Description
Port Integers Identifies the port.
fault_reason Text Provides a description of the fault that was
detected. Refer to the list of reasons in the
Additional information section.
errcnt 4 digits Provides the number of faults for each C-side
error type that was incurred during the last
C-side link audit cycle.
Action

For information only. No action is required.

Associated OM registers
None

Additional information
The following is a list of reasons for generating this log report:

Spurious fault interrupt
LH WAM time-out

LH WAN time-out

LH WACK time-out

LH WAS time-out

LH Invalid CRC

LH Double NACK

LH Invalid CHKSUM

LH Link code error

BAC Port timer error
BAC Port msg over o w
BAC Port msg error

BAC FIFO purge

BAC FIFO to LH time-out
BAC Bus to FIFO time-out
BAC FIFO full
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*  BAC RCX parity error

* Messaging on a closed link
* Message Card Bus Error

* Loss of Sync

* Fiber slip error

* 10B12B code word error
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ENET403
Explanation
The Enhanced Network (ENET) subsystem generates log report ENET403.
The subsystem generates ENET403 when a manual switch of reference links
or a switch by the system sync audit occurs.
Format
The log report format for ENET403 is as follows:
*ENET403 mmmdd hh:mm:ss ssdd INFO ENET Reference Link Switched
Plane: pl Shelf: sh SYNC To MS: By <reason> Action
Example

An example of log report ENET403 follows:

*ENET403 JUL10 00:41:41 0700 INFO ENET Reference Link
Switched
Plane: 1 Shelf: 00 SYNC To MS:1 By Manual Action

Field descriptions
The following table describes each eld in the log report:

Field Value Description
INFO ENET Reference Link Constant Indicates that a reference link has switched.
Switched
pl 0,1 Identifies the ENET plane.
sh 0-3 Identifies the ENET shelf.
link 0,1 Identifies the defective link.
Action

There is no action required.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET404

Explanation
The Enhanced Network (ENET) subsystem log report ENET404. The
clock-switching subsystem in the Central transmits requests to the Local. This
subsystem transmits a request two or three times if the system loses or rejects
the rst request. The system loses a request if the system does not recei ve a
response from the Local in 5 s. When this condition occurs the subsystem
generates this report.

Format
The log report format for ENET404 is as follows:
ENET404 <mmmdd> <hh:mm:ss> <ssdd> INFO Switch Reference Link
Failed
Plane: <pl> Shelf: <sh> Attempt: <att> To MS:<ms> By <originator>
Reason: <failure_reason>
Example

An example of log report ENET404 follows:

ENET404 JUL10 00:41:41 0700 INFO Switch Reference Link

Failed
Plane: 0 Shelf:00 Attempt: 1 To MS:1 By Manual Action
Reason: Target Link is Closed

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

Date mmmdd Indicates the date the subsystem generated
the report.

Time hh:mm:ss Indicates the time of day the subsystem

generated the report.

Sequence Hit## Indicates the sequence number of the report
that the subsystem generated.

Plane Oto1 Indicates the plane of the ENET for which
the subsystem generated the report.
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Field Value Description

Shelf 00 to 03 Indicates the shelf of the ENET for which the
subsystem generated the report.

Attempts 1t03 Indicates the number of attempts to switch
the clock reference.

MS Integers Indicates the target MS unit that provides
the reference clock source.

Originator Text Indicates the source of the clock-switching
request. A manual switch of reference or
the system initiates the request.

Failure_reason Text Indicates the reason the clock-switching
operation failed.

Maintenance name Text Indicates the maintenance request that
blocked the clock-switching operation.

Action

There is no immediate action required.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET500

Explanation

The Enhanced Network (ENET) subsystem generates log report ENET500.
The subsystem generates this report when the scheduled invocation of the
ENET Routine Exercise (REX) Test is modi ed. The ENET le vel MAP
REXTSst command schedules the ENET REX Test again.

Format
The log report format for ENETS500 is as follows:

ENET500 FEBO1 00:00:00 6001 INFO ENET REX SCHEDULED TEST
text_information

Example
An example of log report ENET500 follows:

ENET500 FEBO1l 00:00:00 6001 INFO ENET REX SCHEDULED TEST
MON TUE WED THU FRI SAT SUN
ON ON ON ON ON ON ON

Field descriptions
The following table describes each eld in the log report:

Field Value Description

INFO ENET REXSCHEDULED Constant Indicates the re-schedule of REX Test.

TEST

text_information MON,TUE,WED,T  Displays the days of the week that the REX
HU,FRI,SAT,SUN  Test runs or does not run.

Action
There is no action required. For information only.

Associated OM registers
There are no associated OM registers.
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ENET501
Explanation
The enhanced network (ENET) subsystem generates log report ENET501
when data in table REXSCHED disables REX testing on the ENET. The
ENETS501 log results each day when the data disables REX testing.
Format
The log report format for ENETS501 is as follows:
ENET501 mmmdd hh:mm:ss ssdd INFO ENET REX Scheduling by
SREX controller
ENET REX IS DISABLED INDEFINITELY. RExSch alarm raised
Example

An example of log report ENET501 follows:

ENET501 APR18 14:04:01 5888 INFO ENET REx Scheduling by SREX Controller
ENET REX IS DISABLED INDEFINITELY. RExSch alarm raised.

Field descriptions

The following table describes each eld in the log report:

Field Value

Description

INFO ENET REX Scheduling by constant
SREX Controller

Indicates information about the state
of the ENET SREX controller follows.

ENET REX IS DISABLED constant Indicates interruption of REX testing
INDEFINITELY. on the ENET.
RExSch alarm raised. constant Indicates the raise of the RExSch
alarm .
Action

Determine if it is necessary to disable the ENET REX test. If required, a
change of data in table REXSCHED allows ENET REX testing.

Associated OM registers

There are no associated OM registers.
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ENET502

Explanation

Format

Example

The enhanced Network (ENET) subsystem generates ENET502. The
subsystem generates ENET502 when the ENET Routine Exercise (REX) Test
cannot run manually or through system action.

The log report format for ENETS502 is as follows:

ENET502 mmmdd hh:mm:ss ssdd INFO ENET REX TEST UNABLE TO
RUN
PLANE: pl; text_information_1; text_information_2

An example of log report ENET502 follows:

ENET502 FEBO1l 00:00:00 6001 INFO ENET REX TEST UNABLE TO RUN
PLANE: 0 ; SYSTEM INVOLVED ; C-SIDE LINK BUSY

Field descriptions

(Sheet 1 of 2)

The following table describes each eld in the log report:

Field Value Description

INFO ENET REX TEST Constant Indicates the REX Test cannot run.

UNABLE TO RUN

PLANE 0,1 The ENET plane on which the REX
Test was to occur.
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Field Value Description

text_information_1 MANUALLY INVOKED or Indicates the source of the REX Test
SYSTEM INVOKED request.

text_information_2 text string, one of:- C-SIDE Indicates the reason why performance
LINK IS BUSYPM WOULD BE of the REX Test did not occur.
ISOLATEDANOTHER REX
TEST IS IN PROGRESSTEST
IS DISABLEDHIGHER
PRIORITY MAINTENANCE IS
IN PROGRESSNOT
APPROPRIATE SHELF
STATUSNOT SUFFICIENT
RESOURCESNOT
PERMITTED CARD STATE

Action
There is no action required. This report is for information only.

Associated OM registers
There are no associated OM registers.
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ENET503

Explanation
The Enhanced Network (ENET) subsystem generates ENET503 when the
ENET Routine Exercise (REX) Test has begun.

Format
The log report format for ENET503 is as follows:
ENET503 mmmdd hh:mm:ss ssdd INFO ENET REX TEST STARTED
PLANE: pl; Invoker_information;
Example

An example of log report ENET503 follows:

ENET503 FEBO1l 00:00:00 6001 INFO ENET REX TEST STARTED
PLANE: 0 ; SYSTEM INVOKED;

Field descriptions
The following table describes each eld in the log report:

Field Value Description

INFO ENET REX TEST Constant Indicates the REX Test begun.

STARTED

PLANE 0,1 The ENET plane on which performance of

the REX Test occurs.

Invoker_information MANUALLY Indicates the source of the REX Test.
INVOKED or
SYSTEM
INVOKED

Action

There is no action required. For information only.

Associated OM registers
There are no associated OM registers.
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ENET505
Explanation
The Enhanced Network (ENET) subsystem generates ENET505 when the
ENET routine exercise (REX) test fails.
Format
The log report format for ENETS505 is as follows:
ENET505 mmmdd hh:mm:ss ssdd FAIL ENET REX Test Failed
Plane: pl; Invoker_information
Cardlist
Example

An example of log report ENET505 follows:

.ENET505 FEBO1l 00:00:00 6001 FAIL ENET REX Test Failed
Plane: 0 ; System Invoked ;
Site Flr RPos Bay id Shf Description Slot EgPec
HOST 23 D31 NWSC098 00 ENET:0:00 08 NT9X40BA

Field descriptions
The following table describes each eld in the log report:

Field Value Description

FAIL ENET REX Test Failed  Constant An ENET REX test failed

Plane 0,1 The ENET plane

Invoker_information Manually or system Invoked Invokes the ENET REX test

Cardlist Representative text Identifies ENET cards that
failed ENET REX test. Defined
in table ENCDINV in network
card inventory.

Action
Replace the cards in the cardlist.

Associated OM registers
There are no associated OM registers.
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Additional information
There is no additional information.
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ENET506
Explanation
The Enhanced Network (ENET) subsystem generates log report ENET506
when the ENET Routine Exercise (REX) Test aborts.
Format
The log report format for ENET506 is as follows:
ENET506 mmmdd hh:mm:ss ssdd INFO ENET REX TEST ABORTED
PLANE: pl; Invoker_information;
Example

An example of log report ENET506 follows:

ENET506 FEBO1l 00:00:00 6001 INFO ENET REX TEST ABORTED
PLANE: 0 ; SYSTEM INVOKED ;

Field descriptions
The following table describes each eld in the log report:

Field Value Description
INFO ENET REX TEST Constant Indicates the REX Test aborted.
ABORTED
PLANE 0,1 The ENET plane on which the performance
of the REX Test occurred.
Invoker_information MANUALLY Indicates the source of the REX Test.
INVOKED or
SYSTEM
INVOKED
Action

There is no action required. This log report is for information only.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET507

Explanation

The Enhanced Network (ENET) subsystem generates ENET507. The
subsystem generates ENET507 when the ENET Routine Exercise (REX) Test
has not completed because of an internal error.

Format
The log report format for ENETS507 is as follows:
ENET507 mmmdd hh:mm:ss ssdd INFO ENET REX TEST
INCOMPLETE
PLANE: pl; Invoker_information;
Example

An example of log report ENET507 follows:

ENET507 FEBO1l 00:00:00 6001 INFO ENET REX TEST INCOMPLETE
PLANE: 0 ; SYSTEM INVOKED

Field descriptions
The following table describes each eld in the log report:

Field Value Description
INFO ENET REX TEST Constant Indicates the REX Test is not complete.
INCOMPLETE
PLANE 0,1 The ENET plane on which performance of
the ENET REX Test occurred.
nvoker_information MANUALLY Indicates the source of the ENET REX Test.
INVOKED or
SYSTEM
INVOKED
Action

There is no action required. This report is for information only.

Associated OM registers
There are no associated OM registers.
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Additional information
There is no additional information.
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ENET508

Explanation

The Enhanced Network (ENET) subsystem generates report ENET508 when
the ENET routine exercise (REX) test passes with non-severe failures.

Format
The log report format for ENETS508 is as follows:

ENET508 mmmdd hh:mm:ss ssdd FAIL ENET REX Passed With In
Service

Trouble

Plane: pl; invoker_information

Cardlist

Example
An example of log report ENET508 follows:

ENET508 FEBO1 00:00:00 6001 FAIL ENET REX Passed With In

Service
Trouble
Plane: 0 ; System Invoked ;
Site Flr RPos Bay id Shf Description Slot EgPec
HOST 23 D31 NWSC098 00 ENET:0:00 08
NTO9X40BA

Field descriptions
The following table describes each eld in the log report:

Field Value Description

FAIL ENET REX Passed With Constant Prompt of the ENET REX test
Inservice Trouble occurred.

Plane 0,1 The ENET plane where

performance of the ENET REX
test occurred.

Invoker_information Manually/System invoked Agent that invokes of the ENET
REX test.
Cardlist Symbolic text ENET cards, defined in table

ENCDINV of network card
inventory, that failed the test.
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Action
If necessary, replace the cards in the card list.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET509

Explanation

Format

Example

The Enhanced Network (ENET) subsystem generates ENET509. This report
occurs when a system REX test abandons because of the instability of the
components of the mate plane. The log text contains the fault reason. An
ENET plane does not have stability if one or more nodes, cards, paddleboards
or p-side links become SBsy in 12 to 24 hours.

The log report format for ENETS5009 is as follows:

ENET509 <mmmdd> <hh:mm:ss> <ssdd> INFO ENET REX Test Unable
to Run
Plane: <pl> ; System Invoked ; Opposite plane is unstable

Component Shelf Slot Link DS30 SBsy
type count

<comp>  <shelf> <slot> <link> <no> <cnt>
<comp>  <shelf> <slot> <link> <no> <cnt>
<comp>  <shelf> <slot> <link> <no> <cnt>

One to three information lines are in this log. The number of information lines
depends on the amount of invalid components detected in the last evaluation
cycle. An evaluation cycle spans 12 to 24 hours. The log shown above
contains the maximum (3) number of information lines.

An example of log report ENET509 follows:

ENET509 MAY1l6 00:00:00 7854 INFO ENET REX Test Unable to Run
Plane: 0 ; System Invoked ; Opposite plane is unstable

Component Shelf Slot Link DS30 SBsy

type count
Link 0 26 2 1 2
Card 0 10 1
Pb 0 23 1
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Field descriptions

The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value

Description

Date mmmdd

Time hh:mm:ss

Sequence ssdd

Plane 0-1

Component Text

Shelf 0-3

Slot 00-31

Link 0-18

Indicates the date of report generation.

Indicates the time of day report generation
occurred.

Indicates the sequence number of the report
generated.

Indicates the plane number the REX test
attempt occurred on.

A component can be node, shelf, card,
paddleboard or link.

Indicates the shelf number to which the
component that does not have stability
belongs.

Indicates the slot number for the card that
does not have stability, or paddleboard or
link component.

If the link that does not have stability is
optical fiber, the field identifies the DS30
equivalent link on the crosspoint. The link
canbe Oor1or2.

If the link that does not have stability is a
group of copper/fiber, the field identifies the
copper link on the crosspoint. The link can
be between 0 and 15. The field also
identifies the DS30 equivalent link on the
crosspoint. The DS30 equivalent link can be
16 or 17 or 18.
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Field Value Description

No 0-15 If the link that does not stability is optical
fiber, the field identifies DS30 equivalent on
the link (the group or "bundle" of channels).
If the link that does not stability is not optical
fiber, this entry will be empty.

Cnt 1-30 Indicates the number of times the
component registered as SBsy in the last 12
to 24 hours.

Action

There is no special action required. The high offender component list in the
log report may help investigate any persistent stability problems.

Associated OM registers
There are no directly associated OM registers. Some of the ENET OM
registers peg component state changes, but the range of the counts differs.

Additional information
There is no additional information.
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ENET510
Explanation
The Enhanced Network (ENET) subsystem generates log report ENET510
when an ENET NODE Routine Exercise (REX) Test:
* starts
* cannot run
* aborts
* has an inappropriate PSLINK status
* is not complete
Format
The log report format for ENET510 is as follows:
ENET510 mmmdd hh:mm:ss ssdd INFO ENET NODE REX TEST
PLANE: pl ; SHELF: pr ; Information_type; Invoker_Information;
Not_run_reasons
Example

An example of log report ENET510 follows:

ENET510 FEBO1l 00:00:00 6001 INFO ENET NODE REX TEST
PLANE: 0 ; SHELF: 0 ; UNABLE TO RUN; SYSTEM INVOKED;
C-SIDE LINK IS BUSY

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

INFO ENET NODE REX Constant Indicates REX Test started.
TEST

PLANE 0,1 The ENET plane on which the

subsystem performs or performed the
ENET REX Test.

SHELF 0, 1 The ENET shelf on which the
subsystem performs or performed the
ENET REX Test.
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Field

Value

Description

Information_type

Invoker_information

Not_run_reasons

text string, one of:
STARTED
UNABLE TO RUN
ABORTED
INCOMPLETE

MANUALLY INVOKED or
SYSTEM INVOKED

text string, one of the
following:

C-SIDE LINK IS BUSY
PM WOULD BE ISOLATED

ANOTHER REX TEST IS IN
PROGRESS

TEST IS DISABLED
HIGHER PRIORITY

MAINTENANCE IS IN
PROGRESS

APPROPRIATE SHELF
STATUS

RESOURCES NOT
SUFFICIENT

NOT LEGAL CARD STATE

INAPPROPRIATE PSLINK
STATUS

Provides information on the
development of the NODE REX Test.

Indicates the source of the ENET REX
Test.

Indicates the reason why the ENET
REX Test was not able to run on the
shelf.

Action

There is no action required. For information only.
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Associated OM registers
There are no associated OM registers.
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ENET512

Explanation

The Enhanced Network (ENET) subsystem generates log report ENET512.
The subsystem generates ENET512 when ENET NODE routine exercise
(REX) tests pass or fail with in-service trouble.

Format

The log report format for ENETS512 is as follows:

ENET512 mmmdd hh:mm:ss ssdd FAIL ENET NODE REX Test
Plane: pl; Shelf: sh; Fail_type; Invoker;

Cardlist

Example

An example of log report ENET512 follows:

ENET512 FEBO1l 00:00:

Plane: 0; Shelf:
Site Flr RPos
HOST 23 D31

Field descriptions

00 6001 FAIL ENET NODE REX Test

0; Failed; System Invoked;
Bay id Shf Description Slot EgPec
NWSC098 00 ENET:0:00 08 NT9X36BA

The following table describes each eld in the log report:

Field Value Description
FAIL ENET NODE REX Constant Indicates the ENET NODE REX test ran.
Test
Plane 0,1 Identifies the ENET plane on which the ENET
NODE REX test performance occurred.
Shelf 0-3 Identifies the ENET shelf on which the ENET
NODE REX test performance occurred.
Fail_type Failed Passed with  Indicates the type of failure that occurred.
in-service trouble
Invoker Manually Invoked/ Indicates the source of the ENET REX test.
System Invoked
Cardlist Symbolic text Provides the location of the card that failed the

ENET REX test. Defined in Table ENCDINV
network card inventory.
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Action
If necessary, replace the cards in the cardlist.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET520

Explanation

The Enhanced Network (ENET) subsystem generates log report ENET520.
The subsystem generates ENET520 when the ENET MATRIX Routine
Exercise (REX) Test starts, cannot run, aborts, or is not complete.

Format
The log report format for ENETS520 is as follows:
ENET520 mmmdd hh:mm:ss ssdd INFO ENET MATRIX REX TEST
PLANE: pl ; Information_type; Invoker_information; Not_run_reasons
Example

An example of log report ENET520 follows:

ENET520 FEBO1l 00:00:00 6001 INFO ENET MATRIX REX TEST
PLANE: 0; UNABLE TO RUN; SYSTEM INVOKED; TEST IS DISABLED

Field descriptions

The following table describes each eld in the log report:

(Sheet 1 of 2)

Description

Field Value

INFO ENET MATRIXREX Constant

TEST

PLANE 0, 1

Information_type text string, one of: STARTED
UNABLE TO RUN
ABORTED
INCOMPLETE

Invoker_information MANUALLY INVOKED or

SYSTEM INVOKED

Indicates a matrix REX Test that the
subsystem performs or performed.

The ENET plane on which the
subsystem performs or performed the
MATRIX REX Test.

Provides information on the
development of the MATRIX REX
Test.

Indicates the source of the MATRIX
REX Test.
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Field

Value

Description

Not_run_reasons could
not be run.

text string, one of: ANOTHER
REX TEST IS IN PROGRESS

TEST IS DISABLED
HIGHER PRIORITY
MAINTENANCE IS IN
PROGRESS
NAPPROPRIATE SHELF
STATUS

NSUFFICIENT
RESOURCES

ILLEGAL CARD STATE

Indicates the reason why the MATRIX
REX Test.

Action

There is no action required.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET522

Explanation

The Enhanced Network (ENET) subsystem generates ENET522. The
subsystem generates ENET522 when the ENET MATRIX routine exercise
(REX) test fails or passes with in-service trouble.

Format
The log report format for ENETS522 is as follows:
ENET522 mmmdd hh:mm:ss ssdd FAIL ENET MATRIX REX Test
Plane: pl; Fail_type; Invoker
Cardlist
Example

An example of log report ENET522 follows:

ENET522 FEBO1l 00:00:00 6001 FAIL ENET MATRIX REX test
Plane: 0; Failed; System Invoked ;

Site Flr Rpos Bay id Shf Description Slot EgPec
HOST 23 D31 NWSC098 00 ENET:0:00 08
NT9X36BA

Field descriptions
The following table describes each eld in the log report:

Field Value Description
FAIL ENET MATRIX REX  Constant Indicates the subsystem ran an ENET MATRIX
Test REX test.
Plane 0,1 Identifies the ENET plane on which the
subsystem performed the ENET MATRIX REX
test.
Fail_type Failed. Passed Identifies the type of failure that occurred.
with in-service
trouble.

Invoker Manually Invoked Indicates the source of the ENET REX test.
System Invoked

Cardlist Symbolic text Identifies the position of the card involved in the
ENET REX test. Defined in Table ENCDINV
network card inventory.
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Action
If necessary, replace the cards in the cardlist.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET600

Explanation

The Enhanced Network (ENET) subsystem generates ENET6000 when the
user starts a bit-error-rate test (BERT).

Format
The log report format for ENET600 is as follows:
ENET600 mmmdd hh:mm:ss ssdd INFO ENET BERT STARTED
BERT NUMBER: num ;PLANE: pl ;TOTAL TEST TIME: mm:ss
ERR RATE TO VERIFY: err rate
Example

An example of log report ENET600 follows:

ENET600 FEBO1l 00:00:00 6001 INFO ENET BERT STARTED
BERT NUMBER: 0 ;PLANE: 1 ;TOTAL TEST TIME: 17:00
ERR RATE TO VERIFY: 10E-12

Field descriptions
The following table describes each eld in the log report:

Field Value Description

INFO ENET BERT STARTED Constant Indicates an ENET BERT test that the
system started.

BERT NUMBER num, single digit Gives the number of the BERT that started.

PLANE 0,1 The plane on which the system runs the
BERT.

TOTAL TEST TIME mm:ss The length of time for that the system ran the
BERT.

ERR RATE TO VERIFY hex. digits Indicates the best error rate that can be

verified given the length of the test.

Action
There is no action required.

Associated OM registers
There are no associated OM registers.
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Additional information
There is no additional information.
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ENET601

Explanation

The Enhanced Network (ENET) subsystem generates ENET601 when the
ENET bit-error-rate-test (BERT) is completed.

Format
The log report format for ENET601 is as follows:
ENET601 mmmdd hh:mm:ss ssdd INFO ENET BERT Complete
Bert Number: n Plane: pl Total test time: mm:ss
Error Rate: err Number of Hits: n Number of Suspect Paths: n
Example

An example of log report ENET601 follows:

ENET601 mmmdd hh:mm:ss ssdd INFO ENET BERT Complete
Bert Number: 3 Plane: 0 Total test time: 17:00
Error Rate:10E-12 Number of Hits:0 Number of Suspect
Paths:0

Field descriptions
The following table describes each eld in the log report:

Field Value Description

INFO ENET BERT Constant Indicates a completed ENET BERT test.

Complete

Bert Number Integer Indicates the number of the test that the system
started.

Plane Integer Identifies the ENET plane on which the system

runs the ENET BERT.

Total test time Integers Indicates the time the test takes to complete.

Error Rate 0000-FFFF Indicates the current error rate the test
calculated.

Number of Hits Integers Indicates the total number of hits the test
detected.

Number of Suspect Paths Integers Indicates the number of paths that the test

found to contain hits.
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Action
Test suspected paths to determine the cause of errors.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET602

Explanation

Format

Example

Field desc

(Sheet 1 of 2)

The Enhanced Network (ENET) subsystem generates ENET602. The
subsystem generates ENET602 when the ENET bit-error-rate-test (BERT) is
manually stopped.

The log report format for ENET602 is as follows:

ENET602 mmmdd hh:mm:ss ssdd INFO ENET BERT Stopped
Bert Number: n Plane: pl Total test time: mm:ss
Error Rate: err Number of Hits: n Number of Suspect Paths: n

An example of log report ENET602 follows:

ENET602 mmmdd hh:mm:ss ssdd INFO ENET BERT Stopped
Bert Number: 3 Plane: 0 Total test time: 17:00
Error Rate:10E-12 Number of Hits:0 Number of Suspect
Paths:0

riptions
The following table describes each eld in the log report:

Field Value Description

INFO ENET BERT Stopped Constant Indicates an ENET BERT test was manually
stopped.

Bert Number Integers Indicates the number of the test that started.

Plane Integers Identifies the ENET plane on which the ENET
BERT runs.

Total test time Integers Indicates the time in minutes and seconds that
the test takes to complete.

Error Rate Alphanumeric Indicates the current error rate the test
calculated.
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ENET602 (end)

(Sheet 2 of 2)
Field Value Description
Number of Hits Integers Indicates the total number of hits the test
detected.
Number of Suspect Paths Integers Indicates the number of paths found to contain
hits.
Action

Test suspected paths to determine the cause of errors.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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ENET603

Explanation

The Enhanced Network (ENET) subsystem issues ENET603 when higher
priority maintenance aborts an ENET bit-error-rate-test (BERT).

Format
The log report format for ENET603 is as follows:
ENET603 mmmdd hh:mm:ss ssdd INFO ENET BERT Aborted
Bert Number: n Plane: pl Total test time: mm:ss
Error Rate: err Number of Hits: n Number of Suspect Paths: n
Example

An example of log report ENET603 follows:

ENET603 mmmdd hh:mm:ss ssdd INFO ENET BERT Aborted
Bert Number: 3 Plane: 0 Total test time: 17:00
Error Rate:10E-12 Number of Hits:0 Number of Suspect
Paths:0

Field descriptions
The following table describes each eld in the log report:

Field Value Description

INFO ENET BERT Aborted Constant Indicates an ENET BERT test aborted.

Bert Number Integers Number of the test that started.

Plane Integers Plane where ENET BERT runs.

Total test time Integers Minutes and seconds to complete the test.

Error Rate Alphanumeric Test calculates current error rate.

Number of Hits Integers Total hits that the test detected.

Number of Suspect Paths Integers Number of paths that contain hits.
Action

Test suspected paths to check the cause of errors.
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Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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EQAC100

Explanation
The system sends an equal access (EA) feature group D (FGD) multifrequency
(MF) to signaling system 7 (SS7) call to treatment. This action occurs because
not enough EA MF to SS7 extension blocks are present. The Equal Access
(EQAC) subsystem generates EQAC100 to indicate that treatment receives
this call. Of ce parameter EA_FGD_MFTOSS7_CIP in table OFCVAR is set
to Y. The EA FGD MF to SS7 CIP calls require EA MF to SS7 extension
blocks.

Increase the value of of ce parameter EA_MF_SS7_EXT_BLOCK_COUNT
in table OFCENG so that treatment does not receive calls.

Format
The log report format for EQAC100 is as follows:

* EQAC100 mmmdd hh:mm:ss ssdd FAIL EA Datafill Error
CKT <outgoing trunk CLLI>
Comment 1
INCOMING CKT = <incoming trunk CLLI>
Comment 2
digits received = <digit stream>
Comment 3

Example
An example of log report EQAC100 follows:

* EQAC100 MAR16 00:11:34 9100 FAIL EA Datafill Error
CKT ISUP2WITT 0
EA MF to SS7 call dropped
INCOMING CKT = EATANDEMIC 1
increase EA MF SS7 EXT BLOCK COUNT in table OFCENG
digits received = 5198880050
Call sent to treatment: no MF to SS7 extension block.
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Field descriptions

The following table describes each eld in the log report:

Field Value Description
* Alarm One asterisk indicates that the system
generates this log report to represent a
minor alarm condition.
FAIL EA Datafill error Constant Describes the type of error the log report
contains.
CKT 1- to 12-character  Indicates the common language location
string identifier (CLLI) of the outgoing trunk, as
entered in table CLLI
Comment 1 Character string Indicates that the system dropped an EA
FGD MF to SS7 call.
INCOMING CKT 1-to 12-character  Indicates the CLLI of the incoming trunk, as
string entered in table CLLI
Comment 2 Character string Describes the action required that prevents
the generation of this log report
Digit stream Numeric (0-30 Contains the first digit stream the system
digits) received in the failed EA FGD MF to SS7
call
Comment 3 Character string Indicates that the system routed a call to
treatment because of lack of EA MF to SS7
extension blocks
Action

Increase the value of of ce parameter EA_MF_SS7_EXT_BLOCK_COUNT
in table OFCENG.

Associated OM registers
There are no associated OM registers.
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EQAC600

Explanation
The Equal Access (EQAC) subsystem generates this log to indicate that an
Automatic Number Identi cation (ANI) failure on an incoming Feature Group
D (FGD) Intertoll (IT)/Traf ¢ Operator Position System (T OPS)/ Super
Centralized Automatic Messaging Accounting (SCAMA) or cellular trunk
(MF signaling) to ATC trunk (ISUP signaling) exists. This action occurs when
an incoming MF trunk does not have the correct ANI.

Format
The log report format for EQAC600 is as follows:
EQAC600 mmmdd hh:mm:ss nnnn INFO ANI FAILURE REPORT

THE ORIGINATING TRUNK : CKT <trkid>

THE TERMINATING TRUNK  : CKT <trkid>

THE ANI INFORMATION DIGITS: <digits>

THE CALLED NUMBER : <dn>

THE ANI DIGITS : <digits>
Example

An example of log report EQAC600 follows:

RTPT EQAC600 DECOS 10:14:33 4000 INFO ANI FAILURE REPORT

THE ORIGINATING TRUNK : CKT MEF2WIT 1
THE TERMINATING TRUNK : CKT ISUP2WATC 0
THE CALLED NUMBER : 4078881174

THE ANI INFORMATION DIGITS: 02

ANI DIGITS : 6136215000

Field descriptions
The following table explains each of the elds in the log report.

(Sheet 1 of 2)

Field Value Description

ANI failure report Constant Indicates the type of error the log report
contains.

originating trunk CLLI nnnn Indicates the common language location
identifier (CLLI) of the originating trunk
group, as entered in table CLLI.
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(Sheet 2 of 2)
Field Value Description
terminating trunk CLLI nnnn Indicates the common language location
identifier (CLLI) of the terminating trunk
group, as entered in table CLLI.
called number Numeric (0-9 Contains the called number received on the
digits) originating trunk.
ANI information digits Numeric (0-9 Contains the ANI information digits. This
digits) field can display a '$' if no ANI information
digits are received.
ANI digits Numeric (0-9 Contains the Automatic Number
digits) Identification (ANI). This field can display a
'$' if no ANI information digits are received.
Action

An ANI failure does not require immediate action. It is logged in LOGUTIL
with an EQACG600 title to provide the operating company with the information
needed to nd and correct the problem.

Associated OM registers
None
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ESA101

Explanation

Format

Example

The emergency stand-alone (ESA) subsystem generates ESA101 when the
system loads remote emergency stand-alone static data. This action occurs
when the automatic lines (AUL) supported in ESA for the remote site are
exceeded. Remote switching centers (RSC) and remote line concentrating
modules (RLCM) are two types of remotes that use this data..

The log report format for ESA101 is as follows:

ESA101 mmmdd hh:mm:ss ssdd INFO ESA AUTOMATIC LINE TABLE
OVERFLOW

Xpmtxt n unittxt
CALLS DURING ESA WILL BE AFFECTED

An example of log report ESA101 follows:

ESA101 MAR1S 13:14:40 3782 INFO ESA AUTOMATIC LINE TABLE
OVERFLOW
ESA O
CALLS DURING ESA WILL BE AFFECTED

Field descriptions

The following table describes each eld in the log report:

Field Value Description

INFOESAAUTOMATIC Constant Indicates the maximum lines that the ESA

LINE TABLE automatic line data table defines are exceeded

OVERFLOW

xpmtxt RCC or ESA Log issued for an RCC or ESA

n 0,1 Identifies the RCC or ESA affected

unittxt Unit 0/1 : Act/Inact Active or not active unit. If xpmtxt value is
ESA, this field is left blank. ESA is a single
unit.

CALLS DURING ESA Constant Indicates table overflow conditions affect

WILL BE AFFECTED service during ESA
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ESA101 (end)

Action

Recon gure the remote site customer entry to completely support ESA.
Recon gure so lines that are not 0-PO TS AUL lines are less than or equal to
255 for RSC and 63 for RLCM.

Associated OM registers
There are no associated OM registers.
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ESA102

Explanation

Format

Example

The emergency stand-alone (ESA) subsystem generates ESA102 when the
system loads remote emergency stand-alone static data. This action occurs
when the Meridian Digital Centrex (MDC) customer groups supported in ESA
for a remote site is exceeded. The system treats parts of over o w groups as
POTS lines.

The log report format for ESA102 is as follows:

ESA102 mmmdd hh:mm:ss ssdd INFO ESA CUSTOMER LINE TABLE
OVERFLOW

Xpmtxt n unittxt
CALLS DURING ESA WILL BE AFFECTED

An example of log report ESA102 follows:

ESA102 MAR19 13:14:40 3782 INFO ESA CUSTOMER LINE TABLE
OVERFLOW

RCC 1 Unit 0 : Act

CALLS DURING ESA WILL BE AFFECTED

Field descriptions

The following table describes each eld in the log report:

Field Value Description
INFO ESA CUSTOMER Constant Indicates the maximum number of MDC
LINE TABLE customer groups that the ESA customer line
OVERFLOW table was exceeded
xpmtxt RCC, ESA The system generates the log for a remote
cluster controller (RCC) or an ESA
n 0,1 Identifies the RCC or ESA affected
unittxt Unit 0/1 : Active or not active unit. If xpmixt is ESA, this
field is blank. ESA is a single unit.
Act/Inact
CALLS DURING ESA Constant Customer line table overflow conditions affect
WILL BE AFFECTED service during ESA
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ESA102 (end)

Action

Recon gure the remote site to maintain full service in ESA. Change entry in
customer tables so that the number of MDC customer groups does not exceed
288 for RSC and 32 for RLCM.

Associated OM registers
There are no associated OM registers.
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ESA103

Explanation

Format

Example

The Emergency Stand-Alone (ESA) subsystem generates ESA103. This
action occurs when the maximum number of ESA pre x translators e xceeds
the translators the ESA can support for the remote site. This condition occurs
when the system loads remote emergency stand-alone static data. Remote
Switching Centers (RSC) and Remote Line Concentrating Modules (RLCM)
use this data.

The format for log report ESA103 is as follows:

ESA103 mmmdd hh:mm:ss ssdd INFO ESA PREFIX TABLE
OVERFLOW

Xpmtxt n unittxt
CALLS DURING ESA WILL BE AFFECTED

An example of log report ESA103 follows:

ESA103 MAR19 13:14:40 3782 INFO ESA PREFIX TABLE OVERFLOW
ESA 1
CALLS DURING ESA WILL BE AFFECTED

Field descriptions

(Sheet 1 of 2)

The following table explains each of eld in the log report:

Field Value Description

INFO ESA PREFIX Constant Indicates overflow of the ESA prefix table.

TABLE OVERFLOW

xpmtxt RCC, ESA Identifies if a remote cluster controller (RCC)
or an ESA causes the system to generate the
log.

n 0,1 Identifies the affected RCC or ESA.
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ESA103 (end)

(Sheet 2 of 2)
Field Value Description
unittxt Unit 0/1 : Act/Inact Identifies which unit is active or inactive. If the
value of xpmtxt is ESA, this field remains
blank, as the ESA is a single unit.
CALLS DURING ESA Constant Indicates that Prefix table overflow conditions
WILL BE AFFECTED affects service during ESA.
Action

Recon gure the remote site to maintain full support in ESA. Change the
entries in customer tables. The total number of ESA pre x translators for the
remote site must be a maximum of 2299 for RSC. For RLCM, the total
number must be a maximum of 272.

Associated OM registers
There are no associated OM registers.

297-8021-840 Standard 14.02 May 2001



Log reports  1-223

ESA104

Explanation

Format

Example

The Emergency Stand-Alone (ESA) subsystem generates ESA104. This
action occurs when the maximum number of Meridian Digital Centrex (MDC)
extension translators exceeds the translators the ESA can support for the
remote site. If this condition occurs when the system loads a remote
emergency stand-alone static data, the subsystem generates ESA104. Remote
Switching Centers (RSC) and Remote Line Concentrating Modules (RLCM)
use this data.

The format for log report ESA104 is as follows:

ESA104 mmmdd hh:mm:ss ssdd INFO ESA EXTENSION TABLE
OVERFLOW

Xpmtxt n unittxt

CALLS DURING ESA WILL BE AFFECTED

An example of log report ESA104 follows:

ESA104 MAR19 13:14:40 3782 INFO ESA EXTENSION TABLE OVERFLOW
RCC 0 Unit 1 : Inact
CALLS DURING ESA WILL BE AFFECTED

Field descriptions

(Sheet 1 of 2)

The following table describes each eld in the log report:

Field Value Description

INFO ESA EXTENSION Constant Indicates overflow of the ESA extension table

TABLE OVERFLOW that contains translators for each MDC
customer group

xpmitxt RCC, ESA Identifies if the system generates the log for a
remote cluster controller (RCC) or an ESA

n 0,1 Identifies the affected RCC or ESA
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Field Value Description
unittxt Unit 0/1 : Act/Inact Identifies which unit is active or not active. If
the value of xpmixt is ESA, this field remains
blank, as the ESA is a single unit.
CALLS DURING ESA Constant Indicates that extension table overflow
WILL BE AFFECTED conditions affect service during ESA
Action

To maintain full support in ESA, change entries in customer tables.

Recon gure the remote site. The number of MDC translators for the customer
groups in the RSC must be a maximum of 2304 for RSC. The total number for
RLCM must be a maximum of 256.

Associated OM registers
There are no associated OM registers.
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ESA105

Explanation

The Emergency Stand Alone (ESA) subsystem generates ESA105. The
maximum number of directory numbers (DN) the ESA can support for the
remote site can be exceeded. If this event occurs when the system loads remote
emergency stand alone static data, the subsystem generates ESA105. Remote
Switching Centers (RSC) and Remote Line Concentrating Modules (RLCM)
use this data.

Format
The log report format for ESA105 is as follows:
ESA105 mmmdd hh:mm:ss ssdd INFO ESA ABCD TABLE
OVERFLOW
Xpmtxt n unittxt
CALLS DURING ESA WILL BE AFFECTED
Example

An example of log report ESA105 follows:

ESA105 MAR19 13:14:40 3782 INFO ESA ABCD TABLE OVERFLOW
ESA 1
CALLS DURING ESA WILL BE AFFECTED

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

INFO ESA ABCD Constant Indicates overflow of the ESA ABCD table that
TABLE OVERFLOW contains data for each DN in the RSC.
xpmitxt RCC, ESA Identifies if the system generates the log for a

Remote Cluster Controller (RCC) or an ESA.

n 0,1 Identifies the affected RCC or ESA.
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Field Value Description
unittxt Unit 0/1 : Act/Inact Identifies which unit is active or not active. If
the value of xpmixt is ESA, this field remains
blank, as the ESA is a single unit.
CALLS DURING ESA Constant Indicates that the maximum number of DN the
WILL BE AFFECTED RSC-ESA can supportis exceeded and affects
calls during ESA.
Action

Change entries in the line tables to recon gure the remote site to maintain full
support in ESA. The number of DN in the remote site must be a maximum
of 5760 for RSC. The number of DNs for RLCM must be a maximum of 640.

Associated OM registers
There are no associated OM registers.
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ESA106

Explanation

Format

Example

The Emergency Stand Alone (ESA) subsystem generates ESA106. The
maximum number of hunt groups the ESA can support for the remote site can
be exceeded. If this condition occurs when the system loads a remote
emergency stand alone static data, the system generates ESA106. Remote
Switching Centers (RSC) and Remote Line Concentrating Modules (RLCM)
use this data.

The log report format for ESA106 is as follows:

ESA106 mmmdd hh:mm:ss ssdd INFO ESA HUNT HEADER
TABLE OVERFLOW

Xpmtxt n unittxt

CALLS DURING ESA WILL BE AFFECTED

An example of log report ESA106 follows:

ESA106 MAR1S 13:14:40 3782 INFO ESA HUNT HEADER TABLE
OVERFLOW

ESA O

CALLS DURING ESA WILL BE AFFECTED

Field descriptions

(Sheet 1 of 2)

The following table describes each eld in the log report:

Field Value Description

INFO ESA HUNT Constant Indicates overflow of the ESA HUNT HEADER

HEADER TABLE table that contains data for each hunt group in

OVERFLOW the RSC.

xpmitxt RCC, ESA Identifies if the subsystem generates the log
for a Remote Cluster Controller (RCC) or an
ESA.

n 0,1 Identifies the affected RCC or ESA.
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(Sheet 2 of 2)
Field Value Description
unittxt Unit 0/1 : Act/Inact Identifies which unit is active or not active. If

CALLS DURING ESA Constant

WILL BE AFFECTED

the value of the xpmixt is ESA, this field
remains blank, as the ESA is a single unit.

Indicates that the maximum number of hunt
groups the RSC-ESA can support is exceeded
and affects calls during ESA .

Action

Change entries in the hunt tables to recon gure the remote site to maintain full
support in ESA. The number of hunt groups in the RSC must be a maximum
of 200 for for RSC. The number of hunt groups for RLCM must be a

maximum of 26.

Associated OM registers

There are no associated OM registers.
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ESA107

Explanation

Format

Example

The Emergency Stand Alone (ESA) subsystem generates ESA107. The
maximum number of hunt members the ESA can support for the remote site
can be exceeded. If this condition occurs when the system loads a remote
Emergency Stand Alone static data, the subsystem generates ESA107.
Remote Switching Center (RSC) and Remote Line Concentrating Modules
(RLCM) use this data.

The log report format for ESA107 is as follows:

ESA107 mmmdd hh:mm:ss ssdd INFO ESA HUNT MEMBER TABLE
OVERFLOW

Xpmtxt n untitxt

CALLS DURING ESA WILL BE AFFECTED

An example of log report ESA107 follows:

ESA107 MAR19 13:14:40 3782 INFO ESA HUNT MEMBER TABLE
OVERFLOW

RCC 1 Unit 0 : Act

CALLS DURING ESA WILL BE AFFECTED

Field descriptions

(Sheet 1 of 2)

The following table describes each eld in the log report:

Field Value Description

ESA HUNT MEMBER Constant Indicates overflow of ESA Hunt Member table

TABLE OVERFLOW that contains data for each line in the RSC that
belongs to a hunt group.

xpmitxt RCC, ESA Identifies if the subsystem generates the log
for a RCC (Remote Cluster Controller) or an
ESA.

n 0,1 Identifies the affected RCC or ESA.
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(Sheet 2 of 2)
Field Value Description
unittxt Unit 0/1 : Act/Inact Identifies which unit is active or not active. If

CALLS DURING ESA
WILL BE AFFECTED

Constant

the value of xpmixt is ESA, this field remains
blank, as the ESA is a single unit.

Indicates that the maximum number of hunt
members that RSC-ESA can support is
exceeded and affects calls during ESA.

Action

Change the entries in the hunt tables to recon gure the remote site to maintain
full support in ESA. The number of lines that belong to hunt groups must be

a maximum of 4,000 for the RSC. The number of lines for the RLCM must be

a maximum of 520.

Associated OM registers

There are no associated OM registers.
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ESA108

Explanation

The Emergency Stand-Alone (ESA) subsystem generates ESA108. The
subsystem generates ESA108 when the detection of a change in data occurs
when the system loads a remote emergency stand-alone static data. As aresult,
aloss of some ABCD table data occurs and call termination does not take place
on the affected lines. Remote Line Concentrating Modules (RLCM) use this
data.

Format
The log report format for ESA108 is as follows:

ESA108 mmmdd hh:mm:ss ssdd INFO DATA CHANGE DURING
ESA DATA BUILD

DETECTED

Xpmtxt n unittxt

CALLS DURING ESA WILL BE AFFECTED

Example
An example of log report ESA108 follows:

ESA108 MAR19 13:14:40 3782 INFO DATA CHANGE DURING ESA
DATA BUILD

DETECTED

RCC ESA 1

CALLS DURING ESA WILL BE AFFECTED

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

INFO DATA CHANGE Constant Indicates the detection of a change in the data

DURING ESA DATA during ESA data build.

BUILD DETECTED

xpmitxt RCC, ESA Identifies if the subsystem generates the log
for a remote cluster controller (RCC) or an
ESA.

n 0,1 Identifies the affected RCC or ESA.
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(Sheet 2 of 2)

Field Value

Description

unittxt Unit 0/1 : Act/Inact

CALLS DURING ESA Constant

WILL BE AFFECTED

Identifies which unit is active or not active. If
the value of the xpmixt is ESA, this field
remains blank, as the ESA is a single unit.

Indicates that a change in the static data while
the system loads the data affects service
during ESA.

Action

Load the affected data again through the MAP terminal.

Associated OM registers

There are no associated OM registers.
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ESA109

Explanation

Format

Example

The emergency stand-alone (ESA) subsystem generates ESA109 during a
remote switching center (RSC)-ESA static data load. This report indicates the
RSC con guration causes the limit of 64 trunk groups in the ESA trunk data
table to be exceeded. A loss of data occurs.

The data loss causes the RSC in ESA mode to only support 64 ESA trunk
groups. Trunk terminals that lose trunk group data are invalid agents and can
not originate or terminate calls.

The log report format for ESA109 is as follows:

ESA109 mmmdd hh:mm:ss ssdd INFO ESA TRUNK GROUP TABLE
OVERFLOW

NODE NUMBER: nnnn

CALLS DURING ESA WILL BE AFFECTED

An example of log report ESA109 follows:

ESA109 SEP12 12:20:00 3240 INFO ESA TRUNK GROUP TABLE
OVERFLOW
NODE NUMBER: 58
CALLS DURING ESA WILL BE AFFECTED

Field descriptions

The following table describes each eld in the log report:

Field Value Description

INFO ESA TRUNK Constant The maximum number of trunk groups
GROUP TABLE exceeds what RSC-ESA can support.
OVERFLOW

NODE NUMBER 0-2047 Node number for RSC with lost data.

CALLS DURING ESA Constant Data loss for trunk call processing during ESA.
WILL BE AFFECTED Trunk terminals with lost data can not originate

or terminate calls.
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ESA109 (end)

Action

Recon gure RSC so that the total ESA trunk groups for the remote site is a
maximum of 64. This action makes sure RSC has a complete set of ESA data
and corrects this report.

Associated OM registers
There are no associated OM registers.
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ESA110

Explanation
The emergency stand-alone (ESA) subsystem generates ESA110 when the
system loads remote switching center (RSC)-ESA static data. The ESA home
numbering plan area (HNPA) pre x translation entries e xceed the maximum
that the remote site can support.

Format
The log report format for ESA110 is as follows:
ESA110 mmmdd hh:mm:ss ssdd INFO ESA HNPA TABLE OVERFLOW
NODE NUMBER: nnnn
CALLS DURING ESA WILL BE AFFECTED
Example

An example of log report ESA110 follows:

ESA110 MAR17 13:14:40 3082 INFO ESA HNPA TABLE OVERFLOW
RCC NODE NUMBER: 58
CALLS DURING ESA WILL BE AFFECTED

Field descriptions
The following table describes each eld in the log report:

Field Value Description

INFO ESA HNPA Constant The ESA HNPA prefix translation entries

TABLE OVERFLOW exceed the maximum that the remote site can
support.

NODE NUMBER 0-2047 Node number of RSC with lost data

CALLS DURING ESA Constant ESA HNPA prefix translations for the site do

WILL BE AFFECTED not transmit to the remote cluster controller

(RCC). This condition occurs when more than
the maximum acceptable customer groups
define an associated prefix translator.
Meridian Digital Centrex (MDC) customer
groups with lost data cannot terminate on ESA
prefix that ESA supports. Customer groups in
MDC with lost data cannot originate or
terminate calls.
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Action
Make sure the RSC has a complete set of ESA data. Con gure the RSC so that

the number of ESA HNPA pre x translation entries for the RSC is a maximum
of 2299. This action stops log report ESA110.

To con gure the RSC, perform one of the actions that follo w:

* reduce the MDC customer groups on the RSC

» allow a pre x translator that a number of MDC customers share

* reduce the number of entries in some of the pre x translators

Associated OM registers
There are no associated OM registers.
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ESA112

Explanation
The Emergency Stand-Alone (ESA) subsystem generates ESA112. The
subsystem generates ESA112 when the system loads an international remote
line-concentrating module (IRLCM) ESA processor with static data.

The table line attribute in ESA processor contains a data selection in table
LINEATTR in the central control (CC). The table contains a maximum of 255
tuples. The tuples exceed the maximum that the ESA table line attribute can
support. All lines with line attributes that do not t into the table cannot call
process ESA mode. This condition occurs when the table over o ws.

Format
The log report format for ESA112 is as follows:
ESA112 mmmdd hh:mm:ss ssdd INFO ESA Line Attribute Table
Overflow
msgtxt
Example

An example of log report ESA112 is as follows:

ESA112 MAR24 13:10:02 2782 INFO Line Attribute Table
Overflow
Calls during ESA will be affected

Field descriptions
The following table describes each eld in the log report:

Field Value Description
INFO ESA Line Attribute  Constant The tuples in table line attribute of the ESA
Table Overflow exceed the maximum that ESA can support.
Calls during ESA willbe  Constant Overflow of the line attribute table affects call
affected processing during ESA

Action

Modify data entry. Con gure lines in table LINEA TTR so that remote lines
have less than 255 line attribute indices. This action makes sure data are not
lost and the tuple limit is not exceeded.
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ESA112 (end)

Associated OM registers
There are no associated OM registers.
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ESA113

Explanation
The Emergency Stand-Alone (ESA) subsystem generates this report during the
loading of an international remote line concentrating module (IRLCM) ESA
processor with static data. The report indicatesnumber of tuples exceeds the
maximum number tuples in the ESA translations tables.

This table over o w causes the total data that all the lines require to exceed one
of the limits on the transactions data.

Format
The log report format for ESA113 is as follows:
ESA113 mmmdd hh:mm:ss ssdd INFO ESA XLLA Table Overflow
Calls during ESA will be affected
Example

An example of log report ESA113 follows:

ESA113 MAR24 13:10:02 3782 INFO ESA XLA Table Overflow
Calls during ESA will be affected

Field descriptions
The following table explains each eld in the log report:

Field Value Description

INFO ESA Line XLA CONSTANT Indicates that the number of tuples in the ESA

Table Overflow translations tables exceed the maximum
number.

CALLS DURING ESA Constant Call processing during ESA is affected

WILL BE AFFECTED because of the overflow of the universal

translation tables

Action

To make sure that data is not lost and clear this report, modify datall. T o
modify data 1I, mo ve lines in UXLA tables so lines use fewer tuples for
line-to-line calls.

Associated OM registers
There are no associated OM registers.
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ESG100

Explanation
The Emergency Services Group (ESG) system generates a log that contains:
* the directory number (DN) of the originating subscriber
* the common language location identi er (CLLI) of the incoming trunk

* the line equipment number (LEN) and DN of the terminating party

The system generates log ESG100 for intraswitch calls and interswitch calls
over trunks. For intraswitch calls, the log contains the DN of the calling party.
For interswitch calls, the log contains the CLLI of the incoming trunk. The
system prints log report ESG100 when the ESG attendant goes off-hook.

Format
The log report format for ESG100 is as follows:

ESG100 mmmdd hh:mm:ss ssdd INFO EMERGENCY SERVICES
GROUP TRACE

CALLED NUMBER : LEN DN

CALLING NUMBER : LEN DN

Example
An example of log report ESG100 follows:

ESG100 DEC12 16:34:17 6900 INFO EMERGENCY SERVICES GROUP
TRACE
CALLED NUMBER : LEN HOST 02 1 00 11 DN 18870001
CALLING NUMBER: LEN HOST 02 0 06 00 DN 18870062

Field descriptions
The following table describes each eld in the log report.

Description of elds (Sheet 1 of 2)

Field Value Description
ESG100 constant, up to 7 Identifies the log name.
characters
mmmadd 5 alphanumeric Identifies the month (alphabetical) and day
characters (numeric) that the system generates the log.
hh:mm:ss 8 digits Identifies the time that the system generates
the log.
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ESG100 (end)

Description of elds (Sheet 2 of 2)

Field Value Description

ssdd 4 digits Identifies the sequence number of the log.
The sequence number increases when the
system generates a log.

INFO EMERGENCY constant Identifies the type of log that the system

SERVICES GROUP TRACE generates.

CALLED NUMBER numeric Identifies the terminating DN.

CALLING NUMBER numeric Identifies the originating DN.

LEN site ff b/m dd cc Identifies the LEN for lines that connect to
line module (LM) or line concentration
module (LCM): site - frame location if remote
LM or LCM (RLM or RLCM) is present.
Otherwise, site = HOST. ff- LM or LCM
frame (00 to 99) b/m - LM bay or LCM
module (0 or 1) dd - LM drawer or LCM
subgroup (00 to 31) cc - line card (00 to 31)
LM and LCM test packs are located at site ff
b/m 00 00.

DN 6 to 9 digits This field identifies the DN.

Action

There is no immediate action required.

Associated OM registers

There are no associated OM registers.

Additional information

Keep a record of the log for help when an outage occurs and contact the next

level of support.
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ESG101

Explanation
The Emergency Services Group system generates ESG101 when the
Emergency Services Bureau (ESB) attendant rings the calling subscriber
again. Log ESG101 contains the duration of this call, the calling party DN and
the called party DN for an interswitch call. The system dials log ESG101
when the ESG attendant goes on-hook and the RERING completes the call.
For interswitch calls when the calling party DN is not available, log ESG101
contains the incoming trunk common language location identi er (CLLI). The
system prints the log when the ESB attendant goes off-hook.

Format
The log report format for ESG101 is as follows:

ESG101 mmmdd hh:mm:ss ssdd INFO EMERGENCY SERVICES
GROUP RE RING

CALLED NUMBER : LEN DN

CALLING NUMBER : LEN DN

RE RING DURATION : length of call MINUTES

Example
An example of log report ESG101 follows:

ESG101 DEC12 16:34:35 7000 INFO EMERGENCY SERVICES GROUP RE

RING
CALLED NUMBER : LEN HOST 02 1 00 11 DN 18870001
CALLING NUMBER : LEN HOST 02 0 06 00 DN 18870062

RE RING DURATION : 1 MINUTES

Field descriptions
The following table describes each eld in the log report.

Description of elds (Sheet 1 of 2)

Field Value Description
ESG101 constant, upto 7 This field identifies the log name.
characters
mmmadd 5 alphanumeric This field identifies the month (alphabetical)
characters and day (numeric) that the system
generates the log.
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ESG101 (end)

Description of elds (Sheet 2 of 2)

LEN

DN
RERING DURATION

Field Value Description

hh:mm:ss 8 digits Identifies the time that the system generates
the log.

ssdd 4 digits Identifies the sequence number of the log.
The sequence number increases when the
system generates a log.

INFO EMERGENCY constant Identifies the type of log that the system

SERVICES GROUP RERING generates.

CALLED NUMBER numeric Identifies the terminating calling number.

CALLING NUMBER numeric Identifies the originating calling number.

site ff b/m dd cc

6 to 9 digits

numeric

Identifies the LEN for lines that connect to
line module (LM) or line concentration
module (LCM): site - frame location if remote
LM or LCM (RLM or RLCM) is present.
Otherwise, site = HOSTff - LM or LCM frame
(00to 99) b/m - LM bay or LCM module (0 or
1) dd - LM drawer or LCM subgroup (00 to
31) cc - line card (00 to 31) LM and LCM test
packs are located at site ff b/m 00 00.

This field identifies the DN.

This field indicates the duration of the
RERING call in minutes.

Action

There is no immediate action required.

Associated OM registers
There are no associated OM registers.

Additional information

Keep a record of the log for help when an outage occurs and ontact the next
level of support.
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ESG103
Explanation
The system generates ESG103 for interswitch calls over trunks generate when
the calling party directory number (DN) is available. The log contains the
calling party DN and called party DN. The system prints this log when the
Emergency Services Bureau (ESB) attendant goes off-hook.
Format
The log report format for ESG103 is as follows:
ESG103 mmmdd hh:mm:ss ssdd INFO EMERGENCY SERVICE GROUP
TRACE
CALLED NUMBER : LEN DN
CALLING NUMBER : LEN DN
Example

An example of log report ESG103 follows:

ESG103 DEC12 16:34:35 7000 INFO EMERGENCY SERVICES GROUP
TRACE

CALLED NUMBER : LEN 02 1 00 11 DN 18870001

CALLING NUMBER: LEN 02 0 06 00 DN 18870062

Field descriptions
The following table describes each eld in the log report.

Description of elds (Sheet 1 of 2)

Field Value Description
ESG103 constant, upto 7 Identifies the log name.
characters
mmmadd 5 alphanumeric Identifies the month (alphabetical) and day
characters (numeric) that the system generated the log.
hh:mm:ss 8 digits Identifies the time that the system generated
the log.
ssdd 4 digits Identifies the sequence number of the log
and increases when the system generates a
log.
INFO EMERGENCY constant Identifies the type of log that the system
SERVICES GROUP TRACE generated.
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ESG103 (end)

Description of elds (Sheet 2 of 2)

Field Value Description

CALLED NUMBER numeric Identifies the terminating calling number.
CALLING NUMBER numeric Identifies the originating calling number.
LEN site ff b/m dd cc Identifies the LEN for lines that connect to

line module (LM) or line concentration
module (LCM): site - frame location if remote
LM or LCM (RLM or RLCM) is present.
Otherwise, site = HOSTff - LM or LCM frame
(00to 99) b/m - LM bay or LCM module (0 or
1) dd - LM drawer or LCM subgroup (00 to
31) cc - line card (00 to 31) LM and LCM test
packs are located at site ff b/m 00 00.

DN 6 to 9 digits Identifies the DN.

Action
There is no immediate action required.

Associated OM registers
There are no associated OM registers.

Additional information

Keep a record of the log for help when an outage occurs and contact the next
level of support.
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ESR100

Explanation

This log is generated when a caller makes a call to an emergency number and
includes the following call party information:

* the calling number
¢ the date and time of the call

* aspecial terminating re and police (FPT) trunk identi cation

The administrator can use this log to trace the call number.

Format
The format for log report ESR100 follows:

ESR100 mmmdd hh:mm:ss ssdd INFO
CALL INFO: LEN included for resident caller; no len (DN only) for
Centrex or INS1500 subscriber
TRUNK_NAME: A unique identification of the FPT trunk member

Example
An example of log report ESR100 follows:

ESR100 May6 19:29:47 4827 9700 INFO
LEN HOST 01 O 05 02 DN 471690123
FPT TRUNK: Kashiwa Fire 1

Field descriptions
The following table explains each of the elds in the log report:

Field Value Description

Calling Number Numeric The dial number of the originator.DN + LEN
for residentDN for Centrex/INS1500CLLI if
an error occurs

Trunk Member Alphanumeric An alphanumeric number that identifies
each outgoing trunk member. It may
indicate “All routes busy".

Action
The administrator will use this log for emergency purposes.
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ESR100 (end)

Associated OM registers
None

Additional information
None
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ESV100
Explanation
Log ESV100 occurs when a caller makes a call to an emergency number. This
log includes the following call information:
* the date and time of the call
* the calling number
* the calling party identi cation
* the outgoing trunk identi cation
Operating company personnel can use this log to trace the calling number.
Format
The format for log report ESV100 follows:
ESV100 mmmdd hh:mm:ss ssdd INFO JAPAN EMERGENCY SERVICE
TRACECALLING PARTY NUMBER : <calling_party_number>
CALLING PARTY : <calling_party> OUTGOING TRUNK :
<CKT_CLLI_nnn>
Example

An example of log report ESV100 follows:

ESV100 APR22 18:53:03 9800 INFO JAPAN EMERGENCY SERVICE
TRACECALLING PARTY NUMBER : 347701235 CALLING PARTY : HOST
03 1 00 03 DN 34770020 OUTGOING TRUNK : CKT FPTPLC1 3

Field descriptions

The following table explains each of the elds in the log report:

Field Value Description

INFO JAPAN EMERGENCY Constant This field indicates that the call is for

SERVICE TRACE emergency service.

calling_party_number Numeric This field identifies the directory number of
the originator (up to 23 digits).

calling_party Alphanumeric This field identifies the calling party as either
a trunk or a line.

CKT_CLLI_nnn Alphanumeric This field identifies the CLLI and outgoing

trunk member.
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ESV100 (end)

Action
Operating company personnel use this log for emergency purposes.

Associated OM registers
Does not apply

Additional information
Does not apply
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ESV110

Explanation

Format

Example

Log ESV110 occurs when a call to an emergency number cannot nd a route.
This log includes the following call information:

¢ the date and time of the call
* the calling number

* the calling party identi cation

Operating company personnel can use this log to trace the calling number.

The format for log report ESV110 follows:

ESV110 mmmdd hh:mm:ss ssdd INFO JAPAN EMERGENCY SERVICE
TRACECALLING PARTY NUMBER : <calling_party_number>
CALLING PARTY : <calling party>

An example of log report ESV110 follows:

ESV110 APR22 19:01:18 9900 INFO JAPAN EMERGENCY SERVICE ALL
ROUTES BUSYCALLING PARTY NUMBER : 347701235 CALLING PARTY
: HOST 03 1 00 003 DN 0347700020

Field descriptions

The following table explains each of the elds in the log report:

Field Value Description

INFO JAPAN EMERGENCY Constant This field indicates that the call is for

SERVICE TRACE emergency service.

calling_party_number Numeric This field identifies the directory number of
the originator (up to 23 digits).

calling_party Alphanumeric This field identifies the calling party as either

a trunk or a line.
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ESV110 (end)

Action
Operating company personnel use this log for the following purposes:

* tocheck that emergency service engineering and provisioning are correct.
The switch may require additional trunks for emergency service.

* to check that the trunks used for emergency service are in service

Associated OM registers
Does not apply

Additional information
Does not apply
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ESYN100

Explanation

Format

Example

The system generates ESYN100 when the mailbox for the data change
collector cannot receive data changes. The system uses this mailbox during a
third processor assisted dump and restore to collect all the changes to the DMS
switch. After system collects the data change, the system sends the
information to the third processor. The third processor copies the information
to the tables of the new software release.

The log report format for ESYN100 is as follows:

ESYN100 mmmdd hh:mm:ss ssdd INFO COMMUNICATION
SWD DCC MBX NOT OKAY

An example of log report ESYN100 follows:

ESYN100 OCT17 12:01:12 9200 INFO COMMUNICATION
SWD DCC MBX NOT OKAY

Field descriptions

The following table describes each eld in the log report:

Field Value Description
INFO COMMUNICATIONSWD  Constant The mailbox for the data
DCC MBX NOT OKAY change collector cannot receive
data changes
Action

Data changes made when the system generates ESYN100 are lost. These data
changes do not appear on the new software release image after software
delivery. The system does not copy data changes on a third processor where
the new software has data entries. The Northern Telecom applicator and
operating company personnel decide on cancellation of the application. You
can cancel the application. Do not cancel the application if the applicator
veri es that the changes lost were not important to the operating compan y.
During dump and restore, preserve all data.
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ESYN100 (end)

Associated OM registers
There are no associated OM registers.
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ESYN101

Explanation

Format

Example

The system generates a ESYN101 log when a table change is not stored in the
data synchronization buffer. This buffer stores data tuples before the system
copies the tuples to tables in the new software release image. This condition
occurs if the image runs on the third processor during a third processor assisted
dump and restore. A problem with the link to the third processor and many

data changes made without restoring the link causes this error. The system can
store approximately 1000 data changes without loss while the link is down.

The log report format for ESYN101 is as follows:

ESYN101 mmmdd hh:mm:ss ssdd INFO TABLE CHANGE LOST
TABLE NAME: table name

An example of log report ESYN101 follows:

ESYN101 OCT17 12:05:01 9200 INFO TABLE CHANGE LOST
TABLE NAME: TRKGRP

Field descriptions

The following table describes each eld in the log report:

Field

Value Description

INFO TABLE
CHANGE LOST

TABLE NAME

Constant Indicates deletion of a table change without
proceeding to the third processor for enhanced
software delivery (ESD).

Character string Indicates the external table name

Action

Restore communication link as soon as possible. Avoid data changes until
restoration of the communication link occurs. When the link restores, restore
the affected tables on the third processor. The restoration makes sure that third
processor data is in sync with the DMS switch database.

Associated OM registers

There are no associated OM registers.
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EXT100

Explanation

The External Alarms (EXT) subsystem generates log report EXT100 when a
No Alarm scan point (scannm) changes state. The subsystem only generates
an EXT100 if table ALMSC indicates. (Refer to Customer Data Schemp
Scan points can be of ce assigned. Refer to Alarm and Performance
Monitoring Procedures

Format
The log report format for EXT100 is as follows:

EXT100 mmmdd hh:mm:ss ssdd INFO scannm stattxt

Example
An example of log report EXT100 follows:

EXT100 APRO1 12:00:00 2112 INFO TSTSCAN ON

Field descriptions
The following table describes each eld in the log report:

Field Value Description

INFO scannm Character string Scan point that changed states. Refer
to table ALMSC.

stattxt OFF Scan point changed to off (open) state

stattxt ON Scan point changed to on (closed)
state

Action

Scan point determines action. Refer to Index to Maintenance Procedure
Documents .

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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EXT101

Explanation
The External Alarms (EXT) subsystem generates log report EXT101 when a
minor alarm scan point (scannm) changes state. The subsystem only generates
EXT101 if table ALMSC indicates. (Refer to Translations Guide) These
scan points can be of ce assigned. Refer to Alarm and Performance
Monitoring Procedures

Format
The log report format for EXT101 is as follows:

*EXT101 mmmdd hh:mm:ss ssdd INFO scannm stattxt
Example

An example of log report EXT101 follows:

*EXT101 APRO1 12:00:00 2112 INFO MNSUCFLR ON

Field descriptions
The following table describes each eld in the log report:

Field Value Description

INFO scannm Character string Scan point that changed state. Refer
to customer data table ALMSC.

stattxt OFF Scan point changed to off (open)
state.

stattxt ON Scan point changed to on (closed)
state.

Action

The scan point determines the action. Refer to Alarm and Performance
Monitoring Procedures

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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EXT102

Explanation

The external alarms (EXT) subsystem generates log report EXT102 when a
major alarm scan point (scannm) changes state. The subsystem only generates
EXT102 if table ALMSC indicates. (Refer to Translations Guide) Scan
points can be of ce assigned. Refer to Alarm and Performance Monitoring

Procedures
Format
The log report format for EXT102 is as follows:
**EXT102 mmmdd hh:mm:ss ssdd INFO scannm stattxt
Example

An example of log report EXT102 follows:

**EXT102 APRO1 12:00:00 2112 INFO ABMTMFL ON

Field descriptions
The following table describes each eld in the log report:

Field Value Description

INFO scannm Character string Scan point that changed state. Refer
to customer data table ALMSC.

stattxt OFF Scan point changed to off (open).

stattxt ON Scan point changed to on (closed).

Action

The scan point determines the action. Refer to Alarm and Performance
Monitoring Procedures

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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EXT103

Explanation
The External Alarms (EXT) subsystem generates log report EXT103 when a
Critical-Alarm scan point (scannm) changes state. The subsystem only
generates EXT103 if table ALMSC indicates. (Refer to Translations Guide)
These scan points can be of ce assigned.

Format
The log report format for EXT103 is as follows:

***EXT103 mmmdd hh:mm:ss ssdd INFO scannm stattxt
Example

An example of log report EXT103 follows:

***EXT103 APRO1 12:00:00 2112 INFO DEADSYSM ON

Field descriptions
The following table describes each eld in the log report:

Field Value Description

INFO scannm Character string Identifies scan point that changed
state. See customer data Table
ALMSC.

stattxt OFF Indicates scan point changed to off

(open) state

ON Indicates scan point changed to on
(closed) state

Action

The scan point determines the action. Refer to Index to Maintenance
Procedure Documents

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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EXT104

Explanation

The External Alarms (EXT) subsystem generates log EXT104 when an
expected change of state on a scan point (scannm) does not occur.

Format
The log report format for EXT104 is as follows:

*EXT104 mmmdd hh:mm:ss ssdd INFO scannm FAIL

Example
An example of log report EXT104 follows:

*EXT104 APRO1 12:00:00 2112 INFO REMOTEAR FAIL

Field descriptions
The following table describes each eld in the log report:

Field Value Description

INFO scannm Character string Identifies the scan point for which
change does not occur. Refer to
customer data table ALMSC.

FAIL Constant Indicates that the expected change of
state on a scan point did not occur

Action

Test the of ce alarm unit or the maintenance trunk module (MTM), or replace
the scan point card for the scan point that fails.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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EXT105

Explanation

The External Alarms (EXT) subsystem generates log report EXT105. The
subsystem generates the report in format 1 when an alarm occurs on the SCP
OAM location on the DVS. This alarm translates into no alarm on the DMS.

The EXT subsystem generates the report in format 2 when a software alarm
turns on or off in the DMS switch. The EXT105 log report depends on two
conditions. The rst is that the condition raised must be N A (a No Alarm
condition) in table SFWALARM. The second condition is that the REPORT
eld in table SFW ALARM must be Y (Yes).

In the example for format 2, the user manually turned off the alarm
SCC_PM_ALM. The command used to turn off the SCC_PM_ALM software
alarm is “SETSC SCC_PM_ALM REL".

The EXT subsystem generates the report in format 3 under two conditions.
The rst condition is when a softw are alarm in Table SFWALARM is turned
ON or OFF. The second condition is when eld REPORT of the tuple for the
software alarm is set to Y. The log depends on the severity of the alarm. The
severity of the alarm is set in the eld ALM of the tuple of the software alarm.
Log report EXT105 indicates a No Alarm condition.

When the PARS feature is present, the subsystem generates the EXT alarm in
format 3 only in standalone and host TOPS of ces.

Format
The log report format for EXT10S5 is as follows:

Format 1

EXT105 mmmdd hh:mm:ss ssdd INFO SCP_OAM _loctxt_almtxt
ON COMMAND FROM DVS

Format 2

EXT105 mmmdd hh:mm:ss ssdd INFO sfwalmtxt acttxt
rsntxt vsnnum

Format 3

EXT105 mmmdd hh:mm:ss ssdd INFO <alarm> <On/Off>
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EXT105 (continued)

Example
An example of log report EXT105 follows:

Format 1

EXT105 APRO1 12:00:00 2112 INFO SCP_OAM LOC MIN
ON COMMAND FROM DVS

Format 2

EXT105 APRO1 12:00:00 2112 INFO SCC_PM ALM OFF
BY MANUAL ACTION

Format 3
EXT105 JANO1l 15:08:43 231 INFO TOPS_ PARS LINK ON
Format 3b

EXT105 AUGO1 15:30:43 231 INFO SCC_CCS_ALM ON
CCS_LVL_ALM TO_SCCS

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 5)

Field Value Description

INFO SCP_OAM Constant Indicates an information report about
service control point (SCP) operation,
administration, and maintenance

(OAM).
loctxt LOC Indicates the alarm is present on the
local SCP OAM.
REM Indicates the alarm is present on the

remote SCP OAM.

almtxt MIN Indicates a minor alarm.
CRIT Indicates a critical alarm.
MAJ Indicates a major alarm.
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EXT105 (continued)

(Sheet 2 of 5)

Field Value

Description

X25

SAN
sfwalmtxt SCC_CC_ALM

SCC_CCS_ALM

SCC_CMC_ALM

SCC_IO_ALM

Indicates the the X.25 link is down on
the SCP OAM.

Indicates a system sanity alarm.

Indicates one of the following
conditions:

e The DMS switch CPUs are out of
sync.

e Afaultis presentin program store,
data store, one of the links to the
CMC.

e A CPU oralink to the CMC is out
of service.

This alarm indicates that there is a
fault with the following CCS7 elements
in a DMS-SSP or INode office:

e routeset

* linkset

* Jlocal subsystem

* remote subsystem

e router

e point code

e link

The log is generated when a CCS7
alarm is turned ON or OFF.

Indicates that a CMC unit, CMC clock,
or network clock is out of service or
defective.

Indicates that a fault is present in the
I/O controller. (The I/O controller
includes the tape drive, disk drive,
DATAPAC, MAP or logging channel,
or any other I/O device in the DMS
switch). In addition, this software
alarm includes faults in external links
or the AMA system.
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EXT105 (continued)

(Sheet 3 of 5)
Field Value Description
SCC_NMC_ALM Indicates the Network Module
Controller is out of service or is
defective.
SCC_CKT_ALM Indicates the number of trunks of

service circuits in a circuit group that
are out of service reached the
automatic maintenance limit. The
trunks can be out of service.

SCC_PM_ALM Indicates that a peripheral module is
out of service or defective.

VSN_NO_ALM Indicates that the DMS received a
maintenance notice message sent
from the voice service node (VSN).
The maintenance notice message
contains the error code. This code
informs the DMS of maintenance
conditions or conditions that are not
normal that occur at the VSN.

Each error code in the maintenance
notice message has a software alarm.
If REPORT field in table SFWALARM
is Y for software alarm, the subsystem
generates the EXT105 log with the
VSN_NO_ALM indication. In addition,
the rsntxt field contains an
explanation. The vsnnum field
identifies the VSN that sends the error
code. Intable VSNALARM, the
operating company defines the
explanation contained in the rsntxt
field.

VSN_NO_LINKS This software alarm turns on when all
of the logical data links to a given VSN
are out of service. The subsystem
generates EXT105 log for this
software alarm under two conditions.
The REPORT field in table
SFWALARM is Y. The SEVERITY
field in table VSNALARM is NA.
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Field Value

Description

VSN_ONE_LINK

Alarm TOPS_PARS_LINK

TOPS_PARS_NODE

TOPS_PARS_APPL

On/Off ON

OFF

This alarm turns on when one data link
to a given VSN remains in a set of two
or more data links. The subsystem
generates EXT105 log for this
software alarm under two conditions.
The REPORT field in table
SFWALARM is Y. The SEVERITY
field in table VSNALARM is NA.

The system activates this alarm when
a MPC data link for the TOPSARS
application is taken out of service. The
alarm stops when all data links for the
TOPSPARS application that are in
table MPCFASTA are in service. (The
operating company personnel also
can deactivate this alarm. This action
is not recommended.)

The system activates this alarm when
all MPC data links to any PARS node
are out of service. The alarm stops
when one data link is in service
between the DMS and each PARS
node. (The alarm also stops when
operating company personnel
manually stops the alarm. This action
is not recommended.)

The system activates this alarm when
all MPC data links for the TOPSPARS
application are out of service. The
alarm stops when one datalink is in
service for the TOPSPARS
application. (The alarm also stops
when operating company personnel
manually stops the alarm. This action
is not recommended.)

Indicates the system activated the
alarm.

Indicates the alarm was deactivated.
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Field

Value

Description

acttxt

rsntxt

ON

OFF

BY MANUAL ACTION

CC_LVL_ALM_TO_SCSS

CCS_LVL_ALM_TO_SCCS

CKT_LVL_ALM_TO_SCSS

CMC_LVL_ALM_TO_SCSS

IO_LVL_ALM_TO_SCSS

NMC_LVL_ALM_TO_SCSS

PM_LVL_ALM_TO_SCSS

0-99

Indicates the system turned on the
software alarm.

Indicates the system turned off the
software alarm.

Indicates that the user turned the
software alarm on or off manually.
The command string “SETSC
<software alarm> OP" causes the
system to turn on a software alarm. If
you replace the string “OP" with

“REL" the software alarm turns off.

Indicates that a CC software alarm
occurred in the DMS switch.

This value Indicates that a CCS7
software alarm occurred in the
DMS-SSP or INode office.

Indicates that a circuit limit software
alarm occurred in the DMS switch.

Indicates that a CMC alarm occurred
in the DMS switch.

Indicates that an I/O alarm occurred in
the DMS switch.

Indicates an NMC alarm occurred in
the DMS switch.

Indicates that a PM alarm occurred in
the DMS switch.

Identifies the VSN that sent the
maintenance notice message.

Action

Format 1 log reports do not require action.
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Format 2 log reports indicate the area of the switch where the problem occurs.
To solve the problem, enter the MAP display and proceed to the level that
applies.

With a PM fault, for example:

1.

Enter the PM level of the MAP

2. Display the PMs as a group to nd which one is f aulty
3.
4. Issue the command string “QUERYPM FLT."

Post the faulty PM

The MAP displays the cause for the faulty PM.

With a CCS fault, for example;

1.
2.

3.

Enter the CCS7 level of the MAP display

Use the DISALM command to display the alarm. The MAP also displays
the cause of the alarm.

Refer to the correct clearing procedure to clear the CCS alarm.

Format 2 log reports for VSN software alarms do not require action at the
DMS. Maintenance will be done at the VSN.

If Format 3 log reports are generated, examine logs PARS100 and PARS101
to determine which failed MPC datalinks need to be returned to service.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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Explanation

The External Alarms (EXT) subsystem generates the EXT106 log when one
of the following is turned on or off:

* VSN_MN_ALM.

*  VSN_NO_LINKS.

*  VSN_ONE_LINK.

e SCC_CCS_ALM.

*  DASM software alarm.

e TOPS_QMS_MINOR on the MIS IP interface

The reason text (rsntxt) eld of the report pro vides an explanation. The
explanation indicates the condition. The voice service node number (vsnnum)
eld identi es the voice service node (VSN). The operating company de nes

in table VSNALARM the text output in the rsntxt eld.

The subsystem generates EXT106 log under the following conditions:

e if the REPORT eld associated with the VSN_MN_ALARM alarm in
Table SFWALARM is set to Y (Yes)

e if the ALM eld associated with the SCC_CCS_ALM in table
SFWALARM is data lled as a minor alarm condition (MN)

¢ if the REPORT eld associated with the SCC_CCS_ALM in table
SFWALARM is set to Y (Yes)

The subsystem generates log EXT106 in one of the following three formats.

The subsystem generates log format 1 when a command from the data voice
system (DVS) turns an alarm on or off.

The subsystem generates log format 2 when the DMS receives a maintenance
notice message from the VSN. The maintenance notice message contains the
error code. The error code informs the DMS of conditions that are not normal
or maintenance conditions that occur at the VSN.

The subsystem generates log format 3 (examples 3, 4c, 4d, and 5) whenever a
software alarm de ned in table SFW ALARM is turned ON or OFF. The
second condition is when the eld REPORT of the tuple for the software alarm
is set to Y. The log depends on the severity of the alarm. The severity is set in
the eld ALM of the tuple for the softw are alarm. Log report EXT106
indicates a minor alarm.
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When the PARS feature is present, the subsystem only generates The EXT
alarm in Example 3 in standalone and host TOPS of ces .

Example 4a also uses log format 3. Example 4a shows an additional eld
<Text> to indicate the condition of the TOPSVR1 or TOPSVR2 links.

Note 1: As of NAQOG6, the “Text" eld shows the condition of the links for
each TOPSVR database instance; (TOPSVRI1 [0-15], TOPSVR2 [0-15]).
This change allows the support of multiple database access. Refer to
example 4b.

Note 2: For information about multiple database access, refer to the
“Multiple DA System I" section of the Operator Service Directory Services
(OSDA) section of the North American DMS-100 Translation Gujde
297-XXXX-350.

The subsystem generates Example 5 when a call has a complete CT4Q

re nement. The call must ha ve re nement with a CT4Q that is not in T able
TQMSFCQA or TQCQINFO. This feature provides two software alarms:
TQMSFCQ_ALM and TQCQINFO_ALM. These alarms are both minor
alarms.

Note: In NAO0O6, alarm information for the operator centralization data link
(OCDL) of the Enhanced Traf ¢ Operator Position System (TOPS) message
switch (ETMS) no longer occurs in this log. Log PM128 has the current
ETMS OCDL alarm information.

Format 4 (refer to Example 6) generates an EXT106 log with a text reason of
SP_MINOR. The SP_MINOR is the reason when the DMS receives a minor
alarm request from a session pool.

Format 5 (refer to Example 7) generates an EXT106 log with a text reason of
SN_MINOR. The SN_MINOR is the reason when the DMS receives a major
alarm request from a service node.

Format 6 (example 8) generates a text reason of TQMS_MIS_IP_CONN when

a TOPS_QMS_MINOR alarm goes on or off on the MIS IP interface. Refer to
the TOPS IP User’s Guide.

Format
The log report format for EXT106 is as follows:

Format 1
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EXT106 mmmdd hh:mm:ss ssdd INFO etxt_almtxt_statxt
ON COMMAND FROM DVS

Format 2

EXT106 mmmdd hh:mm:ss ssdd INFO sfwalarm almstate rsntxt vsnnum
Format 3

EXT106 mmmdd hh:mm:ss ssdd INFO <Alarm> <On/Off> <Text>
Format 4

EXT106 mmmdd hh:mm:ss nnnn INFO SP_MINOR <ON/OFF>
<SP number>

Format 5

EXT106 mmmdd hh:mm:ss nnnn INFO SN_MINOR <ON/OFF>
<SN identifier>

Format 6

EXT106 mmmdd hh:mm:ss ssdd INFO TQMS_MIS_MINOR <ON/OFF>
<info>

Example
An example of log report EXT106 follows:
Example 1

EXT106 APRO1 12:00:00 2112 INFO DVS SIDE2 MIN OFF
ON COMMAND FROM DVS

Example 2

EXT106 APR22 14:24:58 425 INFO VSN MN ALM ON
CNTRLNK INTERFACE 1

Example 3
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EXT106 JANO1l 15:08:43 231 INFO TOPS_PARS LINK OFF
Example 4a

EXT106 FEB12 03:34:44 298 INFO VR1 _MINOR ON DA TOPSVR1 LINK
TRBL

Note: The above example occurs in of ces that have software loads that precede
NAOQO6.

Example 4b

EXT106 FEB12 03:34:44 298 INFO VR1 MINOR ON DA TOPSVR1 O
LINK TRBL

Note: The above example occurs in of ces that ha ve software loads at release
NAO0O06 and higher.

Example 4c

EXT106 JUL11 14:09:07 2121 INFO SCC_CCS_ALM ON
CCS_LVL_ALM TO_SCCS

Note: This example occurs in DMS-SSP or INode.
Example 5

EXT106 APR22 14:24:58 425 INFO TQMSFCQA ALM ON
DA 411 SPANISH

Example 6

EXT106 JUL30 16:15:07 0000 INFO SP _MINOR ON
SPID: 42

Example 7

EXT106 JUL30 16:15:07 0000 INFO SN _MINOR ON
SNID: OSNM 6

Example 8a
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EXT106 NOV10 20:15:39 2500 INFO TQMS MIS MINOR OFF
TOMS_MIS_IP CONN

Example 8b

EXT106 NOV10 20:15:39 2500 INFO TQMS MIS MINOR ON
TOMS_MIS_IP CONN

Field descriptions

The following table describes each eld in the log report:

(Sheet 1 of 5)

Field Value Description

etxt (Format 1) DVS_SIDE2 Indicates that the alarm is present on
side 2 of the dynamic network controller
(DNC) 1000.

DVS Indicates that the alarm is present on the
DVS.

SCP_OAM Indicates that the alarm is present on the
service control point operation,
administration, and maintenance.

almtxt (Format 1) MIN Indicates a minor alarm.
statxt (Format 1) MAJ Indicates an major alarm.

ON or OFF Indicates if the alarm is on or off.

sfwalarm (Format 2) VSN_MN_ALM Identifies the software alarm for the error

code in the maintenance notice message
the VSN sends. The software alarm is a
minor alarm and is an entry in tables
SFWALARM and VSNALARM.
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(Sheet 2 of 5)

Field Value

Description

VSN_NO_LINKS

VSN_ONE_LINK

DASM
almstate (Format 2) ON or OFF
rsnixt (Format 2) 0000-FFFF
vsnnum (Format 2) 0-99

This software alarm turns on when all of
the logical data links to a VSN are out of
service. The subsystem generates the
EXT105 log for this software alarm if the
report field in table SFWALARM is Y.
The SEVERITY field in table
VSNALARM must be MN.

This software alarm turns on when one
datalink to a VSN remains in a set of two
or more data links. The subsystem
generates EXT105 log for this software
alarm if the REPORT field in table
SFWALARM is Y. The SEVERITY field
in table VSNALARM must be MN.

This software alarm turns on when one of
the two data links between the DMS and
the Directory Assistance database is
lost. The software alarm also turns on
when one of the data links was down and
is restored.

Indicates if the alarm is on or off.

Provides an explanation for text about
the alarm condition at the VSN. The text
is a data entry in table VSNALARM
against each possible error code that the
VSN sends.

Identifies the VSN that sent the
maintenance notice message.
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Field Value Description

Alarm (Format 3) SCC_CCS_ALM This alarm indicates that there is a fault
with the following CCS7 elements in a
DMS-SSP or INode office:

* routeset

* linkset

* local subsystem

* remote subsystem
* router

e point code

e link

The log is generated when a CCS7 alarm
is turned ON or OFF.

Alarm (Format 3) TOPS_PARS_LINK The system activates this alarm activates
when a multiprotocol controller (MPC)
data link for the TOPSPARS application
is taken out of service. The alarm stops
when all data links for the TOPSPARS
application that are data entries in table
MPCFASTA are in service. (The
operating company personnel also can
deactivate this alarm. This action is not
recommended.)

TOPS_PARS_NODE The system activates this alarm when all
MPC data links to any PARS node are
taken out of service. The alarm stops
when one data link is in service between
the DMS and each PARS node. (The
operating company personnel also can
deactivate this alarm. This action is not
recommended.)

TOPS_PARS_APPL The system activates this alarm when all
MPC data links for the TOPSPARS
application are taken out of service. The
alarm stops when one data link is in
service for the TOPSPARS application.
(The operating company personnel can
deactivate this alarm. This action is not
recommended.)

DMS-100 Family NA 100 Log Report Reference Manual Volume 4 of 8 LET0015 and up



1-274 Log reports

EXT106 (continued)

(Sheet 4 of 5)
Field Value Description
VR1_MINOR Indicates that a minor alarm occurred on
a TOPSVR1 link.
VR2_MINOR Indicates that a minor alarm occurred on

Alarm (Format 6)

On/Off (Format 3)

<Text> (Format 3)

<Text> (Format 3)

TQMS_MIS_MINOR

ON
OFF

CCS_LVL_ALM_TO_
SCCS

DA TOPSVR1 LINK
TRBL

DA TOPSVR1 LINKS
OK

DA TOPSVR2 LINK
TRBL

DA TOPSVR2 LINKS
OK

DA TOPSVR1 (0-15)
LINK TRBL

DA TOPSVR1 (0-15)
LINKS OK

DA TOPSVR2 (0-15)
LINK TRBL

DA TOPSVR?2 (0-15)
LINKS OK

a TOPSVR2 link.

This software alarm turns on when there
are only
QMS_MIS_MINOR_ALARM_THRESH
(table TQMISOPT) connections up to the
MIS vendor. The alarm turns off when the
number of MIS IP connections increases
above this threshold.

Indicates an activated alarm.
Indicates a deactivated alarm.

Indicates that a CCS7 alarm is generated
in a DMS-SSP or INode office.

Example 4a only. Identifies the TOPSVR
links and indicates the state of the links.

Example 4b only. As of NA0OG, this field
indicates the state of the links for each
TOPSVR database instance.
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Field

Value Description

<SN identifier>

<SP number>

TQMS_MIS_IP_CONN  An alarm has gone on or off on the MIS

IP interface.
SNID: (OSN, OSNM, Identifies the service node that made the
OSN) (0 to 255) major alarm request.
SPID: (0-4094) Identifies the session pool that made the

major alarm request.

Action

If the alarm activates, monitor the DVS by the SAS administration logs service
to determine what caused the alarm. Take action to correct the problem.

There is no action required if the alarm is turned off.

Format 2 log reports for VSN software alarms do not require action at the
DMS. Maintenance will be done at the VSN.

If the system generates log format 3 (example 3) reports, examine logs
PARS100 and PARS101. You must determine which failed MPC data links
require return to service.

If the system generates log format 3 (example 4c¢), enter the CCS7 MAP level
and use the DISALM command to display the alarm. The MAP displays the
cause of the CCS alarm. Refer to the correct CCS alarm clearing procedure to
clear the alarm.

If the system generates log format 3 (example 5) report, check the entries in
Table TQMSFCQA or Table TQCQINFO. Make sure that the entries include
representation of all potential nal CT4Qs from T able CT4Qs from Table
CT4QNAMS.

If the system generates a log format 6 (example 8) report, reason
TQMS_MIS_IP_CONN, check the value of parameter
QMS_MIS_MINOR_ALARM_THRESH in table TQMISOPT. Check the
state of the TCP/IP connection.

Associated OM registers

There are no associated OM registers.
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Additional information
There is no additional information.
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Explanation

The External Alarms (EXT) subsystem generates Format 1 of this report when
an alarm exists on the DVS, Dynamic Network Controller (DNC100), or
service control point (SCP) operation administration and maintenance (OAM).

Format 2 log report is generated when a maintenance notice message sent by
the voice service node (VSN) is received by the DMS. The maintenance notice
message contains the error code informing the DMS of any abnormal or
maintenance conditions occurring at the VSN. The EXT107 log is generated
when the VSN_MAIJ_ALM, the VSN_NO_LINKS, or the VSN_ONE_LINK
software alarm is turned on or off. Explanatory text is provided in the reason
text (rsntxt) eld of the report indicating the particular condition occurring and
the voice service node number (vsnnum) eld identi es the particular VSN.
The text output in the rsntxt eld is de ned by the operating company in Table
VSNALARM.

Note: In addition, the EXT107 log is generated only if the report eld in
Table SFWALARM is set to Y (Yes) for the VSN_MAJ_ALARM alarm.
Refer to the data schema section of the Translations Guiddor details of
table VSNALARM and table SFWALARM.

The EXT subsystem generates the report in Format 3 whenever a software
alarm de ned in T able SFWALARM is turned ON or OFF, and the REPORT
eld, of the tuple associated with the software alarm, is setto Y (yes). The log
is based on the severity of the alarm, which is set in the eld ALM of the tuple
associated with the software alarm. EXT107 indicates a major alarm.

The EXT alarm in Format 3 is generated in standalone and host TOPS of ces
when the PARS feature is present or in DMS-SSP or INode of ces.

Format 3 is also used in Example 3b, where an additional eld <Text>is used
to indicate the condition of the TOPSVR1 or TOPSVR2 links.

Note 1: As of NA0OG6, the “Text" eld is changed to display the condition
of the links associated with each TOPSVR database instance (TOPSVRI1
[0-15], TOPSVR2 [0-15]). This change allows the support of multiple
database access. Reference example 3c.

Note 2: For additional information about multiple database access, please
refer to the “Multiple DA System I" section of the Operator Service
Directory Services (OSDA) " section of the North American DMS-100
Translation Guide297-8001-350.
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Format

Format 4 (Example 4 or 5) is generated each time the TQMS_MIS_MINOR
alarm goes up or down.

Format 5 (Example 6 and 7) is generated each time the TQMS_MIS_MAJOR
alarm goes up or down. The alarm itself is turned on when the number of
TOPS QMS links up to the MIS vendor drops to the
QMS_MIS_MINOR_ALARM_THRESH, or
QMS_MIS_MAJOR_ALARM_THRESH (See customer data Table
TQMISOPT). The alarm is turned off when the number of links up increases
above the threshold. The alarm may also be generated when Table
TQMISOPT changes.

Format 6 (see Example 8) generates an EXT107 log with a text reason of
SN_MAIJOR. SN_MAIJOR is the reason when the DMS receives a major
alarm request from a service node.

Format 7 (see Example 9) generates an EXT107 log with a text reason of
SP_MAIJOR. SP_MAJOR is the reason when the DMS receives a major alarm
request from a session pool.

Format 8 (example 10) generates an EXT107 log with a text reason of
poolid_MAJ statxt. (Specify the threshold by the
CRS_ALARM_MAJOR_THRESHOLD of ce parameter.) This log indicates
that call recording stream (CRS) memory pool use exceeds the speci ed
threshold. Billing recording resources are low. If a CRS outage has not
occurred, the memory pool for the speci ed CRS pool is too lo w.

Format 9 (Example 11) is generated when a TOPS_QMS_MAJOR alarm goes
on or off in the MIS IP interface. Refer to the TOPS IP User’s Guide.

Formats for log report EXT107 follow:

Format 1

EXT107 mmmdd hh:mm:ss ssdd INFO etxt_loctxt_almtxt statxt
ON COMMAND FROM DVS

Format 2
EXT107 mmmdd hh:mm:ss ssdd INFO sfwalarm almstate rsntxt vsnnum

Format 3
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EXT107 mmmdd hh:mm:ss ssdd INFO <Alarm> <On/Off><text>
Format 4

EXT107 mmmdd hh:mm:ss ssdd RBSY TQMS_MIS_MINOR <on/off>
TQMS_MIS MPC LINKS

Format 5

EXT107 mmmdd hh:mm:ss ssdd RBSY TQMS_MIS_MAJOR <on/off>
TQMS_MIS MPC LINKS

Format 6

EXT107 mmmdd hh:mm:ss nnnn INFO SN_MAJOR <ON/OFF>
<SN identifier>

Format 7

EXT107 mmmdd hh:mm:ss nnnn INFO SP_MAJOR <ON/OFF>
<SP number>

Format 8
EXT107 mmmdd hh:mm:ss ssdd INFO poolid_MAJ statxt
Format 9

EXT107 mmmdd hh:mm:ss ssdd INFO TQMS_MIS_MAJOR <ON/OFF>
<info>

Example
Example of log report EXT107 follow:

Example 1

EXT107 MAY31 08:22:56 2112 INFO DVS SIDE1 MAJ OFF
ON COMMAND FROM DVS

Example 2
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EXT107 APR22 14:24:58 425 INFO VSN MAJ ALM ON CNTRLNK INTE
R FACE 1

Example 3a
EXT107 JANO1l 15:08:43 231 INFO TOPS_PARS NODE ON
Example 3b

EXT107 JANO1 15:08:43 231 INFO VR1 MAJOR ON DA TOPSVR1 LINK
TRBL

Note: This example occurs in of ces that ha ve pre-NA006 software loads.
Example 3c

EXT107 JANO1 15:08:43 231 INFO VR1 MAJOR ON DA TOPSVR1 O
LINK TRBL

Note: This example occurs in of ces that ha ve software loads at release NAO0O6
and higher.

Example 3d

Note: This example occurs in DMS-SSP or INode of ces.

EXT107 JUL12 14:09:07 2121 INFO SCC_CCS_ALM ON
CCS_LVL_ALM TO_SCCS

Example 3e

EXT106 NOV10 20:15:39 2500 INFO TQMS MIS MAJOR ON
TQMS MIS IP CONN

EXT106 NOV10 20:15:39 2500 INFO TQMS MIS MAJOR OFF
TOMS MIS IP CONN
Example 4

EXT107 NOV27 11:14:24 9500 RBSY TQMS MIS MINOR OFF
TQMS MIS MPC LINKS
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Example 5

EXT107 NOV27 11:14:22 8700 RBSY TQMS MIS MINOR ON
TQMS MIS MPC LINKS

Example 6

EXT107 NOV27 11:14:24 9600 RBSY TQMS MIS MAJOR OFF
TQMS MIS MPC LINKS

Example 7

EXT107 NOV27 11:14:22 8800 RBSY TQMS MIS MAJOR ON
TQMS MIS MPC LINKS

Example 8

EXT107 JUL30 16:15:07 0000 INFO SN _MAJOR ON
SNID: OSNM 6

Example 9

EXT107 JUL30 16:15:07 0000 INFO SP _MAJOR ON
SPID: 27

Example 10a

EXT107 SEPO3 11:45:12 1122 INFO CRSPRUPOOL1 MAJ ON
PRUPOOL1 70%

Example 10b

EXT107 SEPO3 11:45:12 1122 INFO CRSPRUPOOL1 MAJ ON
PRUPOOL1 70% AUTO

Example 11a

EXT107 NOV10 20:15:39 2500 INFO TQMS MIS MAJOR OFF
TOMS MIS IP CONN

Example 11b

EXT107 NOV10 20:15:39 2500 INFO TQMS MIS MAJOR ON
TQMS_MIS_IP CONN
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Field descriptions

The following table explains each of the elds in the log report:

(Sheet 1 of 4)

VSN_NO_LINKS

VSN_ONE_LINK

Field Value Description
etxt DVS Indicates the alarm exists on the DVS.
SCP_OAM Indicates the alarm exists on the service
control point operation, administration, and
maintenance.
DVS_SIDE2 Indicates that the alarm exists on side 2 of the
DNC 1000.
almtxt MIN Indicates a minor alarm exists.
MAJ Indicates a major alarm exists.
statxt ON or OFF Indicates whether the alarm has been turned
on or off.
sfwalarm VSN_MAJ_ALM Identifies the software alarm associated with

the error code in the maintenance notice
message sent by the VSN. The software alarm
is a major alarm and is datafilled in tables
SFWALARM and VSNALARM.

This software alarm is turned on when all of the
logical data links to a particular VSN are out of
service. The EXT105 log is generated for this
software alarm if the REPORT field in table
SFWALARM is set to Y and the SEVERITY
field in table VSNALARM is set to MJ.

This software alarm is turned on when only one
data link to a particular VSN remains in a set of
two or more data links. The EXT105 log is
generated for this software alarm if the
REPORT field in table SFWALARM is setto Y
and the SEVERITY field in table VSNALARM
is set to MJ.
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(Sheet 2 of 4)
Field Value Description
Alarm SCC_CCS_ALM This alarm indicates that there is a fault with

TOPS_PARS_LINK

TOPS_PARS_NODE

TOPS_PARS_APPL

CLFALARM

the following CCS7 elements in a DMS-SSP or
INode office:

* routeset

* linkset

* local subsystem

* remote subsystem
* router

e point code

e link

The log is generated when a CCS7 alarm is
turned ON or OFF.

This alarm is activated when any multiprotocol
controller (MPC) data link for the TOPSPARS
application is taken out of service. ltis
deactivated when all data links for the
TOPSPARS application that are datafilled in
table MPCFASTA are in service (or when
deactivated by the craftsperson, which is not
recommended).

This alarm is activated when all MPC data links
to any PARS node are taken out of service. It
is deactivated when at least one data link is in
service between the DMS and each PARS
node (or when deactivated manually by the
craftsperson, which is not recommended).

This alarm is activated when all MPC data links
forthe TOPSPARS application are taken out of
service. It is deactivated when at least one
data link is in service for the TOPSPARS
application (or when deactivated manually by
the craftsperson, which is not recommended).

This alarm is activated when the user activates
Malicious Call Trace. It is deactivated when
the call is cleared.
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(Sheet 3 of 4)
Field Value Description
VR1_MAJOR Indicates that a major alarm has occurred on a
TOPSVR1 link.
VR2_MAJOR Indicates that a major alarm has occurred on a
TOPSVR2 link.
TQMS_MIS_MAJOR This software alarm turns on when there are
only QMS_MIS_MAJOR_ALARM_THRESH
(table TQMISOPT) connections up to the MIS
vendor. The alarm turns off when the number
of MIS IP connections increases above this
threshold.
On/Off ON Indicates the alarm was activated.
OFF Indicates the alarm was deactivated.
almstate ON or OFF Indicates whether the alarm has been turned
on or off.
<text> CCS_LVL_ALM_TO_ Indicates that a CCS7 alarm has been
SCCS generated in the DMS-SSP or INode office.
DA TOPSVR1 LINK Format 3 (Example 4b only). Identifies the
TRBL TOPSVR links and indicates their state.
DA TOPSVR1 LINKS
OK
DA TOPSVR2 LINK
TRBL
DA TOPSVR2 LINKS
OK
<text> DA TOPSVR1 (0-15) Format 3 (Example 3c only). As of NAOOBG, this
LINK TRBL field is used to indicate the state of the links
associated with each TOPSVR database
instance.
DA TOPSVR1 (0-15)
LINKS OK
DA TOPSVR2 (0-15)
LINK TRBL
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(Sheet 4 of 4)
Field Value Description
DA TOPSVR2 (0-15)
LINKS OK
TQMS_MIS_IP_CONN  An alarm has gone on or off on the MIS IP
interface.
poolid CRSPRUPOOLA1, Format 8 (example 10a) specifies the RU
CRSPRUPOOL2, pools used for billing. Format 8 [example 10b)
CRSPRUPOOLS, AUTO indicates the pool is managed by
CRSSUBRUPOOLT, autoprovisioning. If AUTO is not displayed the
CRSSUBRUPOOL2, pool is manually provisioned.
CRSSUBRUPOOLS,
CRSSUBRUPOOLA4,
CRSSUBRUPOOL5
rsntxt 0000-FFFF Provides explanatory text regarding the alarm
condition at the VSN. The text is datafilled in
table VSNALARM against each possible error
code that could be sent by the VSN.
vsnnum 0-99 Identifies the VSN that sent the maintenance
notice message.
<SN identifier> SNID: (OSAC, OSN, The service node that made the major alarm
OSNM) (0-255) request
<SP number> SPID: (0-4094) The session pool that made the major alarm

request

Action

If the alarm has been turned on, monitor the DVS by the SAS administration
logs service to nd out why the alarm has been raised. T ake appropriate
corrective action.

If the alarm has been turned off, no action is required.

Format 2 log reports for VSN software alarms require no action at the DMS.
maintenance will be done at the VSN.

If Format 3 log reports are generated, examine logs PARS100 and PARS101
to determine which failed MPC data links need to be returned to service.

If Format 3 (Example 3d) log reports are generated, enter the CCS7 MAP level
and use the DISALM command to display the alarm. The cause of the CCS
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EXT107 (continued)

alarm is displayed on the MAP. Refer to the appropriate CCS alarm clearing
procedure to clear the alarm.

If Format 4 log reports are generated, check customer data table TQMISOPT
for on/off state and consult next level of maintenance.

If a Format 8 log occurs, the following actions clear the alarm:
* increase the allocated store for the CRS pool associated with the log

* reprovision the threshold level

Note: If the pool level drops on its own, the alarm extinguishes without
intervention. However, do not depend on system action alone. This alarm
must be investigated.

The reason message text identi es whether the alarm is turned of f to raise or
lower the alarm status of the pool. The reason text replaces the provisioned
threshold level in the message line. The text message ALARM LEVEL
RAISED indicates an escalated status. The escalated status typically is
CRITICAL although FAILURE status is possible for rare circumstances. The
text message ALARM LEVEL LOWERED indicates a lowered status of OFF.
A message illustration follows.

Format 8 alarm generates:

EXT107 SEP03 11:45 1122 INFO CRSPRUPOOL1_MAJ ONPRUPOOL1
70%

Format 8 autoprovisioned pool alarm generates:

EXT107 SEP03 11:45 1122 INFO CRSPRUPOOL1_MAJ ONPRUPOOL1
70% AUTO

Format 8 alarm clears:

EXT107 SEPO3 11:45 1122 INFO CRSPRUPOOL1_MAJ OFFALARM
LEVEL LOWERED

If the system generates log format 9 (example 11) report, reason TQMS_MIS
IP CONN, check the value of parameter
QMS_MIS_MAJOR_ALARM_THRESH in table TQMISOPT. Check the
state of the TCP/IP connection
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Associated OM registers
None

Additional information

Report format 8 logs to Nortel personnel. Nortel personnel need to examine
memory provisioning guidelines for the current release.
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Explanation
Format 1

The External Alarms (EXT) subsystem generates this report. The subsystem
generates this report when an operational measurements critical alarm
(OMCRITICAL) index reaches the threshold in the scan period.

Format 2

This report indicates the status of the directory-assistance system (DAS) data
links and the critical alarm for these links.

Format 3

The subsystem generates this report when the DMS receives a maintenance
notice message sent by the Voice Service Node (VSN). The maintenance
notice message contains an error code. The error code informs the DMS of any
conditions that are not normal or maintenance conditions that occur at the
VSN.

The subsystem generates the EXT108 log when one of the following is turned
on or off:

e VSN_CRIT_ALM.
*  VSN_NO_LINKS.
* VSN_ONE_LINK.
* DASC software alarm.

The reason text (rsntxt) eld of the report pro vides an explanation. The
explanation describes the condition that occurred. The voice service node
number (vsnnum) eld identi es the VSN. In table VSN ALARM the
operating company de nes the te xt output in the rsntxt eld. The subsystem
only generates the EXT108 log for the VSN_CRIT_ALM alarm if the
REPORT eld in table SFW ALARM is Y (Yes). Refer to the data schema
section of the Translations Guidefor details of table VSNALARM and table
SFWALARM.

When the PARS feature is present, the subsystem generates the EXT alarm in
format 3 only in standalone and host TOPS of ces.

Format 4
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The subsystem generates the EXT108 log when a software alarm de ned in
table SFWALARM is turned ON or OFF and the REPORT eld of the tuple
for the software alarm is set to Y (yes). The log depends on the severity of the
alarm. The severity is setin the eld ALM of the tuple for the software alarm.
Log report EXT108 indicates a critical alarm.

Example 5a also uses log format 4. Example 5a has an additional eld <Text>
to indicate the condition of the TOPSVR1 or TOPSVR?2 links.

Note 1: As of NAQO6, the “Text" eld shows the condition of the links for
each TOPSVR database instance (TOPSVRI1 [0-15]), TOPSVR2 [0-15]).
This change allows the support of multiple database access. Refer to
example 5b.

Note 2: For information about multiple database access, refer to the
“Multiple DA System I" section of the “Operator Services Directory
Assistance (OSDA)" section of the North American DMS-100 Translation
Guide, 297-8001-350.

Format 5

The subsystem generates this report when the TQMS_MIS_CRITICAL alarm
goes up or down. The alarm is turned on when the number of TOPS QMS links
up to the MIS vendor drops to the
QMS_MIS_CRITICAL_ALARM_THRESH. (Refer to customer data table
TQMISOPT.) The alarm is turned off when the number of links established
increases above the threshold. The system can generate the alarm when table
TQMISOPT changes.

Format 6

The subsystem generates this report when the TQMS_MIS_PROCESS critical
alarm goes up or down. The alarm is turned on when the QMSMIS process
dies and the MPC system cannot create the QMSMIS process again. The
alarm is turned off when the REVIVE command creates the child process
again. The alarm also is turned off after a switch restart. This child process
controls the QMS MIS MPC links. If the child process dies, the system cannot
send QMS messages across the link. This condition brings the MIS system
down.

Format 7
The subsystem generates this report when the TQMS_MIS_BUFFS critical

alarm goes up or down. The alarm is turned on when event messages are ready
to be buffered and buffers are not available. The buffers are not available to
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nued)

store the messages for transmission. The alarm is turned off when the number
of EMPC buffers allocated increases, or a switch reload or cold restart occurs.

Formats 8 and 9

The subsystem generates this report when an Automatic Message Accounting
(AMA) failure occurs. When logged as AMAFAIL ON, the AMA subsystem
has problems.

When logged as AMAFAIL OFF, the AMA subsystem is normal.

A number of faults can cause AMAFAIL ON. These faults include:
* an AMA software problem.
* aDevice Independent Recording Package (DIRP) problem.

* an AMA subsystem overload.
Examples 9 and 10 correspond to formats 8 and 9 in this order.

Note: In NA0O6, Enhanced Traf ¢ Operator Position System (T OPS)
message switch (ETMS) operator centralization data link (OCDL) alarm
information no longer occurs in this log. Log PM128 has the current ETMS
OCDL alarm information.

Format 10

Format 10 (see Example 11) generates an EXT108 log with a text reason of
SP_CRITICAL. The reason is SN_CRITICAL when the DMS receives a
critical alarm request from a session pool.

Format 11

Format 11 (see Example 12) generates an EXT108 log with a text reason of
SN_CRITICAL. The reason is SN_CRITICAL when the DMS receives a
critical alarm request from a service node.

Format 12

Format 12 (see Example 13) generates an EXT108 log with a text reason of
poolid_level statxt. (Specify the threshold by the
CRS_ALARM_CRITICAL_THRESHOLD of ce parameter .) This log
indicates that call recording stream (CRS) memory pool use exceeds the
speci ed threshold. Billing recording resources are low. If a CRS outage has
not occurred, the memory pool is critically low or exhausted.
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Format

Format 13

Format 13 (Example 14) is generated when a TOPS_QMS_CRITICAL alarm
goes on or off in the MIS IP interface. Also, this example is generated when
the TOPS_QMS_MIS_PROCESS alarm is turned on or off. Refer to the TOPS
IP User’s Guide.

The log report formats for EXT108 are as follows:

Format 1

EXT108 mmmdd hh:mm:ss ssdd INFO OMCRITICAL ON
omnm tuplnm THRES=nnnnn DELTA=nnnnn

Format 2

EXT108 mmmdd hh:mm:ss ssdd INFO DAS trbltext
Format 3

EXT108 mmmdd hh:mm:ss ssdd INFO sfwalarm almstate rsntxt vsnnum
Format 4

EXT108 mmmdd hh:mm:ss ssdd INFO <Alarm> <On/Off> <Text>
Format 5

EXT108 mmmdd hh:mm:ss ssdd RBSY TOQMS_MIS_CRITICAL

<on/off>

TQMS_MIS MPC LINKS

Format 6

EXT108 mmmdd hh:mm:ss ssdd RBSY TQMS_MIS_PROCESS <on/off>
TQMS_MIS CHILD <deadlalive>

Format 7
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EXT108 mmmdd hh:mm:ss ssdd RBSY TQMS_MIS_BUFFS <on/off>
TQMS_MIS BUFFS <lowladded>

Format 8

EXT108 mmmdd hh:mm:ss ssdd INFO AMAFAIL ON DEVICE
FAILURE FOR STREAM: AMA

Format 9

EXT108 mmmdd hh:mm:ss ssdd INFO AMAFAIL OFF DEVICE
STOPPED FAILING FOR STREAM: AMA

Format 10

EXT108 mmmdd hh:mm:ss nnnn INFO SP_CRITICAL <ON/OFF>
<SP number>

Format 11

EXT108 mmmdd hh:mm:ss nnnn INFO SN_CRITICAL <ON/OFF>
<SN identifie>

Format 12
EXT108 mmmdd hh:mm:ss ssdd INFO poolid_level statxt
Format 13

EXT108 mmmdd hh:mm:ss ssdd INFO <name> <state>
<info>

Example
Examples of log reports EXT108 follow:
Example 1

EXT108 APRO1 12:00:00 2112 INFO OMCRITICAL ON
RCVSBU-RCVRDGT THRES=15 DELTA=18
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Example 2
EXT108 JANO1l 16:22:11 5568 INFO DAS LINK DOWN ON
Example 3

EXT108 APR22 14:24:58 425 INFO VSN _CRIT ALARM ON
LANLINK FAILURE 1

Example 4a
EXT108 JANO1l 15:08:43 231 INFO TOPS_PARS APPL ON
Example 4b

EXT108 JUL15 14:09:07 2121 INFO SCC_CCS_ALM ON
CCS_LVL_ALM TO_SCCS

Note: The above example occurs in DMS SSP or INode of ces.
Example 5a

EXT108 MAR23 00:01:23 118 INFO VR1 CRITICAL OFF DA TOPSVR1
LINK UP

Note: This example occurs in of ces that have software loads that precede
NAO0O06.

Example 5b

EXT108 MAR23 00:01:23 118 INFO VR1_CRITICAL OFF DA TOPSVR1 0
LINK UP

Note: This example occurs in of ces that ha ve software loads at release
NAOO6 and higher.

Example 6

EXT108 AUG24 10:05:45 231 RBSY TQMS MIS CRITICAL ON
TQMS MIS MPC LINKS

Example 7

EXT108 AUG24 10:05:45 321 RBSY TQMS MIS PROCESS OFF
TQMS MIS CHILD ALIVE
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Example 8

EXT108 AUG24 10:05:45 231 RBSY TQMS MIS BUFFS <on/offs
TQMS MIS BUFFS LOW

Example 9

EXT108 AUG24 09:35:37 3600 INFO AMAFAIL ON DEVICE FAILURE
FOR STREAM: AMA

Example 10

EXT108 AUG24 09:35:37 3600 INFO AMAFAIL OFF DEVICE STOPPED
FAILING FOR STREAM: AMA

Example 11

EXT108 JUL30 16:15:07 0000 INFO SP_CRITICAL ON
SPID: 27

Example 12

EXT108 JUL30 16:15:07 0000 INFO SN _CRITICAL ON
SNID: OSNM 6

Example 13a

EXT108 SEP19 15:05:27 1122 INFO CRSPRUPOOL1 CRIT ON
PRUPOOL1 90%

Example 13b

EXT108 SEP19 15:05:27 1122 INFO CRSPRUPOOL1 CRIT ON
PRUPOOL1 90% AUTO

Example 14a

EXT108 NOV10 20:15:39 2500 INFO TQMS MIS CRITICA ON
TQMS MIS IP CONN

Example 14b
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EXT108 NOV10 20:15:39 2500 INFO TQMS MIS PROCESS OFF

TOMS_MIS IP CHILD ALIVE

Example 14c

EXT108 NOV10 20:15:39 2500 INFO TQMS MIS PROCESS ON

TQMS MIS IP CHILD DEAD

Field descriptions

The following table describes each eld in the log report:

(Sheet 1 of 5)

Field Value

Description

INFO OMCRITICAL ON Constant
(Format 1)

INFO AMAFAIL ON Constant
DEVICE FAILURE FOR
STREAM: AMA (Format 8)

INFO AMAFAIL OFF Constant
DEVICE STOPPED

FAILING FOR STREAM:

AMA (Format 9)

omnm (Format 1) Symbolic text

tuplnm Symbolic text

THRES=nnnnn (Format 1) 1 -32767

DELTA=nnnnn (Format 1) 1 -32767

trbltext (Format 2) DAS LINK DOWN ON

Indicates an OM index in customer data table
ALARMTAB or OMTHRESH reaches the
threshold in scan period.

Indicates an AMA failure.

Indicates the AMA subsystem is normal.

Provides OM name. Refer to customer data
tables ALARMTAB and OMTHRESH.

Provides OM tuple. Refer to customer data
tables ALARMTAB and OMTHRESH.

Provides the number of pegs in scan period
(entered value) that causes alarm, and causes
the subsystem to generate EXT108.

Provides exact number of pegs in same scan
period.

Indicates that the last link to the DAS is out of
service. Initiates a critical alarm.
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Description

(Sheet 2 of 5)

Field Value
DAS LINK UP OFF
VSN_CRIT_ALM

sfwalarm (Format 3) VSN_NO_LINKS
VSN_ONE_LINK
DASC

almstate (Format 3) ON or OFF

rsntxt (Format 3) alphanumeric

vsnnum (Format 3) 0-99

Indicates that a DAS that was not linked has a
link brought back up. Cancels the critical
alarm.

Identifies the software alarm for the error code
in the maintenance notice message the VSN
sent. The software alarm is a minor alarm
entered in tables SFWALARM and
VSNALARM.

This software alarmis turned on when all of the
logical data links to a VSN are out of service.
The subsystem generates the EXT105 log for
this software alarm if the REPORT field in table
SFWALARM is Y. The SEVERITY field in
Table VSNALARM must be CR.

This alarm is turned on when one data link to a
VSN remains in a set of two or more data links.
The subsystem generates the EXT105 log for
this software alarm if the REPORT field in table
SFWALARM is Y. The SEVERITY field in
Table VSNALARM must be CR.

This software alarm activates when the system
loses both data links between the DMS and the
Directory Assistance database. The software
alarm also is turned on when both data links
were down and one data link is returned to
service.

Indicates if the alarm is turned on or off.

Provides an explanation for the alarm
condition at the VSN. The text is an entry in
Table VSNALARM against all error codes that
the VSN can send.

Identifies the VSN that sent the maintenance
notice message.
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(Sheet 3 of 5)

Field Value

Description

<Alarm> (Format 4) SCC_CCS_ALM

<Alarm> (Format 4) TOPS_PARS_LINK

TOPS_PARS_NODE

TOPS_PARS_APPL

CLFALARM

This alarm indicates that there is a fault with
the following CCS7 elements in a DMS-SSP or
INode office:

* routeset

* linkset

* local subsystem

* remote subsystem
* router

e point code

e link

The log is generated when a CCS7 alarm is
turned ON or OFF.

The system activates this alarm when any
MPC data link for the TOPSPARS application
is out of service. The system deactivates when
all data links for the TOPSPARS application
entered in Table MPCFASTA are in service.
(The operating company personnel also can
deactivate the alarm. This action is not
recommended.)

The system activates the alarm when all MPC
data links to any PARS node are taken out of
service. The system deactivates the alarm
when one data link is in service between the
DMS and each PARS node. (The operating
company personnel also can deactivate the
alarm. This action is not recommended.)

The system activates the alarm when all MPC
data links for the TOPSPARS application are
out of service. The system deactivates the
alarm when one data link is in service for the
TOPSPARS application. (The operating
company personnel also can deactivate the
alarm. This action is not recommended.)

The system activates the alarm when the user
activates Malicious Call Trace. The system
deactivates the alarm when the call clears.
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SCCS

DA TOPSVR1 LINK
DOWN

DA TOPSVR1 LINK
upP

DA TOPSVR2 LINK
DOWN

EXT108 (continued)
(Sheet 4 of 5)
Field Value Description
VR1_CRITICAL Indicates that a critical alarm occurred on a
TOPSVR1 or TOPSVR2 link.
VR2_CRITICAL
<Alarm> (Format 13) TQMS_MIS_ This software alarm turns on when there are
CRITICA only
QMS_MIS_CRITICAL_ALARM_THRESH
(table TQMISOPT) connections up to the MIS
vendor. The alarm turns off when the number
of MIS IP connections increases above this
threshold.
<Alarm> (Format 13) TQMS_MIS_ This software alarm turns on when the child
PROCESS process dies.
<On/Off> (Format 4) ON Indicates the system activated the alarm.
OFF Indicates the system deactivated the alarm.
poolid CRSPRUPOOLI, Format 12 (example 13a) specifies the RU
CRSPRUPOOL2, pools used for billing. Format 12 (example
CRSPRUPOOLS, 13b) AUTO indicates the pool is managed by
CRSSUBRUPOOL1, autoprovisioning. If AUTO is not displayed the
CRSSUBRUPOOL2, pool is manually provisioned.
CRSSUBPRPOOLS,
CRSSUBRUPOOLA4,
CRSSUBRUPOOL5
level CRIT, FAIL Format 12 (example 13a). CRIT means that
storage use exceeds the critical alarm
threshold. FAIL means that allocated storate is
completely in use.
<Text> CCS_LVL_ALM_TO_ This value indicates that a CCS7 alarm has

been generated in a DMS SSP or INode office.

Example 5a only. Identifies the TOPSVR links
and indicates their state.
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(Sheet 5 of 5)

Field Value Description
DA TOPSVR2 LINK
UP

<Text> DA TOPSVR1 (0-15) Example 5b only. As of NAQOG, this field
LINK DOWN indicates the state of the links for each

TOPSVR database instance.

DA TOPSVR1 (0-15)
LINK UP
DA TOPSVR2 (0-15)
LINK DOWN
DA TOPSVR2 (0-15)
LINK UP
TQMS_MIS_IP_ The TOPS_QMS_CRITICAL alarm has gone
CONN on or off on the MIS IP interface.
TQMS_MIS_IP_ The TOPS_QMS_MIS_PROCESS alarm is
CHILD_ALIVE turned off.
TQMS_MIS_IP_ The TOPS_QMS_MIS_PROCESS alarm is
CHILD_DEAD turned on.

<SP number> SPID: (0-4094) The session pool that made the critical alarm

request.

<SN identifier> SNID: (OSAC, OSN, The service node that made the major alarm

OSNM) (0-255) request.
Action

Keep the previous 5 min of log reports. Contact the next level of maintenance.

Format 3 log reports for VSN software alarms do not require action at the
DMS. Maintenance occurs at the VSN.

If the system generates log format 4 (example 4a) reports, examine logs
PARS100 and PARS101. You must determine which failed MPC data links
require return to service and return the data links to service.

If the system generates log format 4 (example 4b), enter the CCS7 MAP level
and use the DISALM command to display the alarm. The cause of the CCS
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alarm is displayed on the MAP. Refer to the appropriate CCS alarm clearing
procedure to clear the alarm.

After the TOPS_QMS_PROCESS (format 6) alarm is turned off, the process
must be brought back up. Use the revive command at the MPC level of the
MAP.

When format 7 occurs, increase the number of buffers
(TQMS_MIS_MPC_BUFFS) available in customer data table OFCENG.

When format 8 occurs, the format indicates an AMA failure appears and that
you must analyze. The AMA100, AMA114 and DIRP logs provide exact
information on the AMA failure cause. Refer to the Bellcore Format AMA
Maintenance Guidéor more detail on AMA failure.

If a format 12 log occurs, the following actions clear the alarm:
* increase the allocated store for the CRS pool associated with the log

* reprovision the threshold level

Note: If you reprovision the threshold level, a CRITICAL alarm clears but
not a FAILURE alarm.

There is no way to reduce CRS pool storage without a cold restart or a
NORESTARTSWACT. If no CRS outage has occurred, the provisioning value
is probably low for this CRS pool. Increase the number of elements for the
pool or billing losses could occur shortly.

When Format 12 alarms clear, the alarm status level for this log can drop
multiple levels.

The reason message text identi es whether the alarm is turned of f to raise or
lower the alarm status of the pool. The reason text replaces the provisioned
threshold level in the message line. The text message ALARM LEVEL
RAISED indicates an escalated status.

The escalated status typically is CRITICAL although FAILURE status is
possible for rare circumstances. The text message ALARM LEVEL
LOWERED indicates a lowered status or OFF. A message illustration follows.

Format 12 alarm generates:

EXT108 SEP03 11:45 1122 INFO CRSPRUPOOL1_CRIT ONPRUPOOL1
90%
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Format 12 autoprovisioned pool alarm generates:

EXT108 SEP03 11:45 1122 INFO CRSPRUPOOL1_CRIT ONPRUPOOL1
90% AUTO

Format 12 alarm clears:

EXT108 SEP03 11:45 1122 INFO CRSPRUPOOL1_CRIT OFFALARM
LEVEL LOWERED

If the system generates log format 13 (example 14) report, perform the
applicable action as follows:

*  For the TQMS_MIS_CRITICAL alarm, check the value of parameter
QMS_MIS_CRITICAL_ALARM_THRESH in table TQMISOPT. Check
the state of the TCP/IP connection

*  For the TQMS_MIS_PROCESS alarm, try to manually re-create the child
process using the MISCHILD command in the TQMIST CI tool.

Associated OM registers
There are no associated OM registers.

Additional information

Report format 12 logs to Nortel personnel. Nortel personnel need to examine
memory provisioning guidelines for the current release.
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EXT109
Explanation
The External Alarms (EXT) subsystem generates this report. The subsystem
generates this report generates when an alarm scan point detects switch battery
voltage that crosses a set threshold voltage.
Format
The log report format for EXT109 is as follows:
EXT109 mmmdd hh:mm:ss ssdd INFO reptype almtxt
PWR lev levtxt since yyyy/mm/dd hh:mm:ss
Example

An example of log report EXT109 follows:

EXT109 MAR10 20:10:40 3456 INFO LVDMSPWR ON
PWR lev was OK since 1987/03/01 10:20:30

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description
INFO LVDMSPWR Indicates a report of switch battery
voltage that crosses a set threshold
voltage.
LVDT7 Indicates a report of switch battery

voltage that crosses a set threshold
voltage for the first time after an office

reload.
altext ON Indicates the low voltage alarm is on.
RMDR Indicates the low voltage alarm is on.

The subsystem generates this
“reminder" log every 15 min while a
low voltage condition is present.

OFF Indicates the low voltage alarm is off.
Voltage level is normal.
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(Sheet 2 of 2)

Field

Value

Description

PWR

yyyy/mm/dd
hh:mm:ss

was OK

is low

was low

Integers

OFFICE RELOAD

Indicates the voltage level was above
the set threshold voltage since the
date and time given.

Indicates the voltage level was below
a set threshold voltage since the date
and time given.

Indicates the voltage level was below
the set threshold voltage since the
date and time given.

Provides the date and time since the
last threshold voltage crossover.

Indicates the last threshold voltage
crossover occurred before the latest
office reload.

Action

If the subsystem generates a low voltage log, examine the battery to determine
the cause for voltage drop. Contact the next level of support.

If the “contxt" eld of the log contains “was low", there is no action required.
This log indicates voltage returned to normal.

Associated OM registers

There are no associated OM registers.

Additional information

There is no additional information.
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EXT110

Explanation

The External Alarm (EXT) subsystem generates this alarm after a DMS
system audit. The subsystem generates this log when the audit nds the alarm
count does not match the number of alarms. The alarm count is for a speci ed
alarm type: Critical, Major, Minor, and No Alarm. These alarms occur in the
DMS switch. The subsystem normally generates this log report when
operators set/reset Scan or Signal Distribution points. Operators set/reset these
points at the EXT level of the MAP display.

Format
The log report format for EXT110 is as follows:

EXT110 mmmdd hh:mm:ss ssdd INFO ALARM_LEVEL ALARM
COUNTS
RECALCULATED

Example
An example of log report EXT110 follows:

EXT110 JANO2 13:37:39 2180 INFO OAU CRITICAL ALARM COUNTS
RECALCULATED

Field descriptions
The following table describes each eld in the log report:

Field Value Description
ALARM LEVEL OAU_NO_ALARM, Resets the count for the ALARM LEVEL indicated in
OAU_CRITICAL, the report.
OAU_MAJOR,
OAU_FSP, or
OAU_MINOR
Action

There is no action required.

Associated OM registers
There are no associated OM registers.
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Additional information
There is no additional information.
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EXT300
Explanation
The External Alarms (EXT) subsystem generates the EXT102 log report when
a Major Alarm scan point (scanm) changes state. The related scan point can
be de ned intable ALMSC. When the alarm status occurs, EXT102 has status
text as “ON", to indicate Alarm on. Otherwise EXT102 has status text as
“OFF".
The SN Problem Manager generates the EXT300 log when the subsystem does
not generate a fan “alarm off" log within 20 s. The fan “alarm off" log is
EXT102 with status text OFF. If the fan “alarm off" DMS log arrives in 20 s,
the subsystem does not generate the log. The only EXT logs the Problem
Manager counts are fan alarms.
Format
The log report format for EXT300 is as follows:
*#* EXT300 mmmdd hh:mm:ss ssdd TBL External Alarm Indication
Location: <scnnm>
Problem id: <probid>
Status: <stattxt>
Trouble: <tbltext>
Action: <acttext>
Initial event: <inittext>
Initial event time: <initime>
Duration: <eventime>
Pending event: <pendtext>
Example

An example of log report EXT300 follows:

** EXT300 MAYO07 13:50:00 5200 TBL External Alarm
Indication

Location: CRSC_FSPAISB MJ

Problem id: 5981

Status: Alarm raised

Trouble: Awaiting alarm clear

Action: Check alarm source

Initial event: CRSC_FSPAISB MJ alarm indicated

Initial event time: 13:40:00

Duration: 20 sec

Pending event: CRSC_FSPAISB MJ alarm cleared
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EXT300 (continued)

Field descriptions
The following table describes each eld in the log report:

Action

Field Value Description
TBL External Constant Indicates External Alarm Trouble.
Alarm
schnm Symbolic text Identifies the scan point that changed
state. Table ALMSC provides the list
of the scan points.
probid nnnnnn Provides the problem number. This
number associates logs related to the
same problem. The Problem Viewer
also shows the number.
stattxt Alarm raised Explains why the subsystem
generates this log report.
tbltxt Awaiting alarm Explains the potential trouble
clear condition.
acttxt Check alarm source  Describes the action required.
inittext <scnnm> alarm Lists the initial problem that generates
indicated this log report.
initime hh:mm:ss Provides the time of initial event.
eventime nnnn sec Provides the duration of the event.
pendtext <schnm> alarm Provides the pending event that can
cleared clear this problem.

Fuse failures, power inverter failures, or air o w problems caused by dirty air
Iters can produce trouble logs. This problem lights the FRAME FAIL LAMP
on the frame supervisory panel (FSP). This problem can light the FAN FAIL
lamp on the FSP. If the FAN FAIL lamp lights on the FSP, the probable causes

are:

* clogged lter

* the switch on the inverter (if the cooling unit is ac)

¢ Dblown inverter fuse on PDC frame
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e defective fan motor
e defective sail switch

* loose or broken wiring

To silence the FAN FAIL alarm, determine if the cooling unit is in a network
frame. If the unit is not in a network frame set the FAN ALM OVERRIDE
switch on the right on the FSP. Remove the air intake grill and lter assembly
from the front of the cooling unit. If the FAN FAIL lamp turns off, a clogged
Iter causes the f ault. Clean or replace the lter .

If the cooling unit is in a network frame, the procedure to clean the lter is the
same. To replace the fan, refer to Trouble Locating and Clearing Procedures

If the FAN FAIL lamp does not go off, inspect the fans in the cooling unit and
locate the defective fan. Examine the connection. To replace the fan refer to
Trouble Locating and Clearing Procedures

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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EXT301

Explanation

Format

Example

The External Alarms (EXT) subsystem generates the EXT102 log report when
a Major Alarm scan point (scanm) changes state. You can de ne arelated scan
point in table ALMSC. When the alarm status occurs EXT102 lists status text
as “ON", to indicate Alarm on. Otherwise, EXT102 has status text as “OFF".

The SN Problem Manager in SN OPC generates the EXT301 log when the

system receives a fan "alarm off" log after 20 s. The only EXT logs the
Problem Manager counts are fan alarms.

The log report format for EXT301 follows:

EXT301 mmmdd hh:mm:ss ssdd TBL External Alarm Indication

Location: <scnnm>
Problem id: <probid>
Status: <stattxt>

Trouble: <trbtxt>

Action: <acttext>

Initial event: <inittext>
Initial event time: <initime>
Final event: <fnltxt>

Final event time: <fnltime>

An example of log report EXT301 follows:

EXT301 MAY06 13:50:00 5000 TBL External Alarm Indication

Location: CRSC_FSPAISB MJ

Problem id: 5981

Status: Alarm cleared

Trouble: Trouble cleared

Action: No action required

Initial event: CRSC FSPAISB MJ alarm indicated
Initial event time: 13:00:00

Final event: CRSC_FSPAISB MJ alarm cleared
Final event time: 13:49:00
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EXT301 (end)

Field descriptions

The following table describes each eld in the log report:

Field Value Description

TBL External Alarm Constant Indicates Major Alarm

Indication

schnm Symbolic text Identifies the scan point that changed
state. Table ALMSC gives the list of the
scan points.

probid nnnnnn Provides the problem number. This
number associates logs related to the
same problem. The Problem Viewer also
shows the number.

stattxt Alarm cleared Explains why the subsystem generated
this log report.

tbltxt Explains the potential trouble condition.

acttxt Action is not required Describes the required action .

inittext <scnnm> alarm indicated Lists the first problem that produced this
log.

initime hh:mm:ss Provides time of first event.

fnltxt <scnnm> alarm cleared Lists the first problem that produced this
log.

fnitime hh:mm:ss Provides the time of final event.

Action

There is no action required.

Associated OM registers

There are no associated OM registers.

Additional information

There is no additional information.
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EXT400

Explanation

Format

Example

The External Alarms (EXT) subsystem generates the EXT102 log report when
a major alarm occurs because of fan related problems.

The Problem Manager in the SN OPC counts the number of occurrences of
transient ON/OFF EXT102 pairs for one hour. If the count equals or exceeds
30 after one hour, the problem manager generates an EXT400 summary log
report. The only EXT logs the problem manager counts are the fan alarms.
The Problem Manager does not count other types of EXT logs.

The log report format for EXT400 is as follows:

EXT400 mmmdd hh:mm:ss ssdd SUMM External Alarm Indication

Location: <scnnm>
Problem id: <probid>
Event: <rsntxt>

Initial event time: <initime>
Event count: <num_events>
Duration: <eventime>

An example of log report EXT400 follows:

EXT400 OCT21 14:57:00 5100 SUMM External Alarm Indication

Location: CRSC_FSPAISB MJ

Problem id: 5981

Event: CRSC _FSPAISB MJ transient count
Initial event time: 13:40:00

Event count: 46

Duration: 60 min
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EXT400 (continued)

Field descriptions
The following table describes each eld in the log report:

Field Value Description

SUMM External Constant Indicates summary log report for

Alarm Indication external alarm.

schnm Symbolic text Identifies the scan point that changed
state. Table ALMSC lists the scan
point.

probid nnnnnn Provides the problem number. This

number associates logs related to the
same problem. The Problem Viewer
shows the problem number.

rsntxt <scnnm> transient  Explains why the subsystem
count generated this log report.
initime hh:mm:ss Provides the time of initial event.
num_events n,nnnnNnNnNnNN Provides the number of observed
events.
eventime nnnn sec Provides the duration of the event.

Action
The probable cause of the problem is a hardware failure. Fuse failures, power

inverter failures, and air- o w problems can cause the trouble. Examine the
frame indicated in the Location eld in the log report format. This problem
lights the FRAME FAIL lamp on the frame supervisory panel (FSP). This
problem can light the FAN FAIL lamp on the FSP.

If the FAN FAIL lamp lights on the FSP, the probable causes are:

* clogged lter

* the switch on inverter (if the cooling unit is ac)

* blown fuse for the inverter on the PDC frame (ac cooling unit)

* defective fan motor

e defective sail switch

* the wiring is loose or broken
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EXT400 (end)

To silence the FAN FAIL alarm, determine if the cooling unit is in a network
frame. If the cooling unit is not in a network frame, set the FAN ALM
OVERRIDE switch on the right on the FSP. Remove the air intake grill and
Iter assembly from the front of the cooling unit. If the FAN FAIL lamp turns
off, the Iter is the source of the f ault. Clean or replace the Iter .

If the cooling unit is in a network frame, the procedure to clean the lter is the
same. To replace the fan, refer to Trouble Locating and Clearing Procedures

If the FAN FAIL lamp does not turn off, inspect the fans in the cooling unit and
locate the defective fan. Examine the connection. To replace the fan refer to
Trouble Locating and Clearing Procedures

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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EXT800

Explanation

The External Alarms (EXT) subsystem generates the EXT102 log when a
major alarm occurs because of fan related problems.

The Problem Manager in the SN OPC counts the number of transient ON/OFF
EXT102 pairs for one hour. If the count reaches the 10, 20 and 30 threshold
value the Problem Manager generates EXT800 threshold log report. The only
EXT logs the problem manager counts are the fan alarms. The Problem
Manager does not count other types of EXT logs.

Format
The log report format for EXT800 is as follows:

EXT800 mmmdd hh:mm:ss ssdd THR External Alarm Indication
Location: <scnnm>
Problem id: <probid>
Event: <rsntxt>
Initial event time: <initime>
Event count: <num_events>

Example
An example of log report EXT800 follows:

EXT800 OCT21 14:20:00 3000 THR External Alarm Indication
Location: CRSC_FSPAISB MJ
Problem id; 5981
Event: CRSC _FSPAISB MJ transient count
Initial event time: 13:51:00
Event count: 20

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

THR External Constant Indicates incoming logs exceed the

Alarm Indication threshold.

scnnm Symbolic text Identifies the scan point that changed
state. Table ALMSC lists the scan
point.
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(Sheet 2 of 2)

Field Value Description

probid nnnnnn Provides problem number. This
number associates logs related to the
same problem. The Problem Viewer
also shows the problem number.

rsntxt <scnnm> transient Explains why the subsystem

count generates this log report.
initime hh:mm:ss Provides time of initial event.
num_events n,nNNNNNNN Provides number of observed events.

Action
The source of the problem is dirty air o w sensors on the frame supervisory

panel (FSP).

If the FAN FAIL lamp lights, the probable causes are:

* clogged lter

* the switch on inverter (if the cooling unit is ac)

* blown fuse for the inverter on the PDC frame (ac cooling unit)

* damaged fan motor

* damaged sail switch

* the wiring is loose or broken

To silence the FAN FAIL alarm, determine if the cooling unit is in a network
frame. If the cooling unit is not in the network frame, set the FAN ALM
OVERRIDE switch on the right on the FSP. Remove the air intake grill and

Iter assembly from the front of the cooling unit. If the FAN FAIL lamp turns
off, the Iter is the source of the f ault. Clean or replace the lIter .

If the cooling unit is in a network frame, the procedure to clean the lIter is the
same. To replace the fan, refer to Trouble Locating and Clearing Procedures

If the FAN FAIL lamp does not turn off, inspect the fans in the cooling unit and
locate the defective fan. Examine the connection. To replace the fan refer to
Trouble Locating and Clearing Procedures

Associated OM registers
There are no associated OM registers.
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FCO100
Explanation
The FiberCenter (FC) Acquisition subsystem generates log FCO100. The
subsystem generates this log when an association is established between the
association manager and the FiberCenter association manager.
Format
The log report format for FCO100 is as follows:
FCO100 mmmdd hh:mm:ss ssdd INFO COMMUNICATION
ESTABLISHED TO FIBERCENTER OPC
Example

An example of log report FCO100 follows:

FP100 SEP0O5 18:14:33 4827 INFO COMMUNICATION ESTABLISHED TO
FIBERCENTER OPC

Field descriptions

Except for the date, time, and sequence number entries, there is no variable
information in the FCO100 log report.

Action
There is no action required.

Associated OM registers
There are no associated OM registers.

Additional information
None
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FCO101

Explanation

The FiberCenter OM Acquisition (FCO) subsystem generates FCO101. The
FCO subsysem generates FCO101 when the association between the DMS
e xible calling (FC) association manager and the SuperNode association
manager process goes down.

Format
The log report format for FCO101 is as follows:

FCO101 mmmdd hh:mm:ss ssdd INFO COMMUNICATION
FAILURE TO SUPERNODE
OpPC

Example
An example of log report FCO101 follows:

FCO101 NOVO3 01:18:53 9300 INFO COMMUNICATION
FAILURE TO SUPERNODE OPC

Field descriptions
The following table explains each eld in the log report:

Field Value Description
INFO Constant Indicates a communication failure between the
COMMUNICATION DMS FC association manager and the
FAILURE TO SuperNode association manager
SUPERNODE OPC

Action

Refer to Reason table for action to take. If the reason for the log does not
appear in Reason table, contact the next level of maintenance.

Associated OM registers
There are no associated OM registers.
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Additional information

The following table describes the problems for the log report:

Problem

Action

Protocol problem

Hardware problem

Computing module (CM) restart

SwAct

The operational controller (OPC) attempts to
connect every two minutes.

Check the Ethernet Interface Units (EIU) fr the
Defense Advance Project Research Agency
(DARPA). Set to in-service.

The OPC establishes the connection again.

The active unit establishes a new connection.
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FM100

Explanation

The Focused Maintenance (FM) subsystem generates log report FM100 when
the failure count for speci ed trunk troubles exceeds de ned alarm thresholds.
For more information, refer to Table TRKMTCE (trunk maintenance). An
increase in completed call attempts on the line can cause the reduction of alarm
severity. The subsystem also generates log FM 100 when this condition occurs.

Selected details on trunks troubles caused by the system maintenance
processes are available through the trunks trouble (TRKTRBL) level of the
MAP display. Problems reported by call processing are also available at this
level. You can access the TRKTRBL level through the trunks test position
(TTP) level of the MAP display.

Trunk trouble reports have three sources:

* manual action by operating company personnel

* gsystem initiated maintenance processes

* call processing

The subsystem does not generate alarms for trouble that results from user

maintenance action. The user can de ne the alarm thresholds for both of the
other trouble causes.

The TRKSTRBL alarms do not generate the audible alarms associated with
system out-of-service alarms. The TRKSTRBL and the maintenance (MTC)
levels of the MAP display indicate the alarms.

This feature is an optional package available to the telephone companies.
When this feature is present the feature can suppress the trunk logs the feature
replaces. These logs remain available to the telephone company. To produce
the logs, unsuppress the required logs.

When this feature is active, the LOGUTIL command can suppress the
following logs:

« TRK 110: SBSY LOCKOUT ON

e TRK111: FLT ROUTING TRBL

e TRK 112: RTS LOCKOUT OFF

« TRK 113: FLT TRK TRBL

« TRK 114: FLT DP RECEP TRBL

« TRK 115: FLT DP PERM SIG
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FM100 (contin

ued)

Format

Example

« TRK 116: FLT MF RECEP TRBL

« TRK 117: FLT MF PERM SIG

e TRK 118: FLT ANI RECEP TRBL

e TRK 119: FLT ANI RECEP TRBL

« TRK 120: FLT ONI RECEP SIG

« TRK 121: FLT OUTPULSING TRBL

« TRK 122: FAIL INTEGRITY TRBL

« TRK 123: FAIL PP CC COMMUNICATION
« TRK 162: FAIL OUTPULSING TRBL

« TRK 182: FLT DGT RECEPTION TRBL
« TRK 183: FLT DGT_PERM_SIG

The log report format FM100 is as follows:

FM100 mmmdd hh:mm:ss ssdd TBL FM TRK ALARM
TRK GROUP = trknm ALARM = alrmtxt
ALARM TYPE = scetxt

An example of log report FM100 is as follows:

FM100 FEB10 01:01:54 0630 TBL FM TRK ALARM
TRK GROUP = OTMF1 ALARM = CR
ALARM TYPE = CP

Field descriptions

The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

TBL FM TRK Constant Indicates that one type of trunk alarm

ALARM exceeds the threshold

TRK GROUP Provides the name of the trunk group
on which the alarms occur. Refer to
table TRKMTCE.
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(Sheet 2 of 2)

Field Value Description

ALARM MN, MJ, CR, NA Indicates if the alarm is minor, major,
critical, or no alarm. (No alarm occurs
if completed call attempts reduce the
alarm condition to no alarm.)

ALARM TYPE CP, MTCE Identifies the source of the alarm as a
call processing (CP) or maintenance
(MTCE) type

Action
There is no action required.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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FM101

Explanation

The Focused Maintenance (FM) subsystem generates log report FM101 when
one of the following conditions occur:

* The failure count for speci ed line troubles that relate to call processing,
exceeds de ned alarm thresholds. Refer to table LNSMTCE (line
maintenance).

* Anincrease in completed call attempts on the line reduces in alarm
severity.

Information on the precise lines at fault is available through the lines trouble
(LNSTRBL) level of the MAP display.

The Nodetxt eld can refer to the line module (LM) or the line concentrating
module (LCM) from a local node. This feature provides the LEN (line

equipment number). The Nodetxt eld pro vides the module; for example,
"LCM REM1 01 0'.

The LNSTRBL alarms do not generate the audible alarms associated with the
LNSTRBL and the MTC (maintenance) levels of the MAP display.

When this feature is active, the LOGUTIL command can suppress the
following logs:

ON (Line lockout on)
« LINE 103

RTS (line trouble)

 LINE 105
TBL
« LINE 108

TBL (nostart dial/integrity fail/reversed trk)
« LINE110
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FM101 (continued)

FEM REMOVED (foreign EMF removed)
« LINE 120

THR (line trouble)

Format
The log report format for FM101 is as follows:

FM101 mmmdd hh:mm:ss ssdd TBL FM LNS ALARM
nodetxt
ALARM = alrmtxt

Example
An example of log report FM 101 follows:

FM101 FEB12 02:23:12 7151 TBL FM LNS ALARM
LM HOST 00 O
ALARM = MN

Field descriptions
The following table describes each eld in the log report:

Field Value Description

TBL FM LNS Constant Indicates one type of the line alarm
ALARM exceeds the alarm threshold
nodetxt Alphanumeric Provides information about the node

on which the alarms occur

ALARM MN, MJ, CR, NA Indicates if the alarm type is minor,
major, critical, or no alarm. (No alarm
occurs if completed call attempts
reduce the alarm condition to no
alarm.)

Action
Refer to the Line Maintenance Reference Manuap7-2101-516.

Associated OM registers
There are no associated OM registers.
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Additional information
There is no additional information.

297-8021-840 Standard 14.02 May 2001



Log reports 1-325

FMT100

Explanation

The Fiber Multiplex Terminal (FMT) subsystem generates log report FMT100
when a condition that does not affect service is raised on the FMT. This log
indicates FMT equipment failure and loss of some redundant circuits.

Format
The log report format for FMT100 is as follows:

** FMT100 mmmdd hh:mm:ss ssdd FAIL FMT
SITE FMT NO LOC: FL RPOS FRAME SHELF
HOST n loctxt
REMn n loctxt
FROM statxt TO Major ALARM

Example
An example of log report FMT100 follows:

** FMT100 SEP10 11:14:29 1235 FAIL FMT
SITE FMT NO LOC: FL RPOS FRAME SHELF
HOST 1 3 A3 3 4
REM1 1 3 B4 5 2
FROM No _alm TO Major ALARM

Field descriptions
The following table describes each eld in the log report:

Field Value Description
FMT Constant Indicates a report of FMT equipment failure.
SITE HOST or REMn Indicates the site of the FMT.
FMT n 0 to 31 Identifies the host or remote FMT.
REMn 0to 63 Identifies the remote site.
loctxt Alphanumeric Provides equipment location.
characters.
statxt No_Alm, Critical Indicates the previous alarm level of the FMT.
The alarm level for this log is major.
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FMT100 (end)

Action

Suppress the alarm at the MAP display. Determine the exact fault location on
the MAP display. Go into lower MAP levels to show the status of the alarms.
Repair the defective components.

Associated OM registers
There are no associated OM registers.
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FMT101

Explanation

The Fiber Multiplex Terminal (FMT) subsystem generates log report FMT101
when a condition that does not affect service is raised on the FMT. This log
indicates FMT equipment failure and loss of some redundant circuits.

Format
The log report format for FMT101 is as follows:

** FMT101 mmmdd hh:mm:ss ssdd FAIL FMT
SITE FMT NO LOC: FL RPOS FRAME SHELF
HOST n loctxt
REMn n loctxt
FROM statxt TO Major ALARM

Example
An example of log report FMT101 follows:

*% FMT101 SEP10 11:14:29 1235 FAIL FMT
SITE FMT NO LOC: FL RPOS FRAME SHELF
HOST 1 3 A3 3 4
REM1 1 3 B4 5 2
FROM No _alm TO Major ALARM

Field descriptions
The following table explains each eld in the log report:

Field Value Description
FMT Constant Indicates a report of FMT equipment failure.
SITE HOST or REMn Indicates the site of the FMT.
FMT n 0 to 31 Identifies the host or remote FMT.
REMn 0 to63 Identifies the remote site.
loctxt Alphanumeric Provides equipment location.
characters
statxt No_Alm, Critical Indicates the previous alarm level of the FMT.
The alarm level for this log is major.
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Action

Suppress the alarm at the MAP display. Determine the exact fault location on
the MAP display. Go into lower MAP levels to show the status of the alarms.
Correct the defective components.

Associated OM registers
There are no associated OM registers.
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FMT102
Explanation
The Fiber Multiplex Terminal (FMT) subsystem generates FMT102 when
FMT is disabled.
Format
The log report format for FMT102 is as follows:
* FMT102 mmmdd hh:mm:ss ssdd INFO FMT
SITE FMT NO LOC: FL RPOS FRAME SHELF
HOST n loctxt
REMn n loctxt
ALARMS DISABLED
Example
An example of log report FMT102 follows:
* FMT102 APRO1 08:22:34 2112 INFO FMT
SITE FMT NO LOC: FL RPOS FRAME SHELF
HOST 1 3 A3 3 4
REM1 1 3 B4 5 2
ALARMS DISABLED
Field descriptions
The following table describes each eld in the log report:
Field Value Description
FMT Constant Indicates a report of FMT information.
SITE HOST or REMn Indicates the site of the FMT.
FMT n 0 to 31 Identifies the host or remote FMT.
REMn 0 to63 Identifies the remote site.
loctxt Alphanumeric Provides equipment location.
characters
ALARMS DISABLED Constant Indicates the alarms are disabled for the

indicated FMT.
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FMT102 (end)

Action
After you clear the fault, enable the alarms again .

Associated OM registers
There are no associated OM registers.
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FMT103
Explanation
The Fiber Multiplex Terminal (FMT) subsystem generates log report
FMT103. The subsystem generates this log when the alarm status of an FMT
changes from Critical or Major to No_Alarm (Format 1). The subsystem also
generates this alarm on the performance of the alarm ENABLE function
(Format 2).
Format
The log report format for FMT103 is as follows:
Format 1
FMT103 mmmdd hh:mm:ss ssdd INFO FMT
SITE FMT NO LOC: FL. RPOS FRAME SHELF
HOST n loctxt
REMn n loctxt
FROM statxt TO No_Alm ALARM
Format 2
FMT103 mmmdd hh:mm:ss ssdd INFO FMT
SITE FMT NO LOC: FL RPOS FRAME SHELF
HOST n loctxt
REMn n loctxt
ALARMS ENABLED
Example

An example of log report FMT103 follows:
Format 1

FMT103 SEP10 11:15:20 1236 INFO FMT
SITE FMT NO LOC: FL. RPOS FRAME SHELF
HOST 1 3 A3 3 4
REM1 1 3 B4 5 2
FROM Critical TO No Alm ALARM

Format 2
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FMT103 (end)

FMT103 SEP10 11:15:20 1236 INFO FMT

SITE FMT NO LOC: FL RPOS
HOST 1 3 A3
REM1 1 3 B4

ALARMS ENABLED

Field description

FRAME SHELF
3 4
5 2

The following table describes each eld in the log report:

Field Value Description

FMT Constant Indicates a report of FMT information.
SITE HOST or REMn Indicates the site of the FMT.

FMT n 0 to 31 Identifies the host or remote FMT.
REMn 0to 63 Identifies the remote site.

loctxt Alphanumeric characters. Provides equipment location.

FROM statxt TO No_Alm Major, Critical  Provides the previous FMT alarm.
ALARM

ALARMS ENABLED Constant Indicates FMT alarms are enabled.

Action
There is no action required.

Associated OM registers
There are no associated OM registers.
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FP501_NT

Explanation

The Footprint (FP) generates log report FP501_NT when

the last active device in a set changes state as a result of system restart
action. a system restart action

the user enters the MANB command

the user enters STOPMEMBER, STOPSHADOW OR STARTSHADOW
command of the disk shadowing feature

This log associates with a minor alarm (*).

Format

The log report format for FP501_NT is as follows:

*F

Example
An

*F

P501 mmmdd hh:mm:ss ssdd DEVICE STATE CHANGE
OBJECT: <object_description>
SOURCE: <command_source>
<res_state> —> <res_state>

example of log report FP501_NT follows:

P501 OCT23 12:00:01 2351 DEVICE STATE CHANGE
OBJECT: FPO SHAD1

SOURCE: System

INSV -> SYSB

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

DEVICE STATE Constant Indicates a device changed state.

CHANGE

<object_descripti  Alphanumeric Provides footprint and disk shadow

on> identification.

<command_sourc  System or Manual Indicates if a system action or a

e> command entered manually caused
the state change.
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FP501_NT (end)

(Sheet 2 of 2)
Field Value Description
<res_state> -> INSV -> SYSB The system changes the state from
<res_state> INSV to SYSB.
SYSB -> MANB State change from SYSB after MANB,
STOPMEMBER or STOPMEMBER
command.
SYSB -> INSV State change from SYSB after
STARTSHADOW command.
MANB-> INSV State change from MANB after

STARTSHADOW command.

Action

Action is necessary only when <res_state> = INSV -> SYSB. Use the
associated device log to identify and correct the disk problem before you start
the set again. To start the set again, use the STARTSHADOW command.

There is no action required for other <res_state> values. For other values the

log is for information only.

Associated OM registers
There are no associated OM registers.
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FP502_NT

Explanation

Format

Example

The Footprint (FP) subsystem generates log report FP502_NT. The subsystem
generates FP502_NT when the use of any disk shadowing feature command
initiates, completes or aborts an operation. The list of the disk shadowing
feature commands is in the OPERATION eld. This log associates with a
minor alarm (¥).

The log report format for FP502_NT is as follows:

*FP502 mmmmdd hh:mm:ss ssdd SHADOW SET CHANGE

OBJECT: <object_description>
SOURCE: <command_source>
SHADOW SET: <name>
MEMBER: <name>
OPERATION: <op>

ACTION TAKEN: <action>

An example of log report FP5S02_NT follows:

*FP502 OCT23 12:10:00 2351 SHADOW SET CHANGE

OBJECT: FPO SHAD1
SOURCE: Manual

SHADOW SET: FP02DKO0O
MEMBER: FPO02DKO03
OPERATION: DelSet
ACTION TAKEN: Aborted

Field descriptions

The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

SHADOW SET Constant Indicates the occurrence of a disk
CHANGE shadow feature change.
<object_descripti  Alphanumeric Provides footprint and disk shadow
on> identification of OBJECT.
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FP502_NT (end)

(Sheet 2 of 2)

Field Value Description

<command_sourc  Manual Indicates a manually entered

e> command is the SOURCE of the
change.

<name> Alphanumeric Provides SHADOW SET and
MEMBER identification.

<op> Text Indicates the name of the disk

shadowing operation that causes the
subsystem to generate the report.

AddMember
DefineSet
DelMember
DelSet
FullSync
StartMember
StartSet
StopMember
StopSet
TableSync

Action

When <action> = Aborted, the condition requires action. Use the associated
device logs to identify and correct the problem. Start the operation again.
When <action> = Initiated or Completed, there is no action required. This log
is for information only.

Associated OM registers
There are no associated OM registers.
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FP505_NT_CK

Explanation

Format

Example

The system generates log report FP505_NT_CK when the last active device in
aset goes to SYSB. The table Synchronization aborts with an indication of 1/0
error. When full Synchronization aborts, the indication is I/O error 1/O error.
If the start shadow set operation aborts, the report is initialization failure of
master. The system synchronized the device. If the start member operation
aborts, the report is initialization of device or synchronization of device. The
value I/O failure indicates device initialization or synchronization.

The log report format for FP505_NT_CK is as follows:

Format 1

FP505 mmmdd hh:mm:ss ssdd INFO State Change
Location: <location_description>

Reason: <command_source>

From: <res_state>

To: <res_state> The following is the format for log report FP505:

Examples of log report FP505_NT_CK follow:

DMS-100 Family NA 100 Log Report Reference Manual Volume 4 of 8 LET0015 and up



1-338 Log reports

FP505_NT_CK (continued)

Example 1
FP505 JUN18 10:35:27 7000 INFO State Change
Location: FP3 Shadow

Reason: Manual command
From: Insv
To: Sysb
Example 2

FP505 JUN18 10:31:47 6500 INFO State Change
Location: FP3 SHADOW 1

Reason: Manual command

Set Name: RADY

Member Name: FPO3DK13

Operation: TableSync

Result: Aborted

Example 3
FP505 JUN18 10:31:47 6500 INFO State Change
Location: FP3 SHADOW 1
Reason: Manual command
Set Name: RADY
Member Name: FP03Dk13
Operation: FullSync
Result: Aborted

Example 4
FP505 JUN18 10:31:47 6500 INFO State Change
Location: FP3 SHADOW 1
Reason: Manual command
Set Name: RADY
Member Name: FPO3DK13
Operation: StartSet
Result: Aborted

Example 5
FP505 JUN1810:31:47 6500 INFO State ChHange
Location: FP3 SHADOW 1
Reason: Manual command
Set Name: RADY
Member Name: FPO3DK13
Operation: StartMember
Result: Aborted
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Action

Example 1 uses an associated device log to identify and correct the disk
problem before the user can start the set again. Examples 2, 3, 4, and 5 use
other logs to correct the problem and restart the operation. These other logs

are normally device logs. Use the STARTSHADOW command to restart the
set.

Associated OM registers
There are no associated OM registers.
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FP601

Explanation

The system generates log report FP601 when a fault indication register (FIR)
exception occurs on the le processor (FP) node. The Inte grated Event
Management (IEM) de nes this log as internal and deb ug only.
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FP601 (continued)

Format

The log report format for FP601 is as follows:

FP601 mmmdd hh:mm:ss ssdd TBL Software Alarm

Location : 1locid

Status : statext
Trouble : tbltext
Action : acttext
Info : inftext

Data
DABM Element Space
Memory Page
Interrupt Pending
Interrupt Mask
Lower Addr fault
Upper Addr fault
Arb/Cbus/SIP Ctrl
Parity/Misc.

SIP Element Space
SIP 0 Status Scan

SIP 1 Status Scan

SIP RAM Backdoor

CTRL O
is valid

XXXX
XXXX
XXXX
XXXX
XXXX
XXXX
XXXX

XXXXKXKXXX
XXXXKXKXXX

STIPO SITP1

SIP Reset Count
SIPLockFlag

Last Unsol Msg
Last SIP Reset

Last Exception
Last Status Reg
Last Except Addr
Last Berr Address
SIP Identity

Last SIP Log

Last Faults Found

FIR Analysis Data
DABM FAR Value
DABM FAR Data
DABM fault found
SIPO fault found
SIP1 fault found

XXXX XXXX
XXXX XXXX
XXXX XXXX
XXXX XXXX

XXXX XXXX
XXXX XXXX

XXXXKXX XXXXXX
XXXXKXX XXXXXX

XXXX XXXX
XXXX XXXX
XXXX XXXX

KXXXKXKXKXXXXX
HXXXKXKXKXXXXX
HXXXKXKXXXXKXKXX
HXXXKXKXXXXKXKXX
HXXXKXKXXXXKXKXX

CTRL1

Data is wvalid.

XXXX
XXXX
XXXX
XXXX
XXXX
XXXX
XXXX

XXXXXXX
XXXXXXX

XXXX XXXX
XXXX XXXX
XXXKXKXKX XXKXXXXX
KXXKXKXKX XXKXXXXX
XXXX XXXX
XXXX XXXX
XXXX XXXX

KXXKXKXKXXXXX
HXXXKXKXKXXXXX
HXXXKXKXXXXKXKXX
HXXXKXKXKXXXKXKXKXX
HXXXKXKXKXXXKXKXKXX
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FP601 (continued)

Example
An example of log report FP601 follows:

FP601 mmmdd hh:mm:ss ssdd TBL Software Alarm
Location : FP 2 DABM
Status : Trouble alert

Trouble : Common Hardware failure
Action : Information for analysis, no immediate action
require
Info : Fir occurred

CTRL O CTRL1

Data is wvalid. Data is wvalid.

DABM Element Space
Memory Page : 083E 083E
Interrupt Pending : CCo00 CCo00
Interrupt Mask 0255 0255
Lower Addr fault : 0091 0090
Upper Addr fault : 4000 C000
Arb/Cbus/SIP Ctrl : FFOO FFOO
Parity/Misc. : A2FC A2FC
SIP Element Space
SIP 0 Status Scan : 07033CAF 07833CCF
SIP 1 Status Scan : 07833C2F FFFFFFFF
SIP RAM Backdoor SIPO SIIP1 SIPO SIP1
SIP Reset Coun 0034 002E 0027 OOFD
SIPLockFlag : 00BO 00BO 00B1 OOFD
Last Unsol Msg : 0000 0000 0000 0000
Last SIP Reset : 0000 0000 0000 0000
Last Exception : 107C 107C B008 FDFD
Last Status Req : 3709 3709 3000 FDFD

Last Except Addr 00086A28 00080774 0008F342 FDFDFDFD
Last Berr Address: 0000000 00000000 08000224 FDFDFDFD

SIP Identity : 0004 0006 0005 OOFD
Last SIP Log : 0000 0000 0000 OOFD
Last Faults Found : 0000 0000 0000 FDFD

FIR Analysis Data

DABM FAR Value : 08000090 08000090

DABM FAR Data : FFFFFFEFF 20000000

DABM fault found : Non Cachability Subtest No fault
SIPO fault found : No fault No fault
SIP1 fault found : No fault Status Scan Bus Error
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FP601 (end)

Field descriptions
The following table describes each eld in the log report:

Field Value Description

TBL Software Alarm Constant Indicates the occurrence of a software
trouble alarm.

Location 00-99 Identifies the FP that reports the alarm.

Status Trouble alert Identifies the general reason for the log.

Trouble mismatch occurred ldentifies additional reason for the log.

Action symbolic text Provides an action for the FP maintenance
group.

Info symbolic text Provides information for analysis.

Action

Direct this report and all associated data to the FP maintenance group.

Associated OM registers
There are no associated OM registers.
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FPRT102

Explanation
The Footprint (FP) subsystem generates this log after the completion of an out
of sync restart. During this restart, the transfer of the Footprint data of the
inactive CPU to the active CPU was not successful.

The FP data remains after all types of restarts, except when a reboot follows a
power failure.

The name of the log report subsystem “FP' changes to "FPRT' in BCS33. This
change allows you to avoid confusion with the le processor (FP) peripheral
log reports. Log report FPRT102 is the same as the FP102 log report before
BCS33.

Format
The log report format for FPRT102 is as follows:

FPRT102 mmmdd hh:mm:ss ssdd
Restart number : N, Active CPU : N
Restart out of SYNC
Inactive CPU's Footprint data is unavailable.
A second attempt will be made on the next manual sync.

Example
An example of log report FPRT102 follows:

FPRT102 MAR29 03:14:09 7581
Restart number : 1, Active CPU : 1
Restart out of SYNC
Inactive CPU's Footprint data is unavailable.
A second attempt will be made on the next manual sync.

Field descriptions
The following table describes each eld in the log report:

Field Value Description
Restart number : N 0-32767 Indicates the restart number.
Active CPU : N 0-1 Indicates the CPU that remains active.
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FPRT102 (end)

Action

When correct, initiate a manual sync. The manual sync attempts to transfer the
Footprint data of the inactive CPU. This log is for information only.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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FPRT103

Explanation
The Footprint (FP) subsystem generates this report when the transfer of the
Footprint data of the inactive central processing unit (CPU) fails. This transfer
fails after the completion of a manual transfer.

The name of the log report subsystem “FP' changes to "FPRT" in BCS33. This
change allows you to avoid confusion with the le processor (FP) peripheral
log reports. Log report FPRT103 is same as the FP103 log report before
BCS33.

Format
The log report format for FPRT103 is as follows:

FPRT103 mmmdd hh:mm:ss ssdd
Restart number : N, Active CPU : N
Restart out of SYNC
Inactive CPU's Footprint data is unavailable.
No further attempts will be made to collect it.

Example
An example of log report FPRT103 follows:

FPRT103 MAR29 03:14:09 7581
Restart number : 1, Active CPU : 1
Restart out of SYNC
Inactive CPU's Footprint data is unavailable.
No further attempts will be made to collect it.

Field descriptions
The following table describes each eld in the log report:

Field Value Description

Restart number : N 0-32767 Indicates the restart number.

Active CPU : N 0-1 Indicates the CPU that remains active.
Action

There is no action required. This log is for information only.
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FPRT103 (end)

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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FPRT104

Explanation

Format

Example

The Footprint (FP) subsystem generates this report after the completion of an
out of sync restart. During the restart, the transfer of Footprint data from the
inactive central processing unit (CPU) to the active CPU was not complete.

The name of the log report subsystem “FP' changes to "FPRT" in BCS33. This
change allows you to avoid confusion with the le processor (FP) peripheral
log reports. Log report FPRT104 is the same as the FP104 log report before
BCS33.

The log report format for FPRT104 is as follows:

3. FPRT104 mmmdd hh:mm:ss ssdd

Restart number : N, Active CPU : N

Restart synctxt

The Footprint data has been corrupted by a possible hardware fault or
power loss. No data can be collected.

An example of log report FPRT104 follows:

2.FPRT104 MAR29 03:14:09 7581

Restart number : 1, Active CPU : 1

Restart synctxt

The Footprint data has been corrupted by a possible hardware
fault or power loss. No data can be collected.

Field descriptions

The following table describes each eld in the log report:

Field Value Description
Restart number : N 0-32767 Indicates the restart number.
Active CPU : N 0-1 Indicates the active CPU.
synctxt in SYNC Indicates a restart occurred with two CPUs
in SYNC.
out of SYNC Indicates a restart occurred with two CPUs
out of SYNC.
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FPRT104 (end)

Action
There is no action required. This log is for information only.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information
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FPRT105

Explanation

Format

Example

The Footprint (FPRT) subsystem generates this log report when a restart or
reboot occurs. The log is like the FPRT100 log. Log FPRT105 contains less
information than FPRT100. Log FPRT105 is less complete because the
FOOTPRINT snapshot event records all the information from the FPRT100.

The log report format for FPRT105 is as follows:

FPRT105 mmmdd hh:mm:ss ssdd INFO Successful Footprint
Object: <object_description>
RESTART NUMBER:<restart_num>CURRENT ACTIVE SIDE: <cpu_
<Reinit code>

An example of log report FPRT105 follows:

*FPRT105 NOV16 14:02:10 9700 INFO Successful Footprint
Object: AP 7
RESTART NUMBER: 2 CURRENT ACTIVE SIDE: 0
RELOAD from Command

Field descriptions

The following table describes each eld in the log report:

(Sheet 1 of 5)

Field Value Description
INFO Successful Constant Indicates a restart or reboot of the
Foot print system.
Object Alphanumeric Identifies the object description
RESTART Numeric Identifies the restart number
NUMBER
CURRENT Numeric Identifies the active CPU
ACTIVE SIDE
Reinit code Text Identifies the reinitialization code
llegal SWINT
Activity Switch
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FPRT105 (continued)

(Sheet 2 of 5)

Field Value Description

Manual Restart

System Image Reload

Uncontrolled CM CPU Clock Switch
Controlled Clock Switch

Hardware Restart

System Image Reload through
LDMATE

WARM Restart from Command
Trap at interrupt level

Too many traps when locked
Death of initialization timer

TRAP during initialization
SENDINITDONE called twice
BASE restarted - Module replaced
Failed to create initial process
Death of initial process

Failed to create permprocs
Permproc data corrupt
SENDINITDONE timeout

Inactive warm restart on DPSYNC
Overdue sanity report

Death of idler

Death of ADAM

Death of System Monitor

Too many Sanity Timeouts
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FPRT105 (continued)

(Sheet 3 of 5)

Field Value

Description

Module replaced

Cannot create ABEL

CDB queue corrupt

CDB states inconsistent

CCB queue corrupt

CCB states inconsistent

Both Message Switches are Busy
Base restarted from RTIF

WARM Restart from RTIF

Base restarted from firmware
WARM Restart from firmware

All ready queues empty
Peripheral interrupt mismatch

Not known trap condition

Bus error

Address error

TRAP in trap handler

Unknown exception vector number
Trap in firmware caused restart
User filter reinitialized

There are no links from MS to CM
COLD Restart from Command
Too many WARM restarts

Module Replaced
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FPRT105 (continued)

(Sheet 4 of 5)

Field Value Description

Warm SWACT critical failure
Inactive cold restart on DPSYNC
COLD Restart from RTIF

COLD Restart from firmware

CCS7 MTP Corrupted

SCB scheduling queue corrupted
TRAP handling mismatch

Multiple Mismatches Overlap
Mismatch, handler not ready
Inactive CPU entered Split Mode
ENET COLD Restart from CM request
MS COLD Restart from CM request

Cold Restart from Communication
Audit

CCB Queue badly corrupted
Both Message Switches offline
Asynchronous activity switch
RELOAD from Command

ENET RELOAD Restart from CM
request

Nucleus process not created
Module Replaced

ENET RELOAD Restart by high trap
rate

Uncorrectable memory error.

RELOAD Restart from RTIF
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FPRT105 (end)

(Sheet 5 of 5)

Field Value Description

RELOAD Restart from firmware
Mismatch: this CPU Insane
IPL from Command

Initial entry to SOS

Action

The system generates this log for the information of operating company
personnel. If you do not know the cause of the restart, notify the Technical
Assistance Service (TAS). Keep the log for additional analysis.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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FPRT106

Explanation

The Footprint (FPRT) subsystem generates this log report when the
FOOTPRINT buffers transfer from the inactive plane to the active plane.

Format
The log report format for FPRT106 is as follows:
FPRT106 mmmdd hh:mm:ss ssdd INFO Update Traffic Exception
Object: object description
RESTART NUMBER: nn  CURRENT ACTIVE SIDE: nn
Description
Example

An example of log report FPRT106 follows:

*FPRT106 NOV16 14:02:10 8300 INFO Update Traffic Exception
Object: AP 7
RESTART NUMBER: 2 CURRENT ACTIVE SIDE: O
First attempt at footprint data transfer failed

Field descriptions
The following table describes each eld in the log report:

(Sheet 1 of 2)

Field Value Description

INFO Update Constant Indicates the restart or reboot of the
Traffic Exception system.

Object alphanumeric Identifies the object description
RESTART numeric Identifies the restart number
NUMBER
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FPRT106 (end)
(Sheet 2 of 2)
Field Value Description
CURRENT numeric Identifies the active CPU
ACTIVE SIDE
Description first attempt at Describes the reason for transfer to
footprint data the active plane
transfer failed
second attempt at
footprint data
transfer failed
footprint buffers
corrupted
Action

The subsystem generates this log for the information of the operating company
personnel. If you do not know the cause of the restarts, notify Technical
Assistance Service (TAS). Keep the log for analysis.

Associated OM registers
There are no associated OM registers.

Additional information
There is no additional information.
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FPRT200

Explanation

The Footprint (FP) subsystem generates this log when the subsystem collects
the FP data from the active central processing unit (CPU).

The name of the log report subsystem “FP' changes to "FPRT' in BCS33. This
change allows you to avoid confusion with the le processor (FP) peripheral
log reports. Log report FPRT200 is the same as the FP200 log report before
BCS33.

Format
The log report format for FPRT200 is as follows:
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FPRT200 (continued)

FPRT200 mmmdd hh:mm:ss ssdd INFO Active Restart
Restart number : nn, reinit code
Entry Module : moduleid SSTI : #hhhh
PTA : hhhhhhhh Procname, TEST_FIR : #hhhh Vector offset : hhhh
Active CPU : n Active Clock : n
Reinitcount : n previous restart : restartrsn previous reset : hhhh
MCR Claimer String : claimtxt
FIRS : hhhh Clk_stat : hhhh Mau_ctrl : hhhh
Acc_mask : hhhh Int_mask : hhhh Pint_mask : hhhh
AHR : hhhh hhhh
Registers:
DO0-3: #hhhhhhhh #hhhhhhhh #hhhhhhhh #hhhhhhhh
D4-7: #hhhhhhhh #hhhhhhhh #hhhhhhhh #hhhhhhhh
AO0-3: #hhhhhhhh #hhhhhhhh #hhhhhhhh #hhhhhhhh
A4-6: #hhhhhhhh #hhhhhhhh #hhhhhhhh #hhhhhhhh
Hex Display Sequence : hhhh hhhh hhhh hhhh hhhh hhhh hhhh hhhh hhhh
hhhh hhhh hhhh hhhh hhhh hhhh hhhh
Restart Sequence: hhhh hhhh hhhh hhhh hhhh hhhh hhhh hhhh hhhh hhhh
hhhh hhhh hhhh hhhh hhhh hhhh
USP : hhhhhhhh ISP : hhhhhhhh

hhhh hhhh hhhh hhhh
hhhh hhhh hhhh hhhh
hhhh hhhh hhhh hhhh
hhhh hhhh hhhh hhhh
hhhh hhhh hhhh hhhh
hhhh hhhh hhhh hhhh
hhhh hhhh hhhh hhhh
Traceback:

hhhhhhhh = module.editioncode : procedurename + offset
hhhhhhhh = module.editioncode : procedurename + offset
hhhhhhhh = module.editioncode : procedurename + offset

hhhhhhhh = module.editioncode : procedurename + offset
hhhhhhhh = module.editioncode : procedurename + offset
hhhhhhhh = module.editioncode : procedurename + offset
hhhhhhhh = module.editioncode : procedurename + offset

Example
An example of log report FPRT200 follows:

297-8021-840 Standard 14.02 May 2001



Log reports  1-359

FPRT200 (continued)

FPRT200 MAR29 00:00:09 1800 INFO Active Restart
Restart number : 2, RELOAD Restart from COMMAND
Restart number : nn, reinit code

Entry Module : INVOKER SSTI : #00E9

PTA : OO95E6D4=ECPUTST.ACO3:TEST_FIR+#0084,VeCtor
offset:0008

Active CPU : 1 Active Clock : 1

Reinitcount : 3 previous restart : COLD, previous reset

0001

MCR Claimer String : 05:47:61

FIRS : 03FF, 0000 Mau ctrl : 0085 MCR : 000C AHR : FDFD FDFD
Registers:

DO-3: #00000OFF #00000018 #00OOFFFF #00000000

D4-7: #00000010 #00000010 #00000000 #OOSFEA3C

A0-3: #0051B6